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Chairman’s Message

Thanks to hosts BellSouth and Caroline Cranfll

I’d like to extend my appreciation to BellSouth and Caroline Cranfill for hosting the
Atlanta IETF meeting. The facilities and connectivity were excellent. Qur hosts
deserve special thanks for the Tuesday evening social activity, which gave us a fine
introduction to Atlanta hospitality. Thanks to our hosts for helping to make the
IETF in Atlanta a successful one.

IETF and IESG Status Report

At the start of the Atlanta IETF meeting, there were 63 working groups in 9 areas
(one area, Standards Practices, does not have working groups). For Atlanta, 9 work-
ing groups submitted “final ” Internet-Drafts. Some of these documents represent
standards actions, for which the IESG will be forwarding recommendations to the
IAB. Others are informational documents. Most of these working groups will retire
when their documents are published as RFCs (either as standards or informationl

RFCs).

These numbers, both the total number of working groups and the number of work-
ing groups approaching conclusion at one meeting, represent high-water marks (yet-
again) for IETF activity. Detailed listings and status of working groups will be given
elsewhere in these Proceedings.

There has been some new additions to the IESG, and some minor restructuring, since
the March IETF meeting.

First, we have added a new “Transport and Services Area”, led by David Borman of
Cray Research. Long time IETF attendees will recognize David from his numerous
reports in the past regarding his work implementing high performance TCP for the
Cray operating system, based Van Jacobson’s enhancements. This new area will also
include activities that don’t quite fall properly into either the Internet or Application
Areas (from a “layerist” perspective). The DNS activities are an example. We used
to have an area called “Host and User Services”, led by Craig Partridge. When
Craig left for his postdoctoral position at the Swedish Institute of Computer Science
(SICS) last fall, we divided the transport and other host issues between the Internet
and Application Areas and elevated User Services as a distinct area (led by Joyce
Reynolds, USC-ISI). However, that move added additional topics to two of the largest
IETF areas (i.e., Internet and Applications). Plus, we soon realized that we had need
for specific transport level expertise on the IESG. Therefore, we decided to form the
new “Transport and Services Area”. We are very pleased that David has been able
to join the IESG to fill this new position.
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Next, I am very happy to announce that the Operational Requirements Area is now
fully staffed. Bernhard Stockman (Nordunet) and Susan Estrada (Cerfnet) have
joined the IESG as co-Area Directors for this important area. Bernhard brings a
special understanding of international networking to this task, which will help us as
the Internet, and the surrounding technical issues, expand globally. Susan brings
a perspective based on two important views — her long time key association with
FARNET and her role as Executive Director of a midlevel network. I had been
acting as an interim Director for this Area, and I will continue to work with Susan
and Bernhard for the near future. One of the first objectives will be to form an
Operational Requirements Area Directorate. We held an open session in Atlanta
which we hope will act as an organizational session for the ORAD. You can read
Susan’s report on that meeting later in these Proceedings.

I am also pleased to welcome Philip Almquist onto the IESG, joining Noel Chiappa as
co-Director of the Internet Area. The Internet Area is one of the largest, and histor-
ically one of the more important, in the IETF and it will profit from the additional
attention that Noel and Philip together will now be able to bring to bear. Philip
will bring an important perspective as the current chair of the Router Requirements
working group.

I am also sorry to have to report that Rob Hagens (University of Wisconsin) has had
to leave the IESG due to other pressing time commitments. We will miss Rob as
the co-Director for the OSI Integration Area, with Ross Callon (DEC). Fortunately,
we will not lose Rob completely because he will remain as co-chair of the X.400
Operational working group. The OSI Integration Area is a large area, requiring a
special set of skills, and we already are looking for someone to join Ross in leading
this area. Rob, we will miss you on the IESG, but we look forward to your continued
contributions to the IETF as a working group chair.

With the changes above, there are now 10 IETF Areas and 13 members of the IESG. A
complete listing of the areas and members is given in Chapter 1 of these Proceedings.

New IETF Secretariat Staffing

Over the past couple years, the IETF has greatly expanded its scope and activities.
Most of the technical activities of the IETF are handled by volunteers from either
academia or industry (i.e., the working group chairs, the IESG members, and/or the
many individual working group contributors). However, with its current schedule of 3
yearly meetings of 350-400 attendees (and with a 400 page Proceedings, and numerous
online Internet-Drafts and reports, documenting each meeting), the administration
and logistics of the IETF can no longer be handled solely by volunteers.

To handle the growing administrative and logistics necessities, a professional staff has
grown up at CNRI over the last few years to support the largely volunteer technical
contributors. With the hiring this summer of Steve Coya (CNRI) as IETF Executive



Director, perhaps it is now time to recognize this “IETF Secretariat” for the important
role it now plays.

This is not unlike other professional associations (like ACM or IEEE) which make
heavy use of volunteer contributors. In those organizations, the principle technical
contributing positions (analogous to our WG chairs or IES G) are filled by volunteers,
but there is a core professional staff which carries out the inevitable but important
administrative and logistics details that make the organization run smoothly.

It is clear, at least in my mind, that the IETF, with its current size and scope, could
no longer function as it now does without this important support.

The current full-time professional staff comprising the “IETF Secretariat” at CNRI
1s:

Steve Coya IETF Executive Director

Greg Vaudreuil IESG Secretary

Megan Davies Proceedings and Meeting Coordinator
Cynthia Clark IETF Mailing List Coordinator
Debra Legare Internet Drafts and Registration

Steve Coya is still fairly new to the IETF , and I would like to take this opportunity
to welcome him to this new important position. While I was at CNRI, I performed
various functions for the IETF which could be characterized under the two separate
headings of “executive director” responsibilities and “overall chair” responsibilities.
Those duties that comprised the executive director responsibilites now reside with
Steve Coya. This includes, but is not limited to, overall responsibility for insuring
that the IETF Secretariat efficiently and effectively discharges its collective duties.
Steve also attends all IESG meetings, and will be working with me to complete an
“IETF Handbook”, which will serve as introduction and guideline for operations of
the IETF. (This handbook will be be submitted as an Internet-Draft for general
review and comment, when complete.) As another example, Steve will serve as the
primary point of contact for submitting the monthly IETF report to the “Internet
Monthly Report”. The IETF chair and any on the Area Directors may also contribute
to the report, but Steve will have the responsibility for reporting on the overall IETF
status and technical administration (e.g. new WGs formed, old WGs completed,
Internet-Drafts submitted, protocols actions taken by the IESG, etc). Plus he will
act to compile all other IESG contributions into the overall report, and submit it to
ISI. Again, let me welcome Steve to the IETF in this important new position. We
will be seeing a lot of Steve in the future!

Please join me in thanking these folks and CNRI for the wonderful support they have
provided in the past and will continue to provide at future meetings.
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If there are any questions or suggestions regarding the Secretariat, please feel free
to correspond directly with Steve Coya (scoya@nri.reston.va.us). Either Vint Cerf
(CNRI) or myself can also answer questions, if Steve is not available.

Atlanta’s Open Plenary

The Atlanta meeting represents the largest number of working groups the IETF has
ever sponsored in one place at one time. As a measure of the growth and activity
of the IETF, this is an exciting statistic. However, it also raises important questions
about how large the IETF can grow and still enjoy its present success and utilize its
present format.

These and other issues were very much on the minds of attendees during the open
plenary session on Thursday afternoon.

Specifically, this most recent growth surge has re-surfaced some problems that we
have seen, and dealt with, in the past. For example, there is the simple logistics
hassle of scheduling many parallel WG meetings so that important groups do not
overlap. There is also the problem of bringing new players into the WG activities
without completely rehashing all the old technical issues. One answer is to increase
our effective usage of electronic mail. However, then we must be careful to balance the
“group consensus” reached by email versus the consensus reached by onsite attendees.
And, of course, there is the general problem of reaching closure on technical issues in
a large group, whether that group is meeting face-to-face or by email.

These are all problems that we have seen in various degrees, and attempted to deal
with in various ways, in the past. These are all problems that seem to re-surface at
the leading edge of any new IETF growth surge.

What’s less clear, at least to me, is whether we have finally hit a “wall”, in which
the basic procedures that the IETF has developed to conduct business are no longer
valid, or whether we merely need to adapt to the new environemnt (yet-again) by
evolving our operating procedures.

One of the strengths of the IETF has always been its ability to evolve and to adapt
to new conditions. In many ways, we are still learning lessons about how best to
conduct our business. “Making it up as we go” has been both a blessing and a curse.
At times we have seen interactions between the IAB and IESG, or between the IESG
and the working groups, suffer from lack of clarity of “procedures”. On the other
hand, when conditions change around us, we have always had the flexibilty to adapt
quickly.

My personal feeling is that our ability to evolve has been one of the major keys to
our success. 1 think we must all recognize that the networking world has changed in
recent years in ways that very few could have predicted, and the IETF has had the
ability to learn from any missteps and change along with it. We are still evolving,



and I’d like to think that we have a ways to go (and grow) before we hit a “wall”.

Some excellent suggestions came out at Thursday’s open plenary sesssion. Acting
on these suggestions, we will add an extra afternoon session on Friday at the next
IETF meeting. This will allow us to add one additional WG session to the current
generic schedule and to devote both all of Monday and Tuesday to WG sessions. We
will also try to make good use of the new/old idea of “Birds of a feather” sessions,
to explore subjects before commiting expensive (and scarce) personnel resources to
starting up a full WG. (In Atlanta, we had 5 BOFs on important subjects.) We will
make an extra effort to schedule “overview” sessions on topics of interest, particularly
as status reports on ongoing WG activities. This will help keep general attendees and
new players abreast of activities on other areas.

Finally, we will enhance our current set of guidelines for WG chairs to provide sugges-
tions on how to handle new attendees who need to be brought up to speed and how to
achieve closure in the face of questions from these new players. For example, acting
on a suggestion from the open plenary, we will ask WG chairs to do a better job of
recording the rationale for all technical decisions. In this way, new players will have
a better record of why specific decision were made. Some suggestions were as simple
as to make better use of agendas and to invoke a different set of meeting guidelines
as a WG nears conclusion. For example, in Atlanta the Router Requirements WG
had a strict agenda of still-open topics, and the chair announced beforehand that
previous issues would not be re-opened in Atlanta without very good cause. It’s also
important for WG chairs to understand that they are bound to reach consensus, not
unanimity. That is, in the face of unresolved technical opinions, it is perfectly valid
for the chair to adapt the consensus view and then move forward.

It is important to understand that the open plenary sessions have always played an
important role in guiding the IETF. (In fact, in *very* beginning, there were no WGs,
so the entire meeting was an open plenary!) The open plenaries have included IESG
reports since the IESG formation at Hawaii meeting (Fall 1989).

Of course, there are other ways to provide comments on IETF activity. The main
IETF mailing list is available for that purpose (ietfQisi.edu). The IESG can be
reached individually or collectively (iesg@nri.reston.va.us). I am always available ei-
ther by phone or email (pgross@nis.ans.net, 914-789-5335), and the IETF Secretariat
can be reached through Steve Coys, IETF Excutive Director, (scoya@unri.reston.va.us).

I believe it is very important to have direct interaction with attendees and others
interested in IETF activities. This makes the IETF very much a self-guiding body,
and I think that has contributed as much to the IETF’s success as any other factor.

Internet Society

This meeting saw the announcement of the Internet Society by Vint Cerf (CNRI).
(See the Technical Presentations Chapter for a summary of Vint’s presentation.)



The Internet Society will be a professional society which we hope will grow to encom-
pass the activities of the IAB and IETF in a positive way. The IAB and IESG are
very supportive of the Internet Society, and we look forward to working with Vint on
developing the specific method by which the IAB and IETF both become part of this
new important group.

Focus on International Growth

Another topic that received considerable attention at this meeting was the growing
focus in the IETF on global networking issues. This emphasis is almost unavoidable
as the Internet grows internationally. (MERIT’s network status report again showed
that the non-US portion continues to be the fastest growing segment of the Internet.)

We had the largest showing of non-US attendees in Atlanta, and we now have non-US
representation on both the IAB and IESG.

This raised the possibility of holding an IETF meeting outside of North America (we
have already held an IETF in British Columbia). I think this is a very natural and
desirable outcome. However, we have to approach it cautiously. Many US employers
and US federal agencies all treat non-US travel quite differently from domestic travel,
and we need to make sure that the environment has matured properly so that we
can expect to get representative participation at any IETF meeting outside North
America. As important as it is to begin holding IETF meetings in non-US venues,
it could be damaging to our very goals of internationalization if we held a non-US
meeting that was poorly attended by US participants.

We normally schedule IETF meetings 12-18 months in advance, so the earliest spot
not yet scheduled is Fall 1992 or Winter 1993. Fortunately, this provides time to
prepare and plan for our first meeting outside North America.

One way to help prepare the climate for such a meeting is make the Internet Society a
strong and successful organization. One of the principal goals of the Internet Society
will be to focus on international networking issues. So please consider joining the
Internet Society. For my part, I will work directly with Vint Cerf and incoming IAB
chair Lyman Chapin (BBN) to see that the IAB and IETF are incorporated into the
Internet Society in a positive and natural fashion.
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MONDAY, July 29
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9:30-12:00 noon

Breaks
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RTG
SEC
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OSI Directory Services WG (Steve Hardcastle-Kille/ UCL)
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Inter-Domain Policy Routing WG (Martha Steenstrup/BBN )

Security Area Advisory Group (observers welcome)
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Coffee available throughout morning.
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APP
APP
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OPS

OSI
OSI
RTG

SEC

Network News Transport Protocol WG (Eliot Lear/ Intelligenetics)
Network Printing Protocol WG (Glenn Trewitt/ DEC)
Subnets (Philip Almquist/Consultant)

IEEE 802.3 Hub MIB WG (Keith McCloghrie/Hughes
and Donna McMaster/SynOptics)

Operational Statistics WG (Phill Gross/ANS and
Bernhard Stockman/NORDUnet)

Network OSI Operations WG (Sue Hares/Merit)
OSI Directory Services WG (Steve Hardcastle-Kille/ UCL)

IP over Large Public Data Networks WG
(George Clapp/Ameritech)

Privacy-Enhanced Electronic Mail WG (Steve Kent/ BBN)
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Router Requirements WG (Philip Almquist/ Consultant)
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IP over Large Public Data Networks WG
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SNMP Security WG (James Galvin/TIS and
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Evening Sessions

BOF

BOF

INT
TSV
USsv

Automated Internet Mailing List Services
(Dave Lippke/UTexas)

Conditioning of By-Request Network Resources
(Andy Nicholson/Cray Research)

Router Requirements WG (Philip Almquist/ Consultant)
Dynamic Host Configuration WG (Ralph Droms /Bucknell)

NOC-Tools Catalogue Revisions WG (Robert Enger/Contel
and Gary Malkin/FTP Software)
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Morning Sessions

APP
APP
INT

INT
MGT
MGT
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RTG
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USv

Network Database WG (Daisy Shen/IBM)
Telnet WG (Dave Borman/Cray Research)

Point-to-Point Protocol Extensions WG
(Noel Chiappa/Consultant)

Router Requirements WG (Philip Almquist/Consultant)
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* NREN Architecture and Goals (St. Louis follow-up)
(William Johnston/LBL and Peter Ford/LAN L)

Morning Sessions

APP

BOF
INT
INT
MGT
MGT
OSI
RTG
RTG

SEC

SEC

Automated Internet Mailing List Services WG
(Dave Lippke/UTexas)

NREN Architecture and Goals (Peter Ford/LANL)

IP over Appletalk WG (John Veizades/Apple)

Router Requirements WG (Philip Almquist/ Consultant)
Internet Accounting WG (Cyndi Mills/BBN)

Simple Network Management Protocol (Marshall Rose)

X.400 Operations WG (Alf Hansen/UWisc)

Border Gateway Protocol WG* (Yakov Rekhter/ IBM)

IP over Large Public Data Networks WG*
(George Clapp/Ameritech)

Commercial Internet Protocol Security Option WG
(Ron Sharp/ATT)

Common Authentication Technology WG (John Linn /DEC)

Coftee available throughout morning.

Afternoon Sessions I

BOF
INT
MGT
OPS
OSI
OSI
RTG
RTG

IP Logical Networks (Philip Almquist/ Consultant)

IP over Appletalk WG (John Veizades/Apple)

SNMP Network Management Directorate (Chuck Davin /MIT)
Network Joint Management WG (Gene Hastings/PSC)

Office Document Architecture WG (Peter Kirstein /UCL)
X.400 Operations WG (Alf Hansen/UWisc)

Border Gateway Protocol WG* (Yakov Rekhter/ IBM)

IP over Large Public Data Networks WG*
(George Clapp/Ameritech)
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SEC  Commercial Internet Protocol Security Option WG
(Ron Sharp/ATT)

SEC  Common Authentication Technology WG (John Linn/DEC)
TSV  Domain Name System WG (Mike Reilly/DEC)
TSV Dynamic Host Configuration WG (Ralph Droms/ Bucknell)

3:30-3:45 pm Break (Refreshments provided)
3:45-6:30 pm Technical Presentations

e NREN Legislative Update (Mike Roberts/EDUCOM)

e IP over Frame Relay Report (Caralyn Brown/Wellfleet)

e  BellSouth Telecommunications (Caroline Cranfill/BellSouth)

e Introduction to the Internet Society (Vint Cerf/CNRI)

e Toward a New Routing Architecture (Noel Chiappa/ Consultant)
7:00-10:00pm Evening Session

APP  Network News Transport Protocol WG (Eliot Lear/Intelligenetics)
BOF  Internet Support for Mobile Hosts (Steve Deering/Xerox)

BOF  IP Address Enhancements (Noel Chiappa/Consultant)

BOF RFC 1148 Bis Editing (Steve Hardcastle-Kille/UCL)

MGT Management Services Interface WG (Oscar Newkerk /DEC)

* BGP and IPLPDN will meet jointly to discuss “Discovery and Routing over SMDS”
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THURSDAY, August 1, 1991

8:30-9:00 am
9:00-9:45 am

10:00-12:00 noon

Breaks
1:30-3:30 pm

3:30-4:00 pm

4:00-6:30 pm

Continental Breakfast

Technical Presentations
e NSFNET T3 Deployment (Elise Gerich/Merit and
Jordan Becker/ANS)

Morning Sessions

APP  Automated Internet Mailing List Services WG
(Dave Lippke/UTexas)

APP  Network Fax WG (Mark Needleman/UC)

INT  Router Requirements WG (Philip Almquist /Consultant)
MGT  Simple Network Management Protocol (Marshall Rose)
MGT  Internet Accounting WG (Cyndi Mills/ BBN)

OSI OSI General (CO/CL Interworking Review)
(Rob Hagens/UWisc)

RTG  IP over Large Public Data Networks WG
(George Clapp/Ameritech)

RTG  Multicast Extensions to OSPF WG
(Steve Deering/Xerox PARC)

SEC  Security Area Advisory Group (observers welcome)
(Stephen Crocker/TIS - Meets in Hilton)

Coffee available throughout the morning.
Technical Presentations

e Introduction to Coalition for Networked Information
(Clifford Lynch/UCAL)

e IAB Workshop Report (Bob Braden/ISI)
IESG Evolution Plan (Phill Gross/ANS)

Break (Refreshments provided)

Open Plenary and IESG
e IESG Evolution Plan (Phill Gross/ANS)

° Protocol Standards Actions
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FRIDAY, August 2, 1991

8:30-9:00 am
9:00-11:30 am

11:30-12:00 noon
12:00 pm

Continental Breakfast

Working Group Area and Selected Working
Group Presentations

Introduction to Archie (Peter Deutsch/McGill Univ)

Recent Results from the DDN NIC Host Count and
DNS Count Program (April Marine/SRI)

APP  Applications Area (Russ Hobby/UC Davis)

INT  Internet Area (Noel Chiappa/Consultant
and Philip Almquist/Consultant)

MGT Network Management Area (Chuck Davin/MIT)

OPS  Operations Area (Susan Estrada/ CERFnet, Phill Gross /ANS,
Bernhard Stockman/NORDUnet)

OSI OSI Integration Area (Ross Callon/DEC and
Rob Hagens/UWisc)

RTG Routing Area (Bob Hinden/BBN)
SEC  Security Area (Steve Crocker/TIS)

TSV Transport and Services Area (Dave Borman/Cray Re-
search)

USV  User Services Area (Joyce K. Reynolds/ ISI)
Concluding Remarks (Phill Gross/ANS)

Adjourn

Key to Abbreviations

APP
BOF
INT
MGT
OS1
OPS
RTG
SEC
TSV
USsv

Applications Area

Birds of a Feather Session
Internet Area

Network Management Area
OSI Integration Area
Operational Requirements Area
Routing Area

Security Area

Transport and Services Area
User Services Area



Chapter 1

IETF Overview

The Internet Engineering Task Force (IETF) has grown into a large open community of
network designers, operators, vendors, and researchers concerned with the evolution of
the Internet protocol architecture and the smooth operation of the Internet. The IETF
began in January 1986 as a forum for technical coordination by contractors working on the
ARPANET, DDN, and the Internet core gateway system.

The IETF mission includes:

Specifying the short and mid-term Internet protocols and architecture for the Internet,
Making recommendations regarding Internet protocol standards for IAB approval,

Identifying and proposing solutions to pressing operational and technical problems in
the Internet,

Facilitating technology transfer from the Internet Research Task Force, and

Providing a forum for the exchange of information within the Internet community
between vendors, users, researchers, agency contractors, and network managers.

Technical activity on any specific topic in the IETF is addressed within Working Groups.
All Working Groups are organized roughly by function into eight technical areas. Each is
led by an Area Director who has primary responsibility for that one area of IETF activity.
Together with the Chair of the IETF, these eight technical Directors compose the Internet
Engineering Steering Group (IESG).

15
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The current Areas and Directors, which compose the IESG, are:

IETF and IESG Chair: Phill Gross/ANS
Applications: Russ Hobby/UC-Davis
Internet: Noel Chiappa

Philip Almquist/Consultant
Network Management: James Davin/ MIT
OS] Integration: Ross Callon/DEC

Operational Requirements: Phill Gross/ANS
Bernard Stockman/Nordunet
Susan Estrada/CERFnet

Routing: Robert Hinden/BBN
Security: Steve Crocker/TIS
Transport and Services Dave Borman/Cray
User Services Joyce Reynolds/ISI
Standards Management: Dave Crocker/DEC
IESG Secretary: Greg Vaudreuil/CNRI

The Working Groups conduct business during plenary meetings of the IETF, during meet-
ings outside of the IETF, and via electronic mail on mailing lists established for each group.
The IETF holds plenary sessions three times a year composed of Working Group Sessions,
Technical Presentations and Network Status Briefings. The meetings are currently four and
one half days long and include an open IESG meeting.

Meeting reports, Charters (which include the Working Group mailing lists), and general
information on current IETF activities are available on-line for anonymous FTP from several
Internet hosts including nnsc.nsf.net.

Mailing Lists

Much of the daily work of the IETF is conducted on electronic mailing lists. There are
mailing lists for each of the Working Groups, as well as a general IETF list. Mail on the
Working Group mailing lists is expected to be technically relevant to the Working Groups
supported by that list.

To join a mailing list, send a request to the associated request list. All internet mail-
ing lists have a companion “request” list. Send requests to join a list to <listname>-
request@<listhost>.

Information and logistics about upcoming meetings of the IETF are distributed on the gen-

eral IETF mailing list. For general inquiries about the IETTF, send a request to ietf-request@isi.edu.
An archive of mail sent to the IETF list is available for anonymous ftp from the directory
“ftp/irg/ietf on venera.isi.edu
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1.1 Future IETF Meeting Sites

Fall 1991

Los Alamos National Laboratory
Host: Dale Land and John Morrison
November 11-22, 1991

Spring 1992

San Diego Supercomputer Center
Host: E. Paul Love, Jr. and Hans-Werner Braun
March 16-20, 1992 (tentative)
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1.2 On Line IETF Information

The Internet Engineering Task Force maintains up-to-date, on-line information on all its ac-
tivities. This information is available via FTP through the NSFnet Service Center (NNSC)
and through several “shadow” machines. These “shadow” machines may in fact be more
convenient than the NNSC. Procedures for retrieving the information are listed below.

Directory Locations

Information pertaining to the IETF, its Working Groups and Internet Drafts can be found
in either the “IETF” Directory or the “Internet-Drafts” Directory. (For a more detailed
description of these Directories, please see Section 1.2.1 and 1.2.2). To retrieve this in-
formation via FTP, establish a connection, then Login with username ANONYMOUS and
password GUEST. When logged in, change to the directory of your choice with the following
commands:

cd ietf
cd internet-drafts

Individual files can then be retrieved using the GET command:

get <remote filename> <local filename>
e.g., get 0O0README readme.my.copy

East Coast (US) Address: nnsc.nsf.net (192.31.103.6)
West Coast (US) Address: ftp.nisc.sri.com (192.33.33.22)

Internet-drafts are available by mail server from this machine. To retreive a file mail a
request:

To: mail-server@nisc.sri.com
Subject: Anything you want

In the body put a command of the form:
send internet-drafts/lid-abstracts.txt or
send ietf/1wg-summary.txt
Pacific Rim Address: munnari.oz.au (128.250.1.21)
e The Internet Drafts on this machine are stored in Unix compressed form (.Z).

Europe Address: nic.nordu.net (192.36.148.17)

e This machine will accept only an email address as the password.
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1.2.1 The IETF Directory

Below is a list of the files available in the IETF directory and a short synopsis of what each
file contains.

Files prefixed with a 0 contain information about upcoming meetings. Files prefixed with
a 1 contain general information about the IETF, the Working Groups, and the Internet
Drafts.

FILE NAME

Omtg-agenda The current Agenda for the upcoming IETF plenary, containing
scheduled Working Groups meetings, Technical Presentations and
Network Status Reports.

Omtg-at-a-glance The announcement for the upcoming IETF plenary, containing spe-
cific information on the date/location of the meeting, hotel/airline
arrangements, meeting site accommodations and meeting costs.

Omtg-rsvp A standardized RSVP form to notify the staff of your plans to attend
the upcoming IETF meeting.

Omtg-sites Current and future meeting dates and sites for IETF plenaries.

lid-abstracts The Internet Drafts currently on-line in the Internet-Drafts directory.

lid-guidelines Instructions for authors of Internet Drafts.

lietf-description A short description of the IETF, the IESG and how to participate.

1lwg-summary A listing of all current Working Groups, the Working Group Chairs

and their email addresses, Working Group mailing list addresses, and
where applicable, documentation produced. This file also contains
the standard acronym for the Working Groups by which the IETF
and Internet-Drafts directories are keyed.

Finally, Working Groups have individual files dedicated to their particular activities which
contain their respective Charters and Meeting Reports. Each Working Group file is named
in this fashion:

<standard wg abbreviation>-charter.txt
<standard wg abbreviation>-minutes-date.txt

The “dir” or “Is” command will permit you to review what Working Group files are available
and the specific naming scheme to use for a successful anonymous ftp action.
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1.2.2 The Internet-Drafts Directory

The “Internet-Drafts” directory has been installed to make available, for review and com-
ment, draft documents that will be submitted ultimately to the IAB and the RFC Ed-
itor to be considered for publishing as RFC’s. These documents are indexed in the file
lid-abstracts.txt in the Internet-Drafts directory. Comments are welcome and should be
addressed to the responsible person whose name and email addresses are listed on the first
page of the respective draft.

The documents are named according to the following conventions. If the document was
generated in an IETF Working Group, the filename is:

draft-ietf-<std wg abrev>-<docname>-<rev>.txt , or .ps

where <std wg abrev> is the Working Group acronym, <docname> is a very short name,
and <rev> is the revision number.

If the document was submitted for comment by a non-ietf group or author, the filename is:
draft-<author>-<docname>-<rev>.txt, or .ps
where <author> is the author’s name.

For more information on writing and installing an Internet Draft, see the file lid-guidelines,
“Guidelines to Authors of Internet Drafts”.

1.3 Guidelines to Authors of Internet Drafts

The Internet Drafts directories are available to provide authors with the ability to distribute
and solicit comments on documents they plan to submit as a Request for Comments (RFC).
Submissions to the directories should be sent to “internet-drafts@nri.reston.va.us”.

Internet Drafts are not an archival document series. These documents should not be cited
or quoted from in any formal document. Unrevised documents placed in the Internet Drafts
directories have a maximum life of six months. After that time, they will either be submitted
to the RFC editor or will be deleted. After a document becomes an RFC, it will be replaced
in the Internet Drafts directories with an announcement to that effect for an additional six
months.

Following the practice of the RFCs, submissions are to be sent in ASCIL. & ostscript is also
acceptable, however, we still require the submission of a matching ascii version (even if
figures must be deleted) for readers without postscript printers and for on-line searches.

Internet Drafts are generally in the format of an RFC. There are differences between the
RFC and Internet Draft format. The Internet Drafts are NOT RFC’s and are NOT a
numbered document series. The words “/NTERNET DRAFT” should appear in place of
“RFC XXXX” in the upper left hand corner. The document should NOT refer to itself as
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an RFC or a Draft RFC.

The document should have an abstract section, containing a two-to-three paragraph de-
scription suitable for referencing, archiving, and announcing the document. This abstract
will be used in the id-abstracts index and in the announcment of the draft. The abstract
should follow the “Status of this Memo” section.

The Internet Draft should neither state nor imply that it is a proposed standard. To do
so conflicts with the role of the IAB, the RFC Editor and the IESG. The title of the
document should not infer a status. Avoid the use of the terms Standard, Proposed, Draft,
Experimental, Historical, Required, Recommended, Elective, or Restricted in the title of
the Internet Draft. These are common words in the “Status of the Memo” section and may
cause confusion if placed in the title. If the Internet Draft becomes an RFC, the Status of
the Memo section will be filled in by the RFC editor with a status assigned by the IAB.
As an Internet Draft, that section should contain a statement approximating one of the
following statements:

1. This draft document will be submitted to the Internet Activities Board as a standards
document. This is a working document only, it should neither be cited nor quoted
in any formal document. This document will expire before <Date, six months from
current date>. Distribution of this memo is unlimited. Please send comments to
<working group mailing list>

2. This document will be submitted to the Internet Activities Board as an proposed
standard. This document defines an experimental extension to the SNMP MIB.
Upon publication as a proposed standard, a new MIB number will be assigned. This
is a working document only, it should neither be cited nor quoted in any formal
document. This document will expire before <Date, six months from current date>.
Distribution of this memo is unlimited. Please send comments to <working group
mailing list>

3. This draft document will be submitted to the RFC editor as an informational docu-
ment. This is a working document only, it should neither be cited nor quoted in any
formal document. This document will expire before <Date, six months from current
date>. Distribution of this memo is unlimited. Please send comments to <working
group mailing list>

4. This draft document will be submitted to the RFC editor as an experimental protocol.
This is a working document only, it should neither be cited nor quoted in any formal
document. This document will expire before <Date, six months from current date>.
Distribution of this memo is unlimited. Please send comments to <working group
mailing list>

If the Internet Draft is lengthy, please include on the second page, a table of contents to
make the document easier to reference.
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2.1

Standards Progress Report

Between the March meeting hosted by Washington University in St. Louis and the July
meeting hosted by Bell South in Atlanta there have been many IETF originating protocols
and informational documents published as RFC’s.

RFC1214
RFC1220

RFC1224

RFC1229

RFC1230

RFC1231

RFC1232

RFC1233

RFC1237

RFC1238

RFC1242

RFC1243

OSI Internet Management: Management Information Base

Point-to-Point Protocol Extensions for Bridging

It is a product of the Point to Point Protocol Extensions Working
Group group.

Techniques for Managing Asynchronously Generated Alerts

It is a product of the Alert Management Working Group.

Extensions to the Generic-Interface MIB

It is a product of the SNMP Working Group.

IEEE 802.4 Token Bus MIB
It is a product of the SNMP Working Group.

IEEE 802.5 Token Ring MIB
It is a product of the SNMP Working Group.

Definitions of Managed Objects for the DS1 Interface Type
It is a product of the SNMP Working Group.

Definitions of Managed Objects for the DS3 Interface T ype
It is a product of the SNMP Working Group.

Guidelines for OSI NSAP Allocation in the Internet
It is a product of the OSI NSAP Guideline Working Group.

CLNS MIB - for use with Connectionless Network Protocol (ISO
8473) and End System to Intermediate System (ISO 9542)

It is a product of the SNMP Working Group.

Benchmarking Terminology for Network Interconnection Devices

It is a product of the Benchmarking Methodology Working Group.

AppleTalk Management Information Base

It is a product of the IP-Appletalk Working Group.
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RFC1244

RFC1245

RFC1246

RFC1247

RFC1248, RFC1252
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Site Security Handbook

It is a product of the Site Security Handbook Working Group of
the IETF.

OSPF Protocol Analysis
It is a product of the OSPF Working Group.

Experience with the OSPF Protocol
It is a product of the OSPF Working Group.

OSPF Version 2
It is a product of the OSPF Working Group.

OSPF Version 2 Management Information Base

It is a product of the OSPF Working Group.
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2.2 Minutes of the Open Plenary and IESG

Agenda:

e Intro to the IETF

¢ IESG Evolution Plan
e IGP Statement

e Open Plenary

2.2.1 Introduction to the IETF

Phill Gross opened the IESG and Open Plenary session with a review of the structure of the
IETF and IESG. The IESG has added several new members: Susan Estrada and Bernhard
Stockman have joined Phill Gross as Directors of the Operations Area; Dave Borman has
Joined the IESG as the Director of the recreated Transport and Services Area, formerly
Craig Partridge’s Host and User Services; and Philip Almquist has joined Noel Chiappa as
a Director for the Internet Area. For a complete listing of Areas and Directors, please see
the Introduction to the IETF, in Section 1.

The IETF Secretariat has also grown and now numbers five, including a new Executive
Director, Steve Coya. Greg Vaudreuil continues work as the IESG Secretary, tracking and
managing the IETF standards process. Megan Davies plans and coordinates the IETF
Plenary sessions, including logistics, meeting arrangements, and the scheduling of working
groups slots, and is the editor of the IETF Proceedings. Debra Legare is the name behind
the Internet drafts process, as well as handling IETF meeting registrations. Cynthia Clark,
a new addition to the Secretariat, is working to maintain the IETF mailing list and also
provides administrative support as needed

The IETF now has over 63 working groups. A surge of MIB activity has produced much
work and has spawned many working groups. Considering the groups that have finished
their work, and those likely to finish in the near future, the number should again be in the
comfortable under-50 range.

2.2.2 TESG Evolution Plan

The IETF is responsible for the short to mid-term evolution of the Internet Protocol Suite.
To lead the IETF in this mission, the Chairman of the IETF created the IESG to coordinate
and plan the work of the IETF. This activity begins in one of three ways:

1. A person comes to an IETF meeting with an idea, and that idea becomes the basis
of working group,
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9. The RFC editor receives an RFC submission that he feels would benefit from the
broader exposure the IETF can give, and

3. The IESG Area Directors may have a plan and commence efforts to achieve a goal.

The IESG evolution plan was created to facilitate the planning of the work by the IETF.
The current draft of the document is available in the Internet Drafts directories. During
this session, each Area Director gave a brief overview of their plans. Please see the Internet
Draft of the five year plan for more detail <draft-ietf-iesg-evolutionplan-00.txt>.

2.2.3 Protocol Actions
IGP Statement

The IESG recognized that as far back as the February 1990 IETF meeting in Tallahassee,
Florida, multi-vendor interoperability of routers with a modern Interior Gateway Protocol
requires the implementation of a common IGP between all platforms. By a common IGP,
the IESG means that IGP vendors are expected to implement, not that this is the preferred
IGP for any particular environment. The IESG has chosen OSPF as the common IGP for
the Internet. This recommendation is available for comment in the Internet Drafts directory,
and will be sent to the IAB as an Applicability Statement.
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2.3 Open Plenary

2.3.1 IETF Finances

Vint Cerf provided a summary of the allocation of fees paid to the Corporation for National
Research Initiatives in support of the IETF meetings. These figures are presented in slides
which are included later in this report. The presentation was well received by the IETF
membership who indicated that the questions which had been raised were answered.

2.3.2 Ethernet MIB

A statement by the SNMP Working Group meeting was read stating the group’s concerns
over the manner in which the IAB and the Working Group interacted on the issue of the
Ethernet MIB. The discussion which followed focused both on the technical and policy issues
involved with that particular document, and the more general concern with the nature of
the interaction between the IAB, the IESG, and the IETF working groups.

MIB Discussions

Discussion focused on the fact that the Ethernet MIB contains several required variables
which are not in the required set of the IEEE 802.3 MIB. Two concerns were raised by the
IAB: interactions with IEEE and the acceptable actions of a working group, and the feasi-
bility of implementing the variables given the current hardware availability. The Working
Group felt they had addressed the concern of hardware availability, stating that there are
several implementations which use the contested variables, often retaining counters in the
driver software rather than using hardware registers.

The IAB noted that the IETF is not the only body responsible for the standardization
of management instrumentation for ethernet-like media. There was concern that the IAB
not overstep its authority by making mandatory new instrumentation above and beyond
that already required by other standards. This policy issue was not one considered by the
working group. The working group did point out, however, that in the two years the group
was publicly working n the MIB, they never received guidance from the IAB.

Policy Discussions

While there were specific technical disagreements between the IAB and the SNMP Working
Group, the underlying cause of the friction was perceived by most to be the process by
which the IAB and the IETF working groups interact. There was a strong feeling that
the work of the IETF is done in working groups, and the ensuing discussion centered on
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the appropriate time for substantive technical input by IAB members. It was understood
that the IAB has the right and obligation to conduct a final technical review, but there
was a uniform sense that the final review of the IAB is not the appropriate nor reasonable
time for giving policy guidance, and any last minute changes in broad direction points to a
deficiency of the review process.

The Ethernet MIB situation was exacerbated by an ill-defined process for resolving dis-
agreements between the IAB and the Working Group. There was a feeling in the Working
Group that the IAB was mandating changes to the group in an authoritative and closed
manner. Upon further discussion, this turned out not to be the case. The IAB took a
long time to reach an understanding of the issues, but communicated its view in an ad-hoc
manner which gave the impression of a mandate. This issue is still open for discussion.

A tentative solution discussed in this meeting involved the clear statement of process for
resolution. As understood in the plenary, the IAB has the authority to reject a specification
for technical reasons. If it does so, it needs to send the rejection to the IESG, and the
relevant Working Group Chair(s) with a technical description of the problem.

Working group minutes are generally not complete, and mailing list archives are unwieldy to
search. When the IAB has questions, a dialogue between the JAB and the Working Group
Chair will often result in an understanding and resolution of the issues. If the problem is
serious, a dialogue should ensue resulting in resolution. This mechanism is the expected
process understood by the IETF.

2.3.3 Open Meetings

There was concern expressed in the IETF plenary over what is viewed as a proliferation of
“closed” meetings, including IESG and Area Directorate sessions. With little discussion,
it was recognized that the primary motivation for most closed meetings was to insure that
progress is made. During the week of IETF meetings, a few new mechanisms were tried,
including limiting participation to only the “core” group, but allowing silent observers who
were free to comment during breaks. This was successful and was held up as a better means
of doing business.

The IESG meets weekly by teleconference, and in executive session at IETF plenary meet-
ings. Meeting minutes and other documentation (listing of individual action items and
status, crafting of positions, formulating recommendations, etc.) have been distributed
only among IESG members and eventually sent to the IAB. In the spirit of openness, the
IESG committed itself to releasing timely minutes which will be distributed to the IETF
mailing list.
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2.3.4 Plenary Meeting Discussions
Terminal Room Hours

The terminal room at IETF meetings is a wonderful service, and attendees wish it could stay
open forever. It was noted that there are often long lines waiting for terminal access. Many
comments and suggestions were made ranging from buying a dozen vt100 like terminals, 24
hour access, use of rent-a-cops, to offering dial up service in the hotel.

The terminal room is a service provided by the local host, but is coordinated by the IETF
Secretariat. Suggestions and comments may be sent to the Executive Director, Steve Coya
<scoya@nri.reston.va.us>.

Meeting Duration and Interval

In addition to having the highest number of attendees, the number of working group and
BOF meetings held during the week reached an all time high, as did the complaints that it
was becoming increasing difficult for individuals to attend all the meetings desired. Several
suggestions were offered and discussed during the plenary: conducting more meetings each
year, more days per meetings (starting on Sunday or full days on Friday), fewer technical
presentations, more evening sessions, etc. Other suggestions included limiting the number
of times any one group could meet, limiting the number of working groups that would meet,
and restricting BOF meetings to evening sessions.

After a significant period of discussion, the attendees expressed a preference for making
Friday a full day, thereby adding another working group session. It was decided that the
number of IETF meetings will remain at three per year, and the Secretariat will initially
extend the duration on Friday to allow the addition of an extra working group session during
the week.

International Meetings

The IETF is increasingly an international group, and as such there is increasing pressure
to hold meetings internationally. There was a great deal of interest in holding a meeting in
Europe, especially for the OSI Area groups.

A large percentage of participants in this plenary session stated they would be willing
to travel to Europe, while there were many notable “core” participants who stated they
would not be able to travel. It was noted that some small companies simply cannot afford
international travel, and many U.S. employers perceive international travel as a perk or
luxury. The IETF is currently difficult to characterize to employers, with a most general
description as “a working meeting of a lot of people.” Many individuals stated that moving
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the meeting to an international site would make it that much more difficult to gain travel
authorization.

No decision was reached in the discussions, though all reiterated the desire that meetings
be held internationally.
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3.1 Applications Area

Director(s):

e Russ Hobby: rdhobby@ucdavis.edu
Area Summary reported by Russ Hobby/UCDavis
Protocols in Support of Personal Communications

At the Atlanta meeting there were four Working Groups, Internet Message Extensions Work-
ing Group (822EXT), Internet Mail Extensions Working Group (SMTPEXT), Network
News Transport Protocol Working Group (NNTP), and the Automated Internet Mailing
List Services Working Group (LIST), all of which had a common goal: A better system for
communications between people and groups of people. Currently electronic mail is widely
used for personal communication on the Internet. Network News has also become a very
useful tool for information exchange. However, these systems need updating to provide the
capabilities that people want.

Ideally, a user would use a single User Agent to interact with both email and network
news. That agent would combine the strong points from both of these types of information
exchange. With the implementation of that User Agent in mind, there are three main areas
in which the protocols need work.

1. Message Format. ASCII text is no longer sufficient for the kind of information that we
want to exchange. As we develop multimedia information, we need to devise methods
of including it in the messages sent over the Internet. The 822EXT Working Group
is defining the method to provide this function.

2. Message Delivery. Improved methods are needed for the delivery of messages that
allow the new formats, and improve security and efficiency. The SMTPEXT Working
Group is working on this for email. The biggest question right now is how to go
beyond the current seven bit characters specified for SMTP. The NNTP Working
Group is updating the transport for network news. Both of these groups will be using
the format developed in the 822EXT Working Group.

3. EMAIL Management. Currently the use and management of email lists is not very
easy on the Internet. The LIST Working Group wants to define a syntax for the
maintenance of email lists by the users themselves. This would allow for a user to be
added, deleted as well as for other operations to be carried out simply by sending a
message to the automated list maintainer. The LIST Working Group will be providing
requirements to the other groups for any features needed in the message format or
transport.
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Other Working Groups Meeting in Atlanta

The Telnet Working Group had discussions on the best ways to allow different methods of
authentication.

The Network Database Working Group continued work on SQL over TCP/IP.

The Network Printing Protocol Working Group worked on the LPR/LPD document and
the Printer Access Protocol document.

The Network FAX Working Group finalized an image format to be used on the Internet for
FAX images.

Future Direction of the Applications Area

The number one item that was stressed at the IAB retreat in San Diego was the need for
common formats of information for the Internet community. We may develop great protocols
for transporting information over the network, but it does not do us any good if we cannot
understand that information. We need to develop a common multimedia “language” that
we can speak on the Internet. As the email groups have discovered, text formats need some
work, but we also need to agree on image, audio and other formats to create a multimedia
Internet.

One problem is that there are already so many standards to choose from in this area. For
the most part we don’t need to invent new formats, but rather agree to use a set of existing
ones that best suit the Internet. I would like to solicit ideas on how best to select these
formats for the Internet community.
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CURRENT MEETING REPORT

Reported by David Lippke/UTEXAS

LISTBOF Minutes

The Automated Internet Mailing List Services BOF was held Monday night, before the
regular Working Group meetings on Wednesday and Thursday mornings. The purpose in
holding the BOF was simply to gather interested folks in order to conduct a rather open and
free-wheeling discussion about the list server problem and the Working Group’s Agenda.

A rather wide-ranging discussion did ensue. Topics ranged from “How is this any different
than netnews?”, through the enumeration of specific features that the “phase 2” list server
world should offer, and on to the presentation of interconnection models and the cures for
certain problems that will arise in the “phase 2” work.

In spite of the meeting’s unstructured format, the group reached three conclusions:

1. Simple statement of why the Working Group exists: Dealing with Internet mailing

lists is a pain for everyone involved — users, list owners, and postmasters alike. Internet
mailing lists lack fundamental features such as access control and standardized archive
maintenance. In short, the Internet mailing list world is a very primitive one... one
which is in serious need of improvement.

. Netnews groups and list server lists are closely related methods of group commaunica-

tion. While each has its own area of most appropriate application, their services are
more alike than different and, in particular, they are nearly identical (in principle)
at the user level. Consequently, eventual integration of their services is expected —
at least at the user interface level if not also in the very provisioning of the services
themselves.

. Implementation point: If the phase 2 world seems to require a new (transport-level)

protocol definition, the burden of proof (that the protocol is actually necessary ) rests
with the Working Group.

Attendees

Thomas Brisco brisco@rutgers.edu

James Conklin conklin@bitnic.educom.edu
John Curran jcurran@bbn.com

Johnny Eriksson bygg@sunet .se

Erik Fair fair@apple.com

Jill Foster jill.foster@newcastle.ac.uk
Maria Gallagher maria@nsipo.arc.nasa.gov

Russ Hobby rdhobby@ucdavis.edu
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Neil Katin katin@eng.sun.com
Vincent Lau vincent.lau@eng.sun.com
Eliot Lear lear@turbo.bio.net

Louis Leon osll@emuvml.cc.emory.edu
David Lippke lippke@utdallas.edu
Daniel Long long@nic.near.net

Joseph Malcolm
Keith Moore

jmalcolm@sura.net
moore@cs.utk.edu

Chris Myers

Mel Pleasant
Harri Salminen
Theodore Tso
Gregory Vaudreuil

chris@wugate.wustl.edu
pleasant@hardees.rutgers.edu
hks@funet.fi

gvaudre@nri.reston.va.us
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3.1.1 Automated Internet Mailing List Services (list)
Charter

Chair(s):
David Lippke, 1ippke@utdallas.edu

Mailing Lists:
General Discussion: ietf-list-wg@utdallas.edu
To Subscribe: ietf-list-wg-request@utdallas.edu
Archive: pub/ietf-list-wg@ftp.utdallas.edu

Description of Working Group:

This Working Group will concern itself with “list servers”, i.e., advanced mail
exploders/reflectors which provide services such as automated subscription,
archive maintenance, and coordination with similar systems on the network.

The group will initially focus its activities towards establishing a baseline user
interface. Although most current systems support a command set patterned
after Eric Thomas’ BITNET LISTSERYV, there is wide variance in the options
supported and in the general patterns of interaction. This results in a great
deal of user confusion. The Working Group’s interface definition will address
this by establishing a set of commands, options, interactions, and procedures
which will (hopefully) be supported by all list servers as a subset of their full
repertoire.

As a part of the user interface work, the group will also define an authentication
service for users’ list server transactions. Toward this end, and to address the

privacy issue, the group will consult with the Security Area Advisory Group
(SAAG).

The second phase of the group’s work will be to provide for the interconnection
and coordination of list servers. Experience with the BITNET LISTSERV has
shown that it’s important for users be able to view the collection of list servers
on the network as an integrated whole. Ideally, users should only have to deal
with their local mailing list service—which knows where all public lists are,
what they are, and is able to act on the user’s behalf with respect to them.
Interconnecting list servers allows this “integrated user view” to be created
and also lets issues such as traffic minimization, timely distribution, and load
sharing be more easily addressed. Consequently, the Working Group will define
the conceptual models, communication methods, and extensions to prior work
which are necessary to bring this interconnection and coordination about.

It’s anticipated that further work on issues of authentication and privacy will
continue in parallel with the “integration” effort — perhaps manifesting itself
as a separate RFC which extends the user interface definition produced during
the first phase.
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Goals and Milestones:

Done Review the group’s Charter and begin work on the user interface definition.

Nov 1991  Resolve outstanding issues with the user interface definition and prepare docu-
ment for IESG submission. Begin work to address the interconnection/coordination
issue.

Jan 1992  Submit user interface definition document to IESG as a proposed standard.

Mar 1992 Focus the interconnection /coordination work. Finalize and document settled
issues.

TBD Submit interconnection/coordination definition document to the IESG for pub-
lication as a proposed standard. )
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CURRENT MEETING REPORT

Reported by David Lippke/UTEXAS
LIST Minutes

The Automated Internet Mailing List Services Working Group had two separate meetings,
one on Wednesday morning and another the following morning. The second meeting was
simply a continuation of the first and, consequently, these notes do not distinguish between
the two. Further, the order of presentation here doesn’t necessarily reflect the order of
discussion at the meetings (where each topic was generally visited more than once).

To start things off, we reviewed why the Working Group exists and what we are, and are
not, trying to do. The view expressed was the following:

We are here because dealing with Internet mail lists is painful for everyone
involved — users, list owners, and postmasters alike. Current Internet mailing
list services generally lack fundamental features such as access control and
standardized archive maintenance. In short, the Internet mailing list world is
a very primitive one... and one which is in serious need of improvement. The
Working Group exists to address this need.

However, we are NOT here to create the ultimate group communication system.
Although list-style group communication should eventually become part of an
integrated group communication system, our goals are more focused and short
term. The feeling is that we have to learn to walk before we can run.

After establishing this, the group went on to discuss the agenda for the meetings. Two
major potential directions were identified. Either we could define a baseline user interface
or we could spend the time trying to develop a picture of the phase 2 list server world. The
following list of pros and cons was reviewed:

Reasons to define a baseline interface:

1. Damage control in the name of minimizing user confusion. Alternative view: we need
to define the first few articles of a “user’s bill of rights” (e.g., users have the right
to receive confirmation of all transactions, users have the right to see whet.:r or not
they are subscribed to a given list, etc).

2. Enable implementors to begin work now.
3. We can define the baseline quickly (assumption).
4. It’s a fail-safe strategy for the Working Group (i-e., recognize that there’s a significant

chance that the phase 2 work will fail. If so, the Working Group will have at least
accomplished something).
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Reasons to NOT define a baseline interface:

1. Perhaps we would codify something that won’t fit future models well.
2. Perhaps the subset we define now will be too limited to be useful.

After some discussion, we decided to attempt a definition of the baseline’s contents and use
that process to learn more about the problem and to see if we hit any show stoppers (which
would indicate that defining a baseline user interface at this time is not the proper thing to

do).

Thus, we began discussing a long list of functions and design issues. We rated each of the
functions as “in” or “out” of the baseline interface and discussed each of the design issues
long enough to develop views on how each should be treated.

Each of these items is given separate treatment below, but to jump straight to the end, the
final conclusion was that we were satisfied with our efforts to define a baseline user interface
and that enough functionality was contained within it to warrant its publication.

BASELINE COMPONENTS
e INCLUDED: Subscribe/Unsubscribe capability

Discussion: An obvious conclusion. Also concluded that any subscription policy was
allowable (e.g., open, closed, by service area, etc), but that the user is always owed
a confirmation, explanation, or denial. See more general comments in the ISSUES
section.

¢ INCLUDED: List parameter review capability

Discussion: If users can see that a list exists, then they should be able to review its
operational definition (e.g., see who the owner is, see what the subscription policy
is, etc). Also, there was a general consensus expressed that a list’s definition should
include a “keywords” parameter which could be used as an aid in searching. The
expression of the various parameters is not to be specified.

e INCLUDED: List subscriber review capability
Discussion: If users can see that a list exists, then they should be able to obtain a

list of its subscribers, UNLESS list policy dictates otherwise. In all cases, requesting
users are owed either the list or an explanation of why they cannot retrieve it.

o INCLUDED: List of lists capability

Discussion: Users should be able to obtain a list of all lists a given list server knows
about (and they’re allowed to know exist). We agreed that list servers needed to some-
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how identify for what “domain” they spoke, but tabled the implementation details
for discussion on the Working Group list.

INCLUDED: Various minor commands (HELP, POLICY, STOP, etc.)

Discussion: We resolved that this wasn’t worth spending time on and that the details
should be worked out on the Working Group mailing list.

EXCLUDED: Per-user options

Discussion: This was tabled as being too demanding of implementations and because
we predicted that there would be no quick agreement on what a set of baseline options
should be. After the initial conclusion, it was later countered that users had a fun-
damental right to conceal their membership on a list and that the implementation of
this was not overly complex even with simple-minded sendmail alias implementations.
The ensuing discussion revealed that while the Mailbase implementors currently al-
lowed per-user concealment, they will soon remove that capability since their users
had raised the opposite argument (i.e., that they had a right to see who they were
talking to when they posted a message to a list). This counter-counterpoint showed
that the issue was a debatable one. Since our razor was that if something was debat-
able, it was not baseline, we returned to our initial conclusion.

EXCLUDED: Archive Searching and Archive Retrieval

Discussion: Although it was universally accepted that archival services are important,

exploration of this topic revealed a number of sticky issues which we felt could be

not quickly resolved. Difficulties ranged irom problems related o the | previously
agreed upon) need for program- interpretable list server responses to the quagmires

of search method specification. Thus, the whole area of archive services was booted.

The interim suggestion is that the output of a list parameter review mention how the

archives are to be obtained.

EXCLUDED: File services

Discussion: This died for reasons similar to those that killed the inclusion of archive
services.

EXCLUDED (with proviso): Authentication

Discussion: All cookie approaches do significant damage to the current pattern of
user interaction. We have no experience with these approaches nor have we spent
time looking for alternatives. Consequently, the introduction of such a facility in the
baseline was deemed a real bad idea. HOWEVER, the baseline definition will mandate
that all list server transactions be logged for X (TBD) period of time in a way that
allows listmasters to reverse transactions, should the need arise. Also, any transaction
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which affects a user (mail address) should result in a confirmation/informational
message being sent to that user (mail address). The feeling was that this is similar
to what goes on now and at least offers some degree of reactive protection.

It was also noted that PEM does not address the question of whether or not a person
can speak authoritatively for a given mail address (although it may diminish the
exposure since one at least knows *who* caused the trouble).

EXCLUDED: Proxy Operations

Discussion: Proxy operations are desirable, but we uncovered a complex set of prob-
lems and possible approaches once we dug into the issue. Also riding against their
inclusion was the lack of solid authentication (these two issues seem to feed on each
other ...).

DESIGN ISSUES / PHILOSOPHIES

LISTSERV Compatibility

The LISTSERV command set and interaction methods/patterns are the de facto
standard. We should not be afraid to vary from that standard, but we should only
do so when there is ample cause.

Where should mail commands be sent?

Directly to the list server agent address for the most part, but mail to listname-request
and listname-owner should do a reasonable thing (which, even on BITNET, could be
simple aliases to the list owner).

How should the results of commands be returned?

By default, they should be returned via the mechanism the commands were received.
Command results should also be machine-interpretable. The intent was that we
should define how this is done, but the issue was tabled for Working Group list
discussions. In any case, the view is that both humans and GUI tools need to be able
to make requests and understand the response(s).

General syntax rules

Tabled for discussion on the list.

Channels and other provisions for upwards compatibility.

Part of the above and likewise tabled.

General note on command interaction
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Users are always owed a message confirming (directly or indirectly) the reception and
disposition of their requests. ¥

o Identity of list servers
A minor issue, but list servers should identify themselves (general type, version num-
ber, etc.) in some appropriate way during most transactions. (where “appropriate”
and “most” is TBD on the list).

o Header handling

Although further debate is assured, the group came up with the following guidelines
in regard to how list mail should be sent to subscribers.

1. Steps should be taken to ensure that rejections are never routed back to a list.
2. “Sender:” and SMTP return path should never be set to the list address.
3. Header trace information should not be stripped.

4. The list equivalent of a “Received:” line is needed (e.g., Exploded:). Resolved
to work with the 822 Extensions folks on this.

5. Messages from a list should be unambiguously identifiable as coming from that
list. Header extensions may be required for this as well.

6. “Reply-To:” should not be modified.
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3.1.2 Distributed Scheduling Protocol (chronos)

Charter

Chair(s):

Paul Linder, 1indner@boombox.micro.umn.edu

Mailing Lists:

General Discussion: chronos@boombox.micro.umn.edu
To Subscribe: chronos-request@boombox.micro.umn.edu
Archive: /pub/chronos @boombox.micro.umn.edu

Description of Working Group:

The Chronos protocol Working Group is chartered to define a protocol for the
management of calendars, appointments and schedules over the internet. In
defining this protocol, several questions must be addressed. The role of the
calendar administrator must be defined. Differing levels of security need to be
specified to allow maximum functionality yet still allow privacy and flexibility.
The scope of the protocol should also be evaluated; how much burden should we
put on the server, on the client? Additionally the behavior of multiple chronos
servers must be analyzed.

This protocol should be able to be developed and stabilized within 6-8 months,
since there is already a draft specification to work from. The process is sub ject
to extension if many new features are added, or more revision is needed.

Goals and Milestones:

Jan 1991

sion will occur on mailing list. Prototype implementations.

49

Review first draft document, determine necessary revisions. Follow up discus-

Feb 1991 Make document an Internet Draft. Continue revisions based on comments

Mar 1991  Spring IETF meeting. Review final draft and if OK, give to IESG for publica-
tion as RFC. Begin implementations.
Jul 1991  Revise document based on implementations. Ask IESG to make the revision a

received over e-mail.

Draft Standard.
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3.1.3 Internet Mail Extensions (smtpext)
Charter

Chair(s):
Gregory Vaudreuil, gvaudre@nri.reston.va.us

Mailing Lists:
General Discussion: ietf-smtp@dimacs.rutgers.edu
To Subscribe: ietf-smtp-request@dimacs .rutgers.edu
Archive: “ftp/pub/ietf-smtp-archive

Description of Working Group:

The SMTP Extensions Working Group is chartered to develop extensions to
the base SMTP protocol (RFC821) to facilitate the more efficient transmission
of 8 bit text and binary data. Among the extensions to be considered to
SMTP are the elimination of the ASCII text character restriction and line
length restriction to allow the sending of arbitrary 8 bit character sets, and the
definition of mechanisms to facilitate binary transmission, and extensions to
the negotiation sequence to facilitate batch transmission.

Goals and Milestones:

Done Review the Charter of the group. Determine if changes to SMTP are neces-
sary. Discuss the needs for backward compatability, and interoperabiliy. This
discussion will be held by email.

Aug 1991  Discuss the elimination of the 7 bit restrictions in SMTP, and the implications
of removing this restriction in terms of interoperation.

Aug 1991  Discuss the issues involved with binary transmission. Determine whether a “bi-
nary” mode should be pursued, and whether the SMTP line length restriction
should be eliminated.

Dec 1991  Write a document specifying the changes to SMTP agreed to by the group.
Post as an Internet Draft.

Mar 1992 Review and finalize the SMTP Extensions document.

Mar 1992  Submit the SMTP Extensions document as a proposed standard.
Internet Drafts:

“SMTP Extensions for Transport of Text-Based Messages Containing 8-bit
Characters”, 07/10/1991, John Klensin, R. Kankkunen, G. Vaudreuil <draft-
ietf-smtpext-8bittransport-00.txt>
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INTERIM MEETING REPORT

Reported by Greg Vaudreuil/ CNRI
SMTPEXT Minutes
Agenda

¢ 8 Bit Transport
Overview of Current Status
Review of Current Proposals

— Negotiated 8 Bit Support
— Unnegotiated 8 Bit Support
— Use of 7 Bit Transport with Encoding

Discussion: Which is the Preferred Proposal?
Mail Enclave Issues )
Local use of Non-standard practices: Real Problem or Not?

— Non-standard or Non-support of transfer encodings
— Local Use of Non-standard Character sets

Define Enclaves

— Administratively Limited?
— Universal Mesh of Capabilities?

Minutes
8 Bit Transport Issues

Much discussion has occured both on the mailing list and in private with the Chair calling
into question the conclusions the SMPTEXT Working Group reached during the St. Louis
IETF in March ’91. This issue was raised at the Copenhagen meeting to reconsider or
reaffirm the conclusions the Working Group at that earlier meeting. There continue to be
two credible proposals for transition to 8 bit transport. The first is a proposal to redefine
the SMTP protocol to standardize the existing practice sending 8 bit mail over standard
SMTP channels. The second is a proposal to send 8 bit textual data after negotiating that
capability.

The Working Group reviewed the two proposals and came to the following understandings
about the proposals. A third “proposal”, do nothing, was evaluated as well.

e Redefine SMTP to pass 8 bit data.
The proposal stems from the existing practice of sending 8 bit data between SMTP

implementations without negotiation or confirmation of the capabilities of the re-
ceiver.
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Benefits

— It works (mostly.)

— Easy modification to existing code to gain functionality.

~ Currently deployed by several vendors, and tested extensively in current mail
environments.

Costs

— There is no assurance that the message was delivered as intended.
— Use of Cl1 codespace may be compromised.

Discussion

— The extensions have been extensively tested in a “friendly” environment where
character sets sent have not used C1 codespace for graphic characters, nor have
multi-byte characters been sent.

— Some unpredictable behavior has been noted.

— The costs are continuing, they never go away.

Negotiate the sending of 8 Bit Data

Benefits

— Backwards compatible with current conformant implementations.
— Failure is detectable, and recovery by encoding and resending is possible.

Costs

— Not compatible with some (much?) current deployed software.
— Failure recovery after negative negotiation potentially complex.
— Code changes are more complex.

Discussion

— The costs of the transition are one time, and will fade away with time.

Send no 8 bit data

Benefits
— The hassle of upgrading current transport is unneeded.
— All functionality is supported through encoding.

Costs

— Encoding required additional resources including computer time as well as com-
munications bandwidth.
— Local users may use 8 bit transport anyway.

Discussion
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— The technical analysis of this issue is but a small part in the problem. There is
a strong feeling, almost religion, among site administrators and many “users”
that encoding data that is easily transportable over the network infrastructure
is wasteful, inelegant, and just plain wrong.

Conclusions

The attendees of this meeting reaffirmed the Working Group consensus that standards for
the transmission of 8 bit characters without negotiation have costs which would be too in
terms of expected mail performance to be acceptable. The main points underscoring this
conclusion were the inability to “know” the transaction was successful, and the effective
loss of the ability to use C1 codespace in future character sets intended to be transportable
over SMTP. While it was noted that much experience has been gathered with current
implementations using un-negotiated 8 bit mail, it was understood that this experience was
gathered in a relatively homogeneous environment with friendly character sets. Problems
were expected by the Working Groups in general application in the Internet and in sending
characters sets like IBM PC codepages which use C1 codespace.

Enclave Issues

The Working Group felt that the concept of enclaves was not something that had to be
defined. Specifically, the idea that enhanced capabilities should be confined to an admin-
istrative or geographical region was seen as being too restrictive. The attendees preferred
to maintain the end-to-end model of electronic mail, rather than formalize the concept of
autonomous mail domains.
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CURRENT MEETING REPORT

Reported by Greg Vaudreuil/CNRI
SMTPEXT Minutes
Agenda

e Where are we, and where are we going?

— Just send 8 bits
— Negotiate 8 bits
— Do nothing

o If negotiated, how to do transport conversion?

— Encapsulation
~ Message Munging

o Defining the “New” SMTP

Where are We, and Where are We Going?

The Chair began this meeting by reviewing the history of this Working Group and the goals
as they have evolved. This meeting was called in part to affirm the progress on the mailing
list in a room where true give-and-take could be had. In a nutshell, the SMTP extensions
were first motivated by those who want to be able to send 8 bit textual data via SMTP.
This is already being done in practice. The group discussed the goals and in light of current
deployment of non-standard systems, refined the goals to include a more general extension
to the SMTP protocol.

There was a general feeling among many participants that a simple extension to support
only 8 bit textual data was not worth the transition costs involved in upgrading the system.
There are however many reasons to update the mail transport protocol. Among these needs
are arbitrary options negotiation, binary transport, maximum message length restrictions,
and “real” authentication. A sampling of opinions from the meeting:

o The Europeans REALLY REALLY want to send their stuff without encoding it. They
REALLY REALLY want to do this via a negotiated option so they could have an
assurance that the mail was delivered as intended.

¢ Existing software vendors, Prime, Sun, and others not so visible, do not feel that 8
bit textual data transmission is worth the costs of modification. This was strongly
asserted at the St. Louis IETF, while the mailing list (led in part by the Chair) went
off and wrote an SMTP extensions specification for 8 bit mail anyway.

e Even the multi-part multi-media mail people could agree with the assertion that the
world would be a better place if binary data could be sent.
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After a bit of soul searching, the group agreed to work on a complete change to SMTP
which would allow future new features to be added via negotiation, and would allow binary
and 8 bit transport.

Interworking of 7 bit, 8 bit and Binary Transport.

Now that the Working Group decided to move ahead on new functionality, the next question
to be solved was the definition of an interworking strategy. Fortunately for this group, the
Message Format Extensions group decided to keep nested transport encodings in their
proposed standard document. While this feature is tentative and subject to the results of
implementation experience, it provides a mechanism for initial implementations. After a
short amount of discussion, the group decided to write a specific, well defined conversion
algorithm which specifies that messages which need to be converted between transport
environments, MUST be encapsulated into a new message of the form defined in the message
format extensions document. This encapsulation will result in a message with a single body
part MESSAGE with an appropriate transport encoding. If the message format document
is changed to make illegal nested transport encodings, this issue will have to be revisited.

The strict definition of the transport encoding to be used was discussed, and the consensus
of the group was that a strict specification of which transport encoding to use could not
easily be made to work. The best approach for an implementor is to scan the document
and determine statistically whether it would be better to encode the entire message in a
Base 64 encoding or escape the few offending characters via a quoted printable encoding.

Defining the “New” SMTP

The Working Group began work on the new SMTP version. It was argued that the greatest
change necessary is to define a negotiation mechanism for new capabilities. Some of these
capabilities are:

o 8 bit Text

Binary Transport
Authentication

Delivery Notification
Message Size Negotiation
Explicit Batch Mode

® e o o o

Several modifications to the protocol were suggested that were feature-independent. Among
the suggestions were:

A Second TCP Connection for Data

A second data connection would make it possible to do data checkpointing, and would
reduce the cost of sending binary data. Drawbacks include the overhead of opening and
tearing down a second channel, and running SMTP over non-tcp single-channel protocols
such as X.25. The Working Group decided not to pursue this approach. The cost of sending
binary data over the existing channel either by escaping or byte counting was found to be
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preferable over the cost of opening a new TCP connection. Checkpointing in FTP is still
not widely used, and is considered by this group to be of dubious value.

Asynchronous Operation

Currently SMTP commands are batched by several implementations and sent in a single
packet to save round-trips. This has been demonstrated to work with known SMTP im-
plementations. An extension to tag the data and the commands to allow full asynchronous
operation was proposed. This offers very significant improvements in throughput by reduc-
ing packet per verb to control packet per session in the best case. The Working Group
debated this point and concluded that full asynchronous operation would push SMTP into
a not-so-simple MTP.

A Negotiation Infrastructure

The group agreed that a mechanism needs to be defined to allow the extension of SMTP.
The current approach of this Working Group has been to add functionality via the addition
of new verbs. While this approach is seen by some to be the strait forward answer, using
new verbs can cost significant time in round-trip delay while playing a network version of
the old card game “go-fish”. Other suggestions included a telnet like negotiation.

The Working Group began exploring features of a new negotiation mechanism for the SMTP
protocol. Among the possible goals are:

¢ Symmetry —~ should the receiver and the sender both request an option?

¢ Batchable — should more than one option be negotiated at a time?

e Duration - per-session, per message, or per-recipient?

¢ Default behavior - should the default be better than current SMTP service?

Symmetry: Symmetry was suggested as a means to allow authentication of the sender by
the receiver. At this time there is no formal authentication mechanism, and the negotiated
use of CAT or Kerberos was seen as a good thing. After lengthy debate, the group decided
that authentication of the sending SMTP in a store and forward network was of dubious
value and was not worth the added complexity a symmetric negotiation entails.

Batchable: Batching negotiated parameters offers great savings in round-trip times. It is
not clear how this would work in practice, but the group felt that this was a good goal.

Duration: This was a tricky subject. Currently SMTP does not provide any information
about the users environment. Any use of per-recipient or per-message requires the keeping
of more knowledge about the end-user than the system has now. It was not clear to the
group that any per-recipient options exist that could not be duplicated by a local delivery
agent.

Default: This turned into a no-brainer. The group unanimously felt that the new SMTP
needed to be backward compatible, and in the case of complete failure of any negotiation,
the mail would continue to go through as specified in RFC 821 and HR.
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The meeting concluded with the discussion of several specific negotiation strategies. Several
attendees volunteered to write up proposals for negotiation mechanisms. This discussion
will be continued on the mailing list.
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3.1.4 Internet Message Extensions (822ext)
Charter

Chair(s):
Gregory Vaudreuil, gvaudre@nri.reston.va.us

Mailing Lists:
General Discussion: ietf-822@dimacs.rutgers.edu
To Subscribe: ietf-822-request@dimacs.rutgers.edu
Archive:

Description of Working Group:

This Working Group is chartered to extend the RFC 822 Message format to
facilitate multi-media mail and alternate character sets. The group is expected
to formulate a standard message format, roughly based on either RFC1154 or
RFC 1049. The immediate goals of this group are to define a mechanism for
the standard interchange and interoperation of international character sets.

Goals and Milestones:

Done Review the Charter, and refine the groups focus. Decide whether this is a
worthwhile effort.

Done Discuss, debate, and choose a framework for the solution. Assign writing as-
signments, and identify issues to be resolved.

Done Review exiting writing, resolve outstanding issues, identify new work, and work
toward a complete document.

Done Post a first Internet Draft.
Nov 1991 Review and finalize the draft document.

Dec 1991  Submit the document as a Proposed Standard.
Internet Drafts:

“Mechanisms for Specifying and Describing the Format of Internet Message

Bodies”, 06/18/1991, Nathaniel Borenstein, Ned Freed <draft-ietf-822ext-messagebodies-
00.txt, .ps>

“Mnemonic Text Format”, 07/08/1991, Philippe-Andre Prindeville, Keld Si-
monsen <draft-ietf-822ext-qreadable-02.txt>

“Character Mnemonics and Character Sets”, 07/08/1991, Keld Simonsen <draft-
ietf-822ext-char-00.txt>
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INTERIM MEETING REPORT

Reported by Greg Vaudreuil/CNRI

822EXT Minutes

Agenda

1. Character Set Selection

¢ Status and Input to the ISO 10646 process.
— Unicode <=>ISO 10646 Union?
— Use of CO and C1 codespace.
o Selection of “Common” character sets or schemes.
— ISO 8859-1, ISO 8859-n, Profiles for the use of ISO 20227
— Specifying “requiredness”.
o Specification of 8 bit character sets in headers.

Minutes

Unified Character Set

1. Administrative

At last word, the ISO DIS 10646 received 9 YES votes and 14 NO votes, and work
is proceeding to resolve the remaining issues. An unofficial but promising effort
is the work underway to unify ISO DIS 10646 and Unicode, another scheme for a
global character set. This effort is being conducted outside the normal ISO process.
This Working Group was asked to discuss this effort and endorse it if possible. The
Working Group discussed this effort, and agreed that the efforts to combine Unicode
and 10646 were in fact positive.

. Technical

The unification of ISO DIS 10646 and Unicode requires the resolution of several
technical issues. The primary issue, tentatively resolved involves “Han unification” a
scheme that re-uses many of the graphics of the various Kanji character sets. Other
issues involve the use of CO and C1 codespace. The use of CO and C1 codespace
involves transport issues and this Working Group was asked for its input.

CO codespace consists of the spaces between 0 and 31 and 127, traditionally used for
control characters. There is a proposal to use this space in the second octet of a multi-
byte character for graphic characters. The Working Group discussed this and rejected
the use of this space. A graphic character in the CO space will likely be interpreted by
a transport protocol as a control character. Many transport protocols which interpret
in-band data such as SMTP may behave unpredictably in this situation. One example
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is where the sequence of graphics legally sent by a 8 bit sender may be mis-interpreted
by a 7 bit receiver after bit stripping as a 13-10-46-13-10 sequence terminating the
SMTP session prematurely. Other related anomalies were envisioned. Unless all
transport protocols are made aware of the multi-byte nature of the data, an unlikely
occurrence any time soon, reuse of C0 space is not recommended.

C1 codespace consists of the spaces between 128-150, space that may be interpreted
as control characters if the high order bit is stripped. ISO 8859-n character sets, and
the current 10646 proposal reserve this space for control characters only, with an eye
toward backward compatibility with 7 bit systems. The Working Group discussed
this and concluded that use of C1 codespace could be used for graphics if transport
protocols could be relied upon to never strip the high order bit and interpret the
resulting character as control sequences. The Working Group did not make a specific
recommendation, only that the use of C1 space to compact a character set was a
positive thing, and future evolution transport protocols should support the use of
this space for graphics.

Common Character Sets

In the absence of a single international standard character set,the Working Group needs to
profile the use of a limited number of the 200+ character sets in use worldwide to facilitate
interoperation. Keld Simonsen gave an overview of the current character sets in usage.

ISO 7 bit family:

ASCII
National Versions

10 National use

2 Alternaterep # $
ECMA registry

7, 8, 16 bit

ISO 2022 shifts

ISO 8 bit 8859 family:

1 char = 1 octet
ASCII in pos 0-127
Pos 160-255

Latin sets (5)

Cyrillic

Greek

Arabic

Hebrew

ISO 6937-2 family 8/16 bit:

6937-2, T.61
Non-Spacing accents
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1 char = 1 or 2 bytes
about 330 graphical chars

Vendor 8 bit sets

DEC-MCS

HP Roman8

IBM PC codepages (5)
Uses also 128-159 (C1)

IBM EBCDIC]
Many versions
Not ASCII Compatible

16 bit char sets
Japanese: JIS 0208, 0212
Chinese: GB 1980
Korean:
Japanese 8/16 bit: Shift JIS
Unicode: New vendor charset unifies CN, JP, KO sets
Incompatible with ISO

Multi-byte:
EUC: Extended UNIX code
ISO 2022 shiftingS
SS1 SS2 SS3
4 char sets
8/16/24 bits

32 Bits:
ISO 10646
Also usable in 8, 16, or 24 bit compaction methods
Proper encoding subsets: ASCII and ISO 8859-1

Control Character Sets:
I1SO 646: 0-31, 127
I1SO 6429: 0-31, 127-159
EBCDIC: as ISO 646

Several ideas were batted around, including strict use of 1502022, profiling language to
character set mapping, and the use of “preferred” character sets. The Working Group felt
that the best approach was to codify existing practice in the interim, pending adoption of
an “international” character set. This existing practice was reduced to the following.

If possible, use ISO 8859, with the lowest version number possible, (i.e., use 8859-1 (Latin
1) over 8859-107 (Latin 57). If the characters needed are not in the 8859 sets (i.e., Kanji)
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use the 2022 character switching standard, declaring 2022 in the header of the document.
While this may lead to the use of any of the many characters in the ECMA registry, the
Working Group felt that in practice, only the current Oriental mail systems will use the
ISO 2022 system and only with limited character sets.

Use of Non-ASCII Character Sets in Headers.

What a mess! The attendees of this meeting spent over an hour working on various schemes
for indicating character sets in the headers of a message other than ASCII. It was identified
as a requirement that the fields defined as TEXT be able to have variable character sets.
While this goal was stated, no mechanism for the implementation was agreed upon.

A modification of the BNF notation was suggested by Keld Simonsen.

CHAR-EIGHT = <any Eight-bit character>; (0-377, 0.-255)

text = <any CHAR-EIGHT excepting <">,"\" & CR, and
q y pting
including linear-white-space>

quoted-pair “\'" CHAR-EIGHT
text = <any CHAR-EIGHT, including bare CR & bare LF but
NOT including CRLF>

This notation was accepted by the attendees of the meeting, however several problems were
identified and not resolved.

o Identification of the header character set and the need for conversion, and
¢ Encoding the header character sets in 7 bit transport format.

It was not clear how a conversion gateway would know that the header was 8 bit and needed
encoding. A suggestion accepted by the group was that the use of the new BNF requires the
use of a header-charset header line. This additional header adds complexity to user agents
and conversion gateways by requiring two passes of the header to determine and convert
the header into a passable or readable form. It was felt that this was in-elegant but do-able.

Several proposals were discussed for encoding the 8 bit text strings when 7 bit transport
was required. It was accepted that this was a hard requirement.

1. Variable Substitution

One proposal for the insertion of 8 bit text was to substitute a variable name in
the header for each text string needing 8 bit characters. The variable could then
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be defined elsewhere in the header, including the encoded actual string and a token
indicating the character set. This was rejected as messy and difficult to implement
in current user agents.

. Message Encapsulation

Encapsulate the mail message using the message type body part and a suitable trans-
port encoding, preferable quoted-printable. This proposal is controversial among at
least one implementor of the message format standard as having excessive complexity
for the user agent. It is not clear the encapsulated message will be permitted to have
a transport encoding.

. Encoded Text Fields

This proposal would specify a standard encoding for the header fields, possibly quoted-
readable or quoted-printable and identify this fact in a header-transport-encoding
header or the header-character-set header.

Conclusions

While no one was happy, the group tentatively agreed not to permit 8 bit text in the headers.
The only reasonable way to encode 7 bit text was to encode the text fields, and insert a new
header line. With this overhead the group agreed that while not ideal, a requirement that
extended character sets should always be encoded, eliminating the need for intermediate
gateways to parse and convert the headers.

Attendees

Byungnam Chung bnchung@sokri.etri.re.kr
Johnny Eriksson bygg@sunet.se

Phillip Gross pgross@nis.ans.net
Robert Kummerfeld BobQcs.su.o0z.au

Jan Michael Rynning jmr@nada.kth.se

Keld Simonsen keld.simonsen@dkuug.dk
Peter Svanberg psu@nada.kth.se

Gregory Vaudreuil gvaudre@nri.reston.va.us
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CURRENT MEETING REPORT

Reported by Greg Vaudreuil/CNRI
822EXT Minutes
Agenda

¢ Review of Implementations.

o Review of the Message Format Document.

e Type/ Subtype Clarifications.

¢ Resolution of the Encapsulated Message Format.

e State and Status of the Mnemonic Encoding and Character Set Document.

The meeting began with a review of the work of implementors on the Message format
documents. Four attendees had implemented from the document, with at least two others
not in attendance. Three of the known implementations were mail readers and two were
gateway products.

A review of the Message format document was begun. Due to the limited time the Working
Group had in face to face session, it was agreed to only discuss those points which were
substantive and potentially controversial.

Issue 1: Character set designation in a new header line. There was dissatisfaction with
indicating the character set only as a subtype of text. One implementor found it useful to
have a character set is non-text objects. A review of the reasons for putting character sets
in a sub-type resulted in no objections to moving this information into a new header.

Issue 2: The character designation discussion opened up a issue regarding the syntax
of optional and required fields in the type designation. An objection, with request for
explanation, was made to the split between the type and the subtype field. The original
rational for this hierarchy, to aid gateways and mail readers in “doing the right thing” with
unrecognized content-types is less compelling in light of the realization that the content-type
is little more than a hint as to which transfer encoding should be used, and there are many
cases where selection of a transfer-encoding will result in a less efficient choice than could be
made. Other participants argued that the type field offers a valuable help to mail readers
which try to do something with unrecognized subtypes. Resolution was reached with the
observation that the type/subtype notation could be interpreted by a mail reader as a single
level content-type. The proposed standard version will use the two level hierarchy.

Issue 3: The syntax of type/subtype is not clean. Some subtypes have mandatory fields,
such as text, and others have an attribute pair notation for options. Much of this notation is
a holdover from the RFC 934 multi-part specification. The Working Group re-affirmed the
preference for simplicity and elegance over compatibility with that previous specification.
After discussion the following was proposed and accepted overwhelmingly: required param-
eters for a type or subtype shpuld be included as part of that content-type header line, and
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optional parameters should be put in a new header line per option. It was noted that several
options may be used by many body-types and so there is a reduction of complexity. Among
the new optional parameters suggested were content-filename and content-conversion. Other
fields were left up to the document editors to define as needed to clean up the type/subtype
syntax.

After this warmup the Working Group moved on to the issue of nested transfer encodings.
After some initial implementation experience, it has become clear that allowing arbitrary
nested body parts each with a transfer encoding, causes a significant increase in the com-
plexity of mail readers. No one disagreed that nested encodings are possible on almost all
know platforms. People realized that some of this complexity could be pushed off onto
gateways, but after exchanging sendmail horror stories for 30 minutes, it became clear that
having gateways mung messages was really “sickening” to many in attendance.

In return for this complexity, two key advantages are realized. The first is the ability to
allow 8 bit text in the headers of messages, provided the message is encoded as a whole
a transfer encoding. Without the ability to nest the encodings, including headers in this
fashion would only be possible for simple messages with no encoded body parts. The
second advantage is the ability to specify a simple encapsulation for gateways between
diverse transport environments as well as non-smtp based environments. By allowing the
encapsulation of a binary or 8bit message without requiring part by part examination and
conversion, the need for a gateway to parse complex multi-part messages and understand
the content-types is significantly reduced.

After two hours of talking, a strawman poll was taken in which the group was fairly evenly
split between those interested in preserving the nested encodings and those who did not. In
the interest of making progress with an issue that has defied consensus, the Chair proposed
a compromise position. Because the group could agreed that it is far easier to drop the
nested encodings in a future version than to add it the following was stated.

POSITION: The Proposed Standard version of the message format document will allow
nested encodings. If in implementing this specification, it is determined by the group that
it is either technologically unfeasible or excessively cumbersome, it will be dropped at the
Draft Standard stage.

Beginning the second session, the Working Group discussed the two documents by Keld
Simonson. The first of these documents describes many character sets, both ISO standards
and others that are of interest to the Internet Community. Furthermore, this document
defines naming conventions for both the characters and character sets. This naming func-
tionality is not duplicated in any other registry, although it is expected that a similar 1SO
registry will be set up at some time. This document uniquely names the character sets
intended to be used in the Message Format document and other IETF work. With the
addition of a provision that future character sets will be registered with the IJANA, the
Working Group endorsed it’s publication as an informational document.

The second of Simonsen’s documents, the mnemonic encoding document was discussed in
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terms of the message format document. This document uses the character names in the
character set document to define a readable escape sequence for characters which cannot
be represented in ASCII. This has been proposed as an alternative to the use of a native
character set and transport encoding. The Working Group thought this was a wonderful
idea, and endorsed it’s publication as an experimental protocol. The Message Format
document will reference this as a mechanism for sending 8 bit text where it is known the
receiver is only capable of reading text on an ASCII or invariant 646 display.

The Working Group discussed the need to resolve the problem with the growing anarchy
in email error message, both in terms of the interpretation of RFC822 headers for the
designation of error recipients, and the format of those messages. It was felt that this work
should be begun in two areas, a revision to RFC 822, to clarify ambiguous sections, and
defining a standard machine-parsable error message using the message format standard.
This effort began with a call for ideas and strawman proposals.on the Working Group. Due
to lack of time, this was not discussed further in this meeting.
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3.1.5 Network Database (netdata)

Charter

Chair(s):

Daisy Shen, daisy@watson.ibm.com

Mailing Lists:

General Discussion: ietf-ndbQucdavis.edu
To Subscribe: ietf-ndb-request@ucdavis.edu
Archive:

Description of Working Group:

The Network Database Working Group is chartered to define a standard inter-
face among databases on TCP/IP networks. The Working Group will address
the issue of database connectivity in a distributed environment which allows au-
thorized users remote access to databases. It will be designed as a client/server
model based on TCP/IP as its communication protocol.

Several problems must be resolved that are associated with the network database
protocol, such as management of multiple threads between clients and servers,
management of multiple servers, management of data buffers, data conversions,
and security.

Additional related problems will be covered as the discussion goes on. There-
fore, the description and the schedule can be revised.

This Working Group is independent from the SQL access group; however, there
may be some overlapping interest. The SQL access group is welcome to Jjoin
IETF’s discussions and share information in both directions. If both groups
find that merging two efforts in one will speed up the process, the merge can
be done in the future. For now, this Working Group works on issues according
to our own schedule and efforts.

Goals and Milestones:

69

Done Review and approve the Charter, making any changes necessary. Examine
needs, resources for this network database protocol and define the scope of
work. Begin work on a framework for the solution. Assign writing assignments
for first draft of the document.

Done First draft to be completed.

Aug 1991  Review first draft document, determine necessary revisions. Discuss problems
remained unsolved from the first IETF meeting.

Dec 1991  Continue revisions based on comments received at meeting and e-mail. Start

making document an Internet Draft.
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Mar 1992 Review final draft. If it is OK, give it to IESG for publication as
RFC.

Jun 1992 Revise document based on implementations. Ask IESG to make the revision a
Draft Standard.

Internet Drafts:

“Network Database”, 06/26/1991, Daisy Shen <draft-ietf-netdata-netdata-00.txt,
.ps>
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CURRENT MEETING REPORT

Reported by Daisy Shen/IBM
NetData Minutes

This was the second meeting of the Working Group Chaired by Daisy Shen. The meeting
Agenda is shown below:

o Review the Charter.

o Give the History of the SQL Access Group.

Presentation of the Draft.

Discussion of the Draft and Problems That are Related to the Subject.
Discussion of the Effort of Other Vendors and OSF Related to the Subject.
Future Work.

Reviewed the Charter

Al]l the members felt that we met the Charter and the Milestones on schedule as of June
1991.

History of the SQL Access Group

All the members agreed that the SQL Access group doesn’t seem to be willing to work with
us. The SQL Access group gave us a two-page document which is useless. Although, our
group and the SQL Access group seem to have some similar interests, we are solving the
problem via TCP/IP while they use the ISO standard. Actually those two have different
goals.

Presentation and Discussion of the Draft and Related Problems

The first draft was presented for those who had not read it or had questions. There were
some issues discussed and solved.

¢ SQL statements
The protocol works with both SQL static and dynamic statements.
e Transport means

Our protocol will apply to both TCP and UDP. It is one of the parameters that users
have to specify. The default value is TCP.

e Data conversion

The header information along with data will be treated as a string by RPC/XDR and
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the protocol will use ASN format which is an IOS standard to represent the reply
data.

e Security

Kerberos is not required. Users can have options to use or not to use Kerberos. For
those machines who don’t have Kerberos, the protocol will provide security which
relies on uid and gid. Authentication will be done on the RPC level.

¢ RPC

Before there is a standard RPC, the protocol will work with all versions of RPC.
However, all members of NETDATA believe that we should start an RPC Working
Group standardizing RPC, especially a secured RPC.

The Network Management Operational Statistics Working Group had some discussion on
database issues. We should let them know that our group is working on the problem. It
would be nice if they could tell us their requirements. Perhaps, we can help them solve
their problem.

Discussion of the Effort of Other Vendors and OSF Related to the Subject

We could not find any more information on the effort of other vendors and OSF. We will
continue to search.

Future Work

Update the first draft and make it a protocol only.

Create a new draft for the structure and implementation issues.

Get a better understanding on ASN.1.

Get more familiar with ISO standard.

Look into SQL statement’s additional negotiation options.

Look into starting an RPC Working Group.

Connect the Network Management Operational Statistics Working Group.
Find volunteers to do the second version of the implementation.
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Leo McLaughlin
Michael Patton
Geir Pedersen
Daisy Shen

Erik Sherk

Anil Singhal
David Waitzman

osll@emuvml.cc.emory.edu
1jm@wco.ftp.com
map@lcs.mit.edu
geir.pedersenQuse.uio.no
daisy@Qwatson.ibm.com
sherk@nmc.cit.cornell.edu

djw@bbn.com
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3.1.6 Network Fax (netfax)

Charter

Chair(s):

Mark Needleman, mhn@stubbs.ucop.edu

Mailing Lists:

General Discussion: netfax@stubbs.ucop.edu
To Subscribe: netfax-request@stubbs.ucop.edu
Archive: /pub/netfax@stubbs.ucop.edu

Description of Working Group:

The Network Fax Working Group is chartered to explore issues involved with
the transmission and receipt of facsimilies across TCP/IP networks and to de-
velop recommended standards for facsimile transmission across the Internet.
The group is also intended to serve as a coordinating forum for people doing
experimentation in this area to attempt to maximize the possibility for inter-
operability among network fax projects.

Among the issues that need to be resolved are what actual protocol(s) will be
used to do the actual data transmission between hosts, architectural models for
the integration of fax machines into the existing internet, what types of data
encoding should be supported, how IP host address to phone number conversion
should be done and associated issues of routing, and development of a gateway
system that will allow existing Group 3 and Group 4 fax machines to operate
in a network environment.

It is expected that the output of the Working Group will be one or more RFC’s
documenting recommended solutions to the above questions and possibly also
describing some actual implementations. The life of the Working Group is
expected to be 18-24 months.

It is also hoped that some fax vendors, as well as the networking community
and fax gateway developers, will be brought into the effort.

Goals and Milestones:

75

Done Review and approve Charter making any changes deemed necessary. Refine
definition of scope of work to be accomplished and initial set of RFC’s to be
developed. Begin working on framework for solution.

Done Continue work on definition of issues and protocols. Work to be conducted on
mailing list.

Aug 1991  First draft of RFC to be completed. To be discussed at IETF meeting and

revised as necessary.
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Dec 1991 Continue revisions based on comments received and submit to IESG for publi-
cation as RFC.

Mar 1992  Overlapping with activities listed above may be implementations based on ideas
and work done by the Working Group. If so revise RFC to include knowledge
gained from such implementations.
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CURRENT MEETING REPORT

Reported by Mark Needleman/U California
NETFAX Minutes

The Netfax Working Group met on August 1, 1991 at the IETF meeting in Atlanta. The
primary goal of the meeting was to attempt to get consensus on the draft paper written by
IST on a common image file format for fax in the internet making use of TIFF encoding.

Alan Katz of ISI gave a short presentation about the paper, highlighting its major points.
Discussion was then held. Consensus was achieved among those present that this was the
proper way to goin the short-run with the intention of more closely examining the possibility
of using ODA as it became more prevalent in the internet.

Mark Needleman and Alan Katz agreed to work together to turn the draft paper into a
format suitable to being published as an Internet Draft. It will then be posted to the
NETFAX mailing list for comment after which the process will be started to get it into an
Internet Draft so that the wider community can comment on it.

Clifford Lynch agreed, after the draft was revised to to make sure it was distributed to
organizations involved in library projects transfering images over the internet and to try to
get as many of these groups as possible to implement it for interoperability testing.

A discussion was then held on defining mechanisms for transporting fax in the internet and
making use of the work of the Internet Message Extensions Working Group. Ned Freed gave
a short presentation on the paper that group had produced. Alan Katz agreed to come up
with a name for a tiff netfax body content type header. He will do this within two weeks
so that it can be incorporated into the SMTP Extensions paper. Otherwise it will need to
become a separate RFC as an add-on to that document.

Carl Malamud lead a discussion on addressing fax in the internet and what fax addresses
should look like. Carl agreed to put together for the mailing list a proposal that could then
be discussed and become the basis for a proposed RFC on the subject. Ned Freed also
agreed to post the attributes that Innosoft uses to the list.

Alan Katz agreed to look at the possibility of defining body-type parts for the cover page
and what elements would be required. This could then become another body-type as defined
by the SMTP Extensions Working Group.

Attendees

Philip Budne phil@shiva.com
John Cook cook@chipcom. com
Tom Easterday tom@cic.net

Ned Freed ned@innosoft.com
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Russ Hobby rdhobbyQucdavis.edu

P. Allen Jensen allen@audfax.audiofax.com
Alan Katz katz@isi.edu

Jim Knowles jknowles@trident.arc.nasa.gov
Jack Liu liu@koala.enet.dec.com
Clifford Lynch calur@uccmvsa

Carl Malamud carl@malamud.com

Louis Mamakos louie@ni.umd.edu

Keith Moore moore@cs.utk.edu

Mark Needleman mhn@stubbs.ucop.edu
William Nowicki nowicki@legato.com

Geir Pedersen geir.pedersen@use.uio.no

Jon Postel postel@isi.edu
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3.1.7 Network News Transport Protocol (nntp)
Charter

Chair(s):
Eliot Lear, lear@turbo.bio.net

Mailing Lists:
General Discussion: ietf-nntp@turbo.bio.net

To Subscribe: ietf-nntp-request@turbo.bio.net
Archive:

Description of Working Group:

This group will study and review the issues involved with netnews transport
over the Internet. Originally released as an RFC in February of 1986, NNTP
is one of the widest implementations of an elective status protocol. As of this
writing, the protocol has just passed its fifth birthday, not having been updated
once.

Over the years several enhancements have been suggested, and several have
even been implemented widely. The intent of this Working Group will be to
encode the more popular and plausible enhancements into an Internet standard.
Included in the inital list of changes to be considered are the following:

o User level and site designated authentication methods;
o Binary transfer capability;

o Minimization of line turnaround; and

o Stronger article selection capability.

It is expected that public domain software will be released concurrently with
an RFC, demonstrating the protocol enhancements.

Goals and Milestones:

Done Define scope of work.

Jun 1991  Submit Internet Draft for review and comment.
Jun 1991  Possibly meet at USENIX for further comment.
Jul 1991  Meet at IETF for further comment.

Aug 1991 Submit RFC to IESG.
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CURRENT MEETING REPORT -

Reported by Eliot Lear/Intelligenetics

NNTP Minutes

There were three meetings of the Network News Transport Protocol Working Group.

There was also an area meeting which included the NNTP, LIST, 822-EXT, and SMTP
Chairs, along with the Area Director. This is to say, Eliot Lear, David Lippke, Greg
Vaudreuil, and Russ Hobby.

The following items were explored at the various meetings:

1. Differences Between Mail and News.

We should consider moving towards a common user interface between mail and news.
Similar message formats have made this possible in the past. With the advent of a
new message format for mail, news will need to adopt some similar standard pretty
quickly (ARE YOU READING THIS, NEWS READER PEOPLE?????). There was
discussion of moving to unite the news and mail formats. While conceptually it
sounds like a good thing, the details need to be kinked out, and the question needs
to be discussed to death.

Russ asked what a document be put out that describes the current news architecture.
Erik Fair has volunteered to write that document. That document should almost
certainly include a safe way to gateway news and mail. Conceivably another document
will issue from the area recommending a course of action.

. News Reader Capabilities.

First, it was the consensus of the group that this topic is really part of the Charter
of the NNTP group; we’re just considering splitting new functionality into a separate
protocol.

The current version of the draft contains very little enhancements in the area of
news reader capabilities. This is because the Chair does not have any real concrete
language in front of him from what this group wants. The consensus, therefore, was
to push on with the transport document,and explore further the reader issues, and in
particular how this relates to Item 1.

If we do produce an NNRP document, we must be careful that by its nature it would
steer development away from useful areas (Ittai Hershman’s paraphrased comments).
In this vein, if we do produce a document, we should consider it an experimental
effort rather than a standards track effort.
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Along the lines of a news reader protocol, Stan Barber brought along a one page
shopping list of items he would like to see in a reader protocol. We discussed how
to define a search command so that it would be generally useful. Arguments for and
against a specific syntax and mechanism were heard.

. Authentication

Theodore Tso is now the official “stuckee” for the SAAG in the NNTP Working
Group. Issues of Common Authentication Technology (CAT) were discussed, partic-
ularly at the Thursday meeting. Text needs to be written into the document to take
advantage of CAT. We are facing a problem with CAT because NNTP is one of the
first protocols to use it. Currently CAT can only be used to access Kerberos and
DEC SPX. Jeff Schiller suggested that a simple challenge/response method would be
acceptable if someone did the footwork. Clear text, however, seemed to be right out,
to the point where it was thought that the SAAG might hold things up. Jeff also
discussed the evils of negotiating security methods.

It turns out that some of the logic that was applied to mail standards can be applied
to news. If we do, in fact, move the transport document to proposed standard, the
impetus for authentication in the transport is greatly diminished.

. Transporting Binary and Mixed Message Format.

It turns out that simply adopting the mail standards as news standards may be a bit
painful. With the introduction of binary, there needs to be a new canonical form. This
in itself would be a minor irritation; however, the new mail format allows for mixed
binary and text. This means that it could be necessary to switch between binary and
text canonical forms in a single message. This makes transport a nightmare, and is a
good argument for encoding. On the other hand, possibly the new binary canonical
form might be able to handle the problems. Interested parties are URGED to read
the draft mail documents and the archive of messages leading to their production.

. CCITT

Harri Salminen circulated a draft document that is CCITT’s version of netnews. The
document may be retrieved from nic.nordu.net, via anonymous FTP. Your comments
are, of course, solicited.

. Problems with the Current Document

Several people have sent notes pointing out formatting problems, grammatical errors,
and certain inconsistencies (like SIMPLE authentication descriptions). Please mail
all such complaints directly to the Chair, and not to the list.

It was the consensus of the group that the IMAGE and BINARY options be combined
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into a FORMAT option. Eliot Lear will write some text in to this effect. It was also
agreed that the COMPRESSION and DATE commands would be removed, and that
the NEWNEWS command be extended to deal with DATE’s purpose (which is to
say that NEWNEWS will both accept and deliver a cookie instead of a date). Text
to be written and argued.

State diagrams need to be completed.
Default behavior needs to be defined and mandated.
We discussed eliminating the OPTION command. The problem with eliminating

the OPTION command is that it gets hard to batch verbs, and we concluded that
batching such things was a good idea.

. Making the IETF lists available to the IETF via netnews.

This issue was brought up both in the Working Group and in the area meeting. Some
action is expected in this area Real Soon Now (tm). Social issues were discussed in
the Wednesday meeting regarding the perceived stigma from which news suffers.

. News MIB

Russ Hobby stated that he would not require a News MIB from us. However, sev-
eral people have indicated some interest in managing news ob jects, particularly Jim
Thompson (not present at Atlanta). Jim should proceed to take comments and
write up a document. One should be careful to study which functions are ubiquitous
throughout the Internet, and which are implementation specific.

. Timetable

August 31, 1991 - We would like to see the NNTP document become an Internet
Draft. All this does is expose the document to the Internet community. It can be
changed from within the Working Group after that point.

November, 1991 - Get architecture document out as an informational RFC.

December, 1991 - After considering comments and making appropriate changes, let
the NNTP document proceed to proposed standard.

It is hoped that some code will be ready by December.
Multicasting Netnews

Brief mention was made on a research effort under way to explore the possible use of
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multicast packets as a way for distribution of news. Interested parties should contact
the Chair directly.

11. Next Meeting

No next meeting date has been set as of yet. Depending on how we proceed with a
news message format, we may meet at Interop (October).

12. General Information

If you wish to be added to the ietf-nntp mailing list, you should send mail to ietf-
nntp-request@turbo.bio.net.

Drafts and message archives can be gotten from turbo.bio.net via anonymous FTP in
the ietf-nntp directory. The format of draft document filenames is documentname format-

type.

Attendees

Stan Barber

Robert Enger enger@seka.scc.com
Erik Fair fairQapple.com

Ned Freed ned@innosoft.com

Olafur Gudmundsson ogud@cs.umd.edu

Ittai Hershman ittai@nis.ans.net

Russ Hobby rdhobby@ucdavis.edu
Neil Katin katin@eng.sun.com

Eliot Lear lear@turbo.bio.net
David Lippke lippke@utdallas.edu
Joseph Malcom jmalcom@sura.net

Chris Myers chris@wugate.wustl.edu
Michael Patton map@lcs.mit.edu

Mel Pleasant pleasant@hardees.rutgers.edu
Jan Michael Rynning jmr@nada.kth.se

Harri Salminen hks@funet.fi

Theodore Tso
Gregory Vaudreuil gvaudre@nri.reston.va.us
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3.1.8 Network Printing Protocol (npp)

Charter

Chair(s):

Glenn Trewitt, trewitt@nsl.dec.com

Mailing Lists:

General Discussion: print-wg@pa.dec.com
To Subscribe: print-wg-request@pa.dec.com
Archive:

Description of Working Group:

The Network Printing Working Group has the goal of pursuing those issues
which will facilitate the use of printers in an internetworking environment. In
pursuit of this goal it is expected that we will present one or more printing
protocols to be considered as standards in the Internet community.

This Working Group has a number of specific objectives. To provide a draft
RFC which will describe the LPR protocol. To describe printing specific is-
sues on topics currently under discussion within other Working Groups (e.g.,
security and dynamic host configuration), to present our concerns to those
Working Groups, and to examine printing protocols which exist or are cur-
rently under development and assess their applicability to Internet-wide use,
suggesting changes if necessary.

Goals and Milestones:

Done

Done

Done

Done

Done
Jul 1990
Aug 1990

Review and approve the Charter, making any changes deemed necessary. Re-
view the problems of printing in the Internet.

Write draft LPR specification.

Discuss and review the draft LPR specification. Discuss long-range printing

issues in the Internet. Review status of Palladium print system at Project
Athena.

Submit final LPR specification including changes suggested at the May IETF.
Discuss document on mailing list.

Submit LPR specification as an RFC and standard.
Write description of the Palladium printing protocol (2.0) in RFC format.

Discuss and review the draft Palladium RFC.
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CURRENT MEETING REPORT

Reported by Glenn Trewitt/DEC
NPP Minutes

Agenda

¢ Walk through LPR/LPD Protocol draft.
e Walk through Printer Access Protocol draft.

There was a lot to go through on both drafts. Either could have occupied the entire meeting.
Because there were very few attendees interested in PAP, compared to LPR/LPD, we dealt
only with that in the meeting. PAP was covered outside the meeting (actually, only Jim
Jones, the author, and I showed up). This meeting was well-attended, and most of the
people had read the draft before the meeting. Early preparation does pay off!

LPR/LPD Protocol Draft

We finally decided to make a clean break between the existing protocol and this specification,
so it would be absolutely clear what was “in” the old and new. We paid full attention to
old vs. new interoperability issues. Specifically:

1. The “new” features were removed from the “old” commands:

e Zero-length for data files with EOF indicated by connection close.

e Data file vs. control file ordering.
2. To provide these (very needed) features, we added two new opcodes:

e Receive Data File With Unknown Length - receive a data file, terminated by
connection close.

e Receive Control File First - receive a control file before its associated data files.

For the new commands, we defined explicit rules for how a client should employ them, to
achieve interoperability with both old and new LPD daemons. The new draft will have a
very solid line between “old” and “new” LPD features. A new draft will be available in
September.

Printer Access Protocol

Most of the work here was aimed at getting everything in the document that was appropri-
ate for a protocol RFC - full information so that the protocol is implementable from the
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document, and removing implementation-specific verbiage. There is still significant work
to do on this document.

Attendees

bazaarQemulex.com
dab@asylum.sf.ca.us

Charles Bazaar
David Bridgham

Philip Budne
Cerafin Castillo

phil@shiva.com
cec@emulex.com

-James Jones jones@regent.enet.dec.com
Charles Kimber ckimber@dcp.com

Stev Knowles stev@ftp.com

Louis Mamakos louie@ni.umd.edu

Leo McLaughlin 1jm@wco.ftp.com

Keith Moore moore@cs.utk.edu

Michael O’Dell mo@bellcore.com

Richard Smith smiddy@pluto.dss.com
Glenn Trewitt trewitt@nsl.dec.com

Peter de Vries peter@uwco.ftp.com
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3.1.9 TELNET (telnet)
Charter

Chair(s):

Dave Borman, dab@cray.com

Mailing Lists:
General Discussion: telnet-ietf@cray.com

To Subscribe: telnet-ietf-request@cray.com
Archive:

Description of Working Group:

The TELNET Working Group will examine RFC 854, “Telnet Protocol Specifi-
cation”, in light of the last 6 years of technical advancements, and will determine
if it is still accurate with how the TELNET protocol is being used today. This
group will also look at all the TELNET options, and decide which are still
germane to current day implementations of the TELNET protocol.

¢ Re-issue RFC 854 to reflect current knowledge and usage of the TELNET
protocol.
¢ Create RFCs for new TELNET options to clarify or fill in any missing
voids in the current option set. Specifically:
— Environment variable passing
— Authentication
— Encryption
— Compression

* Act as a clearing-house for all proposed RFCs that deal with the TELNET
protocol.

Goals and Milestones:

Done Write an environment option
Dec 1990  Write an authentication option
Dec 1990  Write an encryption option

Mar 1991 Rewrite RFC 854

Internet Drafts:

“Telnet Data Encryption Option”, 04/01/1990, Dave Borman <draft-ietf-telnet-
encryption-01.txt>

89
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“Telnet Data Compression Option”, 04/30/1990, Dave Borman <draft-jetf-
telnet-compression-00.txt>

“Telnet Authentication Option”, 08/08/1990, Dave Borman <draft-ietf-telnet-
authentication-02.txt>

“Telnet Authentication Option”, 08/08/1990, Dave Borman <draft-ietf-telnet-
authentication-02.txt>

Request For Comments:

RFC 1116 “Telnet Linemode option”

RFC 1184 “Telnet Linemode Option”



3.1. APPLICATIONS AREA 91

CURRENT MEETING REPORT

Reported by David A. Borman/Cray Research, Inc.
TELNET Minutes
The Telnet Working Group met the morning of Tuesday, July 30, 1991.

An initial Agenda of possible topics included:

e Authentication Option

¢ Encryption Option

e Environment Option

e CAT (Common Authentication Technology)
e Possible Future Telnet Work

— 8 bit NVT

— International Characters

— Option Negotiation Loop Avoidance
— Compression

— Terminal Types

— MIB

The actual discussion that followed focused only on the Authentication option.

The first thing that was started was a quick walk-through of the draft Authentication option
to do some final editing, before approving the draft for recommendation for being published
as an RFC.

Page 1:
The AUTH_WHO_CLIENT and AUTH_WHO_SERVER names will be changed to
AUTH_CLIENT_TO_SERVER and AUTH_SERVER_TO_CLIENT to more accurately
describe who is authenticating who.

The words "(TCP LISTEN state)" will be added after "...that did the
passive TCP open," to clarify things.

Page 2:
Mid page, "authentication-type-list" will be changed to
"authentication-type-pair-list" for consistentcy.

The descriptions of IS and REPLY will be rewritten.
Page 3:

In the first sentence, "has two values" will be changed to
“"is two octets'.
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This is about as much as was accomplished on the walk-through, as side discussions took
us off on other more general issues.

A major point of discussion was:

1. Should we continue with the authentication option, and
2. Should the authentication option be providing “negotiation” for the type of authen-
tication to be used?

The argument for the negotiation was that it provides a mechanism for the client and server
to agree upon what type of authentication will be used. The argument against it was that
the client should just pick one, and it probably will only have one type, and the server would
either accept or refuse it. There was also fear that having a negotiation scheme would allow
a weaker form authentication to be agreed upon that the user is willing to use.

After much discussion, it was decided that we would:

1. Leave the draft the way it is.
2. Add a description of the security concerns of doing negotiation of the authentication
mechanism.

A shorter discussion was held on whether the IS and REPLY commands could be replaced
with a single DATA command. It was decided that there was no benefit in changing it, so
it was left as is.

Another discussion was whether we should be doing the Authentication option at all, in light
of the work starting up in the Common Authentication Technology (CAT) Working Group.
It was decided that since the CAT group is just starting up, and the Authentication option
is already being implemented and used to get real work done, and that the Authentication
option has the ability to evolve into CAT, that we would continue.

The draft will be modified as stated above, and circulated for one more round of review
before being sent to the IESG.

Attendees

Steve Alexander stevea@i88.isc.com
David Bolen db3l@nis.ans.net
David Borman dab@cray.com

Johnny Eriksson bygg@sunet .se
Barbara Fraser byf@cert.sei.cmu.edu
Kenneth Goodwin goodwin@psc.edu

Alton Hoover hoover@nis.ans.net
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Charles Kaufman
Mark Lewis
John Linn

Louis Mamakos
Matt Mathis
Greg Minshall
Clifford Neuman
Jason Perreault
John Pickens

P. Rajaram

Jan Michael Rynning
Mark Saake
Emil Sturniolo
Theodore Tso
Jesse Walker
David Ward

kaufman@dsmail.enet.dec.com
mlewis@telebit.com
linn@zendia.enet.dec.com
louie@ni.umd.edu
mathis@psc.edu
minshall@wc.novell.com
bcn@isi.edu
perreaul@interlan.interlan.com
jrp@3com.com
rajaram@sun.com
jmr@nada.kth.se
saake@llnl.gov
emil@doe.dss.com

walker@Qeider.enet@decpa.dec.com
dward@chipcom. com
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3.2 Internet Area

Director(s):

e Philip Almquist: almquist@jessica.stanford.edu
e Noel Chiappa: jnc@ptt.lcs.mit.edu

Area Summary reported by Noel Chiappa

Three Working Groups in the Internet Area met at the Atlanta IETF; the Router Require-
ments WG, the PPP Extensions WG and the IP over Appletalk WG. The results of these
WG meetings will be briefly discussed below.

In addition, four BoF’s in the Internet Area also met; these were the Variable Width
Subnet Masks Bof (led by Philip Almquist), the IP Logical Networks BoF (also led by
Philip Almquist), the IP Address Hacks BoF (led by Noel Chiappa), and the Internet
Mobile Hosts BoD (led by Steve Deering). (The latter two groups met together.)

Finally, the Router Discovery protocol was moved forward to Proposed Standard status at
this IETF, and that WG has now concluded it’s work.

Router Requirements WG

The Router Requirements WG held what it hopes will be its final meeting at this IETF. A
new (almost complete) draft of the Router Requirements document was discussed in detail,
and new versions of the TOS document, the Next Hop document, and Route Leaking
document were reviewed.

In an attempt to make definitive forward progress, the chair requested that only those who
had prepared by reading the document speak up, and attempted to limit discussion on
topics which had been thoroughly gone over in previous meetings.

PPP Extensions WG

The first order of business at the PPP Extensions WG meeting was to pick a new chair, as
the previous chair (Stev Knowles of FTP Software) had been unable to give this group the
attention he felt it needed. Brian Lloyd from Telebit agreed to serve as chair in replacement.

The group has 3 documents out: a basic LCP (including the basic IP support, IPCP),
RFC-1171; initial options, both for the basic LCP and IPCP, RFC-1172; and support for
Bridging, RFC-1220. In addition, a number of Internet-Drafts have been created, both for
additional basic LCP options, and for support of further protocols. These include 32 bit
checksums, Authentication, and a MIB, in the first class, and Appletalk, OSI CLNP, and
DecNet IV in the second.

Implementation experience with the RFC-1172/1172 pair has shown a number of places
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where the documents are unclear or insufficiently precise; there were also minor difficulties
with the state machine. As a result, an updated pair of documents was prepared, which also
reformats the material along an LCP/IPCP split. While substantial experience has been
gained with asynchronous implementations which match the new specification, synchronous
experience is still lacking. It is hoped that this will be rectified shortly, so that the new
versions can be advanced into the standards track.

It was also agreed that the various Internet Drafts (listed above), which had been languishing
for lack of enthusiasm, be pushed forward. Two others which were written have been put on
hold as no immediate need was seen for them, these being the SNAP and LLC documents.
Finally, some technical discussion of the Authentication proposal was held.

IP over Appletalk WG

The MacIP document (IP over Appletalk) document is almost complete. The AURP proto-
col (Appletalk over IP) was discussed, and progress was reported. Operation of Appletalk
over the PPP protocol was also covered, and some points to be forwarded to the PPP WG
were brought out.

A proposal to run SNMP in the Appletalk suite was reviewed, and a document is in progress.
Finally, two versions of the Appletalk MIB were debated; the question briefly addressed was
whether or not to switch directly to the new one.

Variable Width Subnet Masks BoF

The subnets BoF reviewed a number of problematical cases brought up by the use of variable
width subnet masks (i.e. use of more than one subnet mask in any given IP network).
Consensus was reached on which configurations to allow and disallow.

The first question addressed was whether or not to allow two subnets in the same part of
a network’s address space to be topologically separate; the consensus was that this was
necesary to get maximum use out of variable width masks.

The consensus was that the other three open questions should not be allowed. First, all
masks must be contiguous and on the high end of the ‘rest’ field. Second, no ‘subset’
subnets would be allowed; no small subnet could have the same leading bits as a larger
subnet. Finally, ambiguous subnets would not be allowed.

IP Logical Networks BoF
No information to report.
IP Address Enhancements BoF

This BoF discussed potential interim solutions to the near-term problem of the shortage of
class B IP network numbers. Basically, at the current rate of usage these will run out in
several years.
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The two key questions were what kind of extra network numbers to create, and what portion
of the existing IP address space to devote to them. After a commendably quick discussion,
consensus answers did appear to both of these.

The answer to the first was to create a new class, intermediate between class B and C, with
a 12 bit rest field, called class 'E’ addresses. No definite answer was found for the second;
the two possibilites for this field are to use either i) the entire current ’Reserved’ space (i.e.
1111 prefix), or ii) the back half of the class C space (i.e. 1101 prefix). In addition, since the
former would use the last reserved space, a new reserved space would be created, consisting
of the back half of the existing class A space (i.e. 01 prefix).

Discussion in the hallways after the BoF concluded that the optimal choice was in fact the
first one; it has also been suggested that the back half of the class C space be made reserved
as well.

Mobile Hosts BoF

No information to report.
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CURRENT MEETING REPORT

Reported by Andy Nicholson/Cray Research, Inc.
CBNR BOF Minutes
Description:

We held a BOF on this subject at the 20th IETF in St. Louis, and this is a continuation of
that interchange. However, the only attendees from the St. Louis meeting present at this
meeting were the Cray Research, Inc. representatives.

While working with circuit-switched T3 networks, developers at Cray Research, Inc., deter-
mined that there would be advantages to defining a standard way to control certain classes
of network resources through the internet. In the case of a circuit-switched T3 line, the
line should be switched on only when there are active transport connections which can fully
utilize the service. Due to the high cost of the resource, under-utilization would be particu-
larly undesirable. The developers believe that this capability might have other applications
in the internet and that an effort should be made to define a standard protocol.

Minutes:

Due to the small size and informality of the meeting, no formal Minutes were taken. This
record is believed to be reasonably accurate and proper credit given to the originators of
the ideas and concepts presented. Andy Nicholson, who is preparing this report, apologizes
for any errors or omissions.

A variety of new issues were brought up at this meeting, and it was encouraging to note that
there were as many non-Cray people as Cray employees. Most of the discussion centered
around the concrete example of the Circuit-Switched T3 services being prototyped by Cray
Research, Inc.

The first issue raised centered on local routing to the T3 adapter. This would include
routing to any controlled device. The prototypes assume that a particular network link will
be used for transfer of data packets, thus static routing is implied. There is concern that
this perspective may lead to the use of static routing between the requesting host and the
controlled resource. There was general agreement that this should not happen.

Another issue concerned recursive conditioning of resources. A host in control of a link
might need to pass a request to another host through the controlled link so that further
downstream links may be conditioned. This should be possible.

Fred noted that some comparisons could be made with regard to this capability. For exam-
ple, this is similar to the switching which takes place through the telco fabric as calls are
routed. There is also a similarity to X.25. For example, TP0 will create a link over x.25
when a connection is established.
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Matt did not think that this could be a widely deployed function; however, Fred noted that
this might be useful in any kind of fundamentally switched service, i.e. ISDN or mobile
hosts. This seems like something that is in the future.

In the Cray Research, Inc. prototype, most of the support code is in the kernel. Matt
and Fred were concerned that perhaps this should all reside in user space. This leads to
two fundamentally different approaches. For everything to be in user space, either special
commands must be executed to condition the network before running applications, or the
applications must make special library calls. If everything is in the kernel, then these
services can be transparent to users and applications.

These discussions led us to a very different conclusion from the last meeting. All agreed
that I would finish an informational RFC relating our experiences with the switched T3
services in time for review by the community before the next IETF. If possible, I will also
document the protocol we are using.

At the 22nd IETF we will once again hold a BOF to gauge interest in these facilities. At
that meeting we will determine whether to continue any work through the IETF.
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CURRENT MEETING REPORT

Logical Subnetwork BOF Minutes

Report not submitted. See Area Report for summary.
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CURRENT MEETING REPORT

Reported by Noel Chiappa
ADRBOF Minutes
IP Address Hacks BOF

This BOF discussed potential interim solutions to the near-term problem of the shortage
of class B IP network numbers. Of the three classes of IP network numbers, A, B and C,
the class B numbers are being used up at the highest rate. There are 16K (2°14) of these,
and over four thousand are already allocated (although not all are being advertised in the
Internet). These are the most useful numbers, since most sites are not large enough to need
a class A (24 bit rest), where most are too large to make good use of a class C (8 bit rest),
particularly if subnetting is being used.

Depending on which exact model is used to predict future usage of these numbers, at the
current rate of usage these will Tun out in several years. A straight exponential fits the
curve so far quite well; it has been argued that this is not a useful model, but rather an
S-curve model should be used. The problem is that no inflection point has yet appeared,
so it is difficult to fit an S curve to the growth. In any case, there is general agreement that
the problem is severe.

The two key questions were what kind of extra network numbers to create, and what portion
of the existing IP address space to devote to them. After a commendably quick discussion,
consensus answers did appear to both of these.

There were several potential answers to the first question. One option is to simply create
more class B (i.e., 16 bit ‘rest’ field) numbers. The other was to create a new class of
network numbers with a different size rest field, intermediate between class B and C. It was
pointed out that most sites which are getting class B numbers do not need a whole class
B space, but could easily use something a little smaller; this would reduce the usage of the
class B space, thereby extending the lifetime of that space. Suggestions were made for a
number of different sizes, including 14, 13 and 12 bits.

One thing going against more class B numbers was that to create a reasonable number of
them would use a large chunk of the 32 bit IP address space. The current block of 16K
used one quarter of the address space; all addresses with a 10’ prefix. If another quarter
were (somehow) devoted to class B, that would still only double the number. On the other
hand, use of a smaller rest field would allow more network numbers to be packed into the
portion of the address space allocated; since the available free (or re:laimable) spaces were
mostly quite small, this weighed heavily in favor of the smaller fields.

A new class, with a 12 bit rest field (to called class ‘E’ addresses) was finally decided on,
since it maximizes the number of network numbers that can be created. While a 12 bit rest
field only allows for 4K hosts, this is still significantly more than a class C, and should be
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more than enough for most companies. Also, it is exactly equidistant between the class B
and class C sizes. However, this decision (for 12 instead of 13 or more) needs to be reviewed
carefully to make sure that a 12 bit rest field will actually be useful to a significant number
of network number applicants.

This does point out the necessity of having hosts not pry into address formats. It is plausible
to deploy a new network number format if only the routers have to be changed; doing so in
a world where most types of host software have to be changed as well is clearly problematic.

There are two broad classes of solution to the question of where to allocate any new network
numbers. The first is to use some or all of the currently reserved space; i.e. prefix 1111.
The second is to recycle some of the currently “unlikely to be used” space; for instance the
back half of the class A space (prefix 01), or the back half of class C (prefix 1101).

Considering the first, the question was whether or not to use the entire space, or to continue
the practice of allocating a space whose prefix started with all 1’s and ended with a 0; (i.e.,
allocate 11110 and reserve 11111). It was decided not to keep a part reserved if this space
were used, but to use the entire space. The problem is that this practise is resulting in
diminishing returns as far as the size of the portion of address space available to hold
network numbers and the rest field; in other words, the overhead of the field dedicated to
format identification was getting quite large (5 of 32 bits).

Use of the entire block would allow creation of 2716 of these new network numbers. (4 bits
of prefix + 16 of network number + 12 of rest = 32) This number, sixteen times larger than
the number of class B’s, could reasonably be expected to last quite a long time. Were this
done, since it would use the last reserved space, a new reserved space should be created,
consisting of the back half of the existing class A and/or C space.

Alternatively, if the back half of class C space (1101 prefix) were used to hold these new
numbers, 2716 of them could also be created here. It was pointed out that use of class C
numbers would allow routers which did not understand class E addresses to treat them as
a group (274, or 16) of class C numbers.

No definite answer was arrived at in the BOF for the question of where to place the new
numbers, although there was general consensus that using all the reserved space or the
back half of class C space were the two viable options. It was agreed that in either case the
back half of the class A space should be reserved; it was felt that rather than move directly
from one use to another, it would be best if a portion of the address space cycled through
‘reserved’, to allow use of the old meaning to disappear from the net before the new use
was taken up.

Discussion in the hallways after the BOF concluded that the optimal choice was in fact
to use the reserved space. It was felt that the ability to have older routers handle class E
numbers as a group of class C numbers was not actually good, given the problems in the
network with large numbers of network numbers. Also, it was felt that the argument above
about cycling through reserve should apply to the back half of class C space as well.
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Finally, and most important, it was pointed out that unless the new numbers were allocated
from the reserved space, there would be less impetus on people’s part to change their
software. The ability to model a class E net as a group of C’s would, from this viewpoint,
be a problem, not an advantage. This is a weighty point, given the necessity of the change
in the network; presumably people making the change to recognize E’s would also put in
the change to reserve the back half of A and C space, which might well be critical in the
future.
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CURRENT MEETING REPORT

Reported by Noel Chiappa
SUBNETBOF Minutes
Variable Width Subnet Masks BOF

The Subnets BoF reviewed a number of problematical cases brought up by the use of variable
width subnet masks (i.e., use of more than one subnet mask in any given IP network). These
cases all relate to the allocation of various subnetted addresses to various physical networks
which are part of an IP network. Consensus was reached on which configurations to allow
and disallow.

Before reviewing the specific points, it will be useful to include some terminology. Use of
the subnet numbers “A, B.1 and B.2” means that A and B are differing values of a fixed
part of the ‘rest’ field, and that 1 and 2 are differing values of a different, lower, fixed part
of the ‘rest’ field.

For instance (using an 8 bit rest field), with the two masks 11100000 and 11111100, ‘A’
might be 001xxoxx, ‘B’ might be 010x0xx, ‘B.1 would be 010001xx and ‘B.2’ would be
010010xx. With this terminology in hand, the specific cases can now be reviewed in detail.

The first question addressed was whether or not to allow two subnets in the same part of
a network’s address space to be topologically separate. In other words, could subnets B.1
and B.2 be separated by subnet A? Looked at another way, if B.1 and B.2 are thought of
as parts of a ‘subnet’ B, can that subnet be partitioned? If allowed, this would represent a
divergence with the basic Internet philosophy, in which an IP network is not allowed to be
partitioned. The argument for allowing this is to get maximum use out of variable width
masks.

Variable width masks were added to the architecture to allow efficient use of address space.
For example, if an enterprise, with a single IP network number, contains a single large LAN
(with several thousand hosts), and a number of small LAN’s (with tens of hosts), there is
no single subnet mask that will efficiently use the address space of that network number.
A wide mask, necessary to handle the single large LAN as a whole, will ‘waste’ space when
used on the small LAN’s. A small mask will force the single large LAN to be trated as a
collection of small LAN’s, with consequent forwarding overhead. An alternative approach
would be to use a separate network number for the large LAN, but this will increase the
number of network numbers in the system as a whole, with consequent global costs. If the
enterprise is only singly connected to the rest of the Internet, there is no benefit to the rest
of the system of having more than one network number for the enterprise. Thus, only with
use of varying width masks can efficient use be made of address space, both in the network
and the Internet as a whole.

The disadvantage to allowing this is that all the routers in a network must know where
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every subnet is (and what its mask is). For example, suppose B.1 and B.2 are on different
sides of A (connected by routers R1 and R2 respectively), and a router R is attached only
to subnet A and some outside network. In the current state of affairs, R will only know
the subnet mask for A, on which it has an interface. Now, when a incoming packet for
B.1 arrives at router R, knowledge of the mask for A (and thus B) is not sufficient; router
R needs to be able to distinguish B.1 and B.2 as separate destinations if it is to forward
the packet to the correct next hop router, R1 or R2. It is thus seen that, to function in
the general case, all routers in a subnetted network now need to know the mask for every
subnet in the system.

This is a substantial cost; however, it was felt that to make the restriction that all the small
subnets in one piece of the network address space (i.e., B.1 ... B.N) must be contiguous
worked against maximum utilization. Moreover, even this restriction does not necessarily
remove the necessity for a router to know all the subnet masks in use in a given network.
For example, if the router R above were connected to B.1, rather than A, it would still
need the mask for A, unless it were for routing purposes to consider A as a large number
of subnets of the same size as B.1.

Finally, the routing protocols which support variable length subnet masks do provide the
necessary information to routers to do the forwarding correctly. The consensus thus was
that allowing this configuration was necessary.

The next question to be addressed was whether all subnet masks must be contiguous and
on the high end of the ‘rest’ field (i.e., have the form 11...1100...00). One argument that
was put forward was that non-contiguous masks allowed more flexibility in extending the
subnet mask when it ran out. It was pointed out that easy extension could be provided for
by allocating subnet number bits from the high end of the rest field, and host bits from the
low end, with unused space in the middle. Whenever either field became too small, it could
be extended, as long as unused bits remained. Additionally, some versions of the Patricia
tree algorithm do not work with non-contiguous masks.

While it was agreed that no good reason could be provided for not allowing other formats,
no strong use could be seen for allowing them either, and in the interest of future flexibility
the consensus was to not allow them.

The third question to be address was whether ‘subset’ subnets would be allowed; i.e., could
a small subnet have the same leading bits as a larger subnet. For example, if one subnet is
numbered B, could another subnet have the number B.1? Clearly, at a minimum, no hosts
on subnet B could have a address which had B.1 as a prefix (i.e., addresses on subnets B.1
... B.N which were in use could not appear on subnet B); this would leave routers unable
to discover which subnet these hosts were on, unless each host was tracked separately.

It was initially thought that this was the only problem, which could be handled by correct
configuration, and the feeling was that this should be allowed to optimize use of the address
space. An additional cost would be that routers would have to do a ‘best match’ routing
lookup. IL.e., even after finding a mask and address that match, the router would still have
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to look for further potential matches that are more ‘complete’. This cost exists now for
routers that support host routes, however.

However, it was pointed out that a host H attached to subnet B would think that hosts
attached to submet B.1 (which host H would need to reach through a router) were in
fact directly reachable by host H. No general fix (i.e., one that worked on all network
technologies, not just those which used ARP) could be discovered for this problem. In
addition, the chances for misconfiguration (e.g., a host on subnet B that appears to be on
subnet B.1) are manifold. Given these points, the consensus was that this configuration
should not be allowed.

Finally, ambiguous subnets were discussed briefly. This name refers to subnets masks (and
numbers) which overlap in ways such that host addresses are not unambiguously on one
network or another. For instance, consider two different subnets 5 and 6, with different
subnet masks 5 and 6 (temporarily ignoring the fact that these are all 1’s subnet numbers).
Next, think of an address starting with 7; it matches the 5 address and mask, but also
matches the 6 address and mask. Which one is better?

Since this case was ruled out by the fact that non-contiguous masks will not allowed, it was
not discussed in detail. However, if that restriction is relaxed in the future, this question
will need to be revisited. '
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3.2. INTERNET AREA

3.2.1 Connection IP (cip)

Charter

Chair(s):

Claudio Topolcic, topolcic@nri.reston.va.us

Mailing Lists:

General Discussion: cip@bbn.com
To Subscribe: cip-request@bbn.com
Archive:

Description of Working Group:

This Working Group is looking at issues involved in connection-oriented (or
stream- or flow-oriented) internet level protocols. The long-term intent is to
identify the issues involved, to understand them, to identify algorithms that
address them, and to produce a specification for a protocol that incorporates
what the Working Group has learned. To achieve this goal, the group is defin-
ing a two year collaborative research effort based on a common hardware and
software base. This will include implementing different algorithms that address
the issues involved and performing experiments to compare them. On a shorter
time-line, ST is a stream-oriented protocol that is currently in use in the Inter-
net. A short-term goal of this Working Group is to define a new specification
for ST, called ST-2, inviting participation by any interested people. MCHIP
and the Flow Protocol have also been discussed because they include relevant
ideas.

Goals and Milestones:

Done
Done

Done

Produce a new specification of ST.
Define common hardware and software platform.

Implement hardware and software platform.

May 1991 Implement experimental modules and perform experiments.

May 1992

Request For Comments:

RFC

1190  “Experimental Internet Stream Protocol, Version 2 (ST-II)”

Produce a specification of a next generation connection oriented protocol.
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3.2.2 Dynamic Host Configuration (dhc)
Charter

Chair(s):
Ralph Droms, droms@bucknell.edu

Mailing Lists:
General Discussion: host-conf@sol.bucknell .edu
To Subscribe: host-conf-request@sol.bucknell.edu
Archive: sol.bucknell.edu:dhcwg

Description of Working Group:

The purpose of this Working Group is the investigation of network configura-
tion and reconfiguration management. We will determine those configuration
functions that can be automated, such as Internet address assignment, gate-
way discovery and resource location, and those which cannot be automated
(i.e., those that must be managed by network administrators).

Goals and Milestones:

Done We will identify (in the spirit of the Gateway Requirements and Host Require-
ments RFCs) the information required for hosts and gateways to: Exchange
Internet packets with other hosts, Obtain packet routing information, Access
the Domain Name System, and Access other local and remote services.

Done We will summarize those mechanisms already in place for managing the infor-
mation identified by Objective 1.

Jan 1991  We will suggest new mechanisms to manage the information identified by Ob-
jective 1.

Jan 1991 Having established what information and mechanisms are required for host
operation, we will examine specific scenarios of dynamic host configuration and
reconfiguration, and show how those scenarios can be resolved using existing or
proposed management mechanisms.

TBD Write a bootp extensions document

Internet Drafts:

“Clarifications and Extensions for the Bootstrap Protocol”, 05 /03/1991, Walt
Wimer <draft-ietf-dhc-bootp-00.txt>

“Dynamic Host Configuration Protocol”, 07/09/1991, R. Droms <draft-ietf-
dhc-protocol-00.txt, .ps>
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CURRENT MEETING REPORT

Reported by Ralph Droms/Bucknell

DHC Minutes

Modifications and Extensions to DHCP

The Working Group agreed to the following changes and additions to DHCP. The DHCP
Internet Draft will be edited to reflect these changes.

Changes to Protocol

The client—server protocol has been changed slightly, so that the client first broadcasts a
message to locate available DHCP servers, and then selects one of the responding servers
from which the client obtains its configuration parameters.

Protocol Messages

Corresponding to the changes to the protocol summarized in section 1.1, the DHCP mes-
sages have been redefined as shown in table 1.

Client—Server Interaction

1. Client broadcasts DHCPDISCOVER on local physical subnet. DHCP/BOOTP relay

agents pass the broadcast on to DHCP servers not on the same physical subnet.

Servers respond with DHCPOFFER message with all configuration parameters in-
cluding network address. Servers need not reserve the offered network address, al-
though the protocol will work more efficiently if the server avoids allocating the offered
network address to another client. The DHCPOFFER message is “unicast” to the
client (using the BOOTP relay agent if necessary).

Client receives DHCPOFFER message from server. Client may choose to wait for
multiple responses. Client chooses one server from which to request configuration pa-
rameters, based on offered configuration parameters in the DHCPOFFER messages.
Client broadcasts a DHCPREQUEST message, specifying the desired server and de-
sired network address in vendor extension fields. This DHCPREQUEST message
is broadcast and relayed through BOOTP relay agents. Any DHCP/BOOTP relay
agents must ensure that any messages from this client are forwarded to the same set
of DHCP servers to ensure that the DHCPREQUEST message reaches the selected
DHCP server.

The client times out and retransmits the DHCPDISCOVER message if the client
receives no DHCPOFFER messages.
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---Message_____________ o _ USe o

DHCPDISCOVER Client broadcast to locate available servers.

DHCPOFFER Server to client in response to DHCPDISCOVER with
offer of configuration parameters.

DHCPREQUEST Client broadcast to servers requesting offered parame-
ters from one server and implicitly declining offers from
all others.

DHCPACK Server to client with configuration parameters, includ-
ing committed network address.

DHCPNAK Server to client declining request for configuration pa-
rameters (e.g., requested network address already allo-
cated).

DHCPDECLINE Client to serverindicating configuration parameters (e.g.,
network address) invalid.

DHCPRELEASE Client to server relinquishing network address and can-

celling remaining lease.

Table 1: DHCP Messages

4. Servers receive the DHCPREQUEST broadcast from the client. The servers not se-
lected in the DHCPREQUEST message use the message as notification that the client
has declined that server’s offer. The server selected in the DHCPREQUEST com-
mits the binding for the client to persistent storage and responds with a DHCPACK
message containing the configuration parameters for the requesting client. The server
inserts a unique lease identification cookie as a vendor extension.

If the selected server is unable to satisfy the DHCPREQUEST (e.g., the requested
network address has been allocated), the server responds with a DHCPNAK.

5. Client receives the DHCPACK with configuration parameters. The client performs
a last minute check on the parameters (e.g., ARP for allocated network address),
and notes the duration of the lease and the lease identification cookie specified in the
DHCPACK message. At this point, the client is configured.

If the client detects a problem with the parameters in the DHCPACK message, the
client sends a DHCPDECLINE message to the server and restarts the configuration
process.
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DHCP message type 51 1=DHCPDISCOVER (3]
2=DHCPOFFER
3=DHCPREQUEST
4=DHCPDECLINE
5=DHCPACK
6=DHCPNAK
7=DHCPRELEASE

Lease identifier cookie 52 address (6]

Server identifier 53 address [6]

Parameter request vector 54 256 bit (32 octet) [34]
vector

Parameter request list 55 n parameter tags [n+2]

Table 2: New Vendor Extensions

If the client receives a DHCPNAK message, the client restarts the configuration
process.

The client times out and retransmits the DHCPREQUEST message if the client
receives neither a DHCPACK or a DHCPNAK message.

6. A client may choose to relinquish its lease on a network address by sending a DHCPRE-
LEASE to the server. The client identifies the lease to be released with the lease
identification cookie.

New Vendor Extensions
The modifications to DHCP require some new vendor extensions, as listed in table 2.

Use of Vendor Extensions

A client can fill in vendor extensions in a DHCPDISCOVER and DHCPREQUEST to
supply hints or request specific values from a server. For example, the client can fill in
the ’IP address’ vendor extensions to suggest a remembered network address The server
fills in vendor extensions in DHCPDISCOVER and DHCPACK messages to supply specific
configuration values to the client.

A client can also request specific configuration parameters without supplying hints through
the “parameter request vector” and “parameter request list” vendor extensions. In the
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parameter request vector, a one bit in position n in the vector represents an explicit request
for the vendor extensions parameter with tag n. The parameter request list is a list of
vendor extension tags explicitly requested by the client.

Lease Durations and Clock Drift

The algorithm for lease duration interpretation given in subsection 6.1 of the DHCP Internet
Draft is correct, assuming the client and server clocks are stable relative to each other. If
there is drift between the two clocks, the server may still consider the lease expired before
the client does. To compensate, the server may return a different lease duration to the
client than the server commits to its local database of client information.

Lease Renewal Times

The client attempts to renew its lease from the allocating server beginning at time Tland
from any available server at time T2. Times T1 and T2 are configurable by the server
through vendor extensions. T1defaults to (0.5 * duration_of _lease). T2 defaults to (0.875
* duration_of_lease).

XID Field

The XID field must be interpreted by the server relative to individual clients, not as a
globally unique value.

Retransmission

The client drives all retransmissions of the protocol. The protocol document still needs
explicit descriptions of retransmission and exponential backoff algorithms.

“ciaddr” (Clarification)

The “ciaddr” field is to be filled in by the client only if the client has explicit knowledge of
its network address. The client can supply a hint or a preferred network address through
the IP address vendor extension.

If a server receives a DHCPDISCOVER or DHCPREQUEST message with an invalid
“ciaddr”, the server silently discards the message.

Use of DHCP in Hosts with Multiple Interfaces

A host with multiple network interfaces must use DHCP through each interface indepen-
dently to obtain configuration information parameters for those separate interfaces.

DHCP and BOOTP Clients

Use of the vendor extensions defined in DHCP is not restricted to DHCP clients and servers.
Existing BOOTP clients and servers may choose to use the newly defined vendor extensions.
The one restriction is that BOOTP clients MAY NOT use the “DHCP client” vendor
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extensions. Only clients using DHCP may use the “DHCP client” vendor extension.
Implementations

Several members of the DHC Working Group indicated that they intend to work on inde-
pendent implementations of DHCP. Completion of at least one of these implementations is
expected before the Spring, 1992 IETF meeting.

Future Work

Greg Minshall agreed to develop a definition of the DHCP server-server protocol. Jesse
Walker and Walt Wimer agreed to collaborate on the definition of a MIB for DHCP servers.
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3.2.3 1IP over Appletalk (appleip)
Charter

Chair(s):

John Veizades, veizades@apple.com

Mailing Lists:
General Discussion: apple-ip@apple.com

To Subscribe: apple-ip-request@apple.com
Archive:

Description of Working Group:

The Macintosh Working Group is chartered to facilitate the connection of Apple
Macintoshes to IP internets and to address the issues of distributing AppleTalk
services in an IP internet.

Goals and Milestones:

Done Describe, in an RFC, the current set of protocols used to connect Macintoshes
to IP internets.

Done Define a MIB for the management of DDP/IP gateways.

Internet Drafts:

“The Transmission of IP Datagrams Over AppleTalk Networks”, 03/08/1991,
John Veizades <draft-ietf-appleip-ipoverappletalk-00.txt>

Request For Comments:

RFC 1243 “AppleTalk Management Information Base”
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CURRENT MEETING REPORT

Reported by John Veizades/Apple
APPLEIP Minutes
AppleTalk over IP Tunneling

The Apple-IP Working Group met at the Atlanta IETF. These are the Minutes of that
meeting.

The Agenda was as follows:

AURP
¢ Update
e Work in progress
e What is left to do
SNMP
¢ SNMP over DDP
AppleTalk MIB
e Old mib
¢ New mib
e Other mibs
PPP and AppleTalk
e Specification and description
o Issues
e Security
MaclIP
e Protocol change
¢ Doc clean up
o Next step

Other Issues

e AA protocol
e Configuration management
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The work with PPP over AppleTalk is being handled by Brad Parker. He has documented
the NCP specifics for AppleTalk and is talking to the PPP Working Group about adding
LCP support for dial back (one of the issues that the group felt must be added to the LCP).
Brad is also working with Apple to get support of the protocol from Apple.

The SNMP and MIB work is progressing. The old MIB is now an RFC and has been
implemented by several vendors. The new MIB is available from lancaster.andrew.cmu.edu
the file name is appletlak-mib2.txt. The specification for SNMP over DDP is available from
apple.com in the directory /pub/apple-ip. Mike Ritter of Apple and Greg Minshall from
Novell are working on this. This specification should be finished by the next meeting.

The AURP work was presented by Alan Oppenheimer. The folks from Shiva and Apple
have been working on prototypes of this specification and have been interoperating over
the Internet. The Shiva folks brought up several issues as to the transport layer AURP
provides. Alan will be changing the document to better differentiate the transport layer
from the rest of the AURP protocol.

One change was made to the MacIP document and was presented to the group. Several
issues as to the final format of the document were made and comments were presented to
the author. A revised version of the document will be published shortly.

The meeting finished with the continuing discussion of the AA protocol. Phil Bunde still
has the action to produce the actual document.

As Working Group Chair of this group I still have the concern that much of the work that
must be done for AppleTalk to continue to grow as a protocol family is still not being
accomplished by either Apple or the AppleTalk developer community at large. This work
must be done and some forum should be created for this progress to occur.
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3.2.4 IP over FDDI (fddi)

Charter

Chair(s):
Dave Katz, dmk@merit.edu

Mailing Lists:
General Discussion: FDDI@merit.edu
To Subscribe: FDDI-request@merit.edu
Archive:

Description of Working Group:

The IP over FDDI Working Group is chartered to create Internet Standards for
the use of the Internet Protocol and related protocols on the Fiber Distributed
Data Interface (FDDI) medium. This protocol will provide support for the wide
variety of FDDI configurations (e.g., dual MAC stations) in such a way as to not
constrain their application, while maintaining the architectural philosophy of
the Internet protocol suite. The group will maintain liason with other interested
parties (e.g., ANSI ASC X3T9.5) to ensure technical alignment with other
standards. This group is specifically not chartered to provide solutions to mixed
media bridging problems.

Goals and Milestones:

Done Write a document specifying the use of IP on a single MAC FDDI station.
Aug 1990 Write a document specifying the use of IP on dual MAC FDDI stations.

Request For Comments:

RFC 1188  “A Proposed Standard for the Transmission of IP Datagrams over FDDI Net-
works”
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3.2.5 Multi-Media Bridging (mmb)
Charter

Chair(s):
Jeffrey Fitzgerald, jjf@fibercom.com

Mailing Lists:
General Discussion: mmbwg@fibercom.com
To Subscribe: mmbwg-request@fibercom.com
Archive:

Description of Working Group:

The Multi-Media Bridge Working Group has the task of addressing the function
of multi-media bridges within TCP/IP networks. This is viewed as necessary
at this time because of the proliferation of these devices.

The first goal of the group is to document the multi-media bridge technology
and point out the issues raised by having these devices in a TCP/IP internet.
If there are problems which can be addressed the group will work towards
resolving them and documenting the solutions.

Goals and Milestones:

Done Finalize Charter of Group
Aug 1991  Document mulit-media bridging technology and its affect on TCP/IP Internets.

Aug 1991 Document issues to be addressed by Working Group.
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3.2.6 Point-to-Point Protocol Extensions (pppext)

Charter

Chair(s):
Brian Lloyd, brian@telebit.com

Mailing Lists:
General Discussion: ietf-ppp@ucdavis.edu
To Subscribe: ietf-ppp-request@ucdavis.edu
Archive:

Description of Working Group:

The Point-to-Point Protocol (PPP) was designed to encapsulate multiple proto-
cols. IP was the only network layer protocol defined in the original documents.
The Working Group is defining the use of other network level protocols and
options for PPP. The group will define the use of protocols including: bridg-
ing, ISO, DECNET (Phase IV and V), XNS, and others. In addition it will
define new PPP options for the existing protocol definitions, such as stronger
authentication and encryption methods.

Goals and Milestones:
None specified

Internet Drafts:

“Point-to-Point Protocol Extensions for DECnet Phase IV”, 06/04/1991, Steven
Senum <draft-ietf-pppext-decnet-00.txt>

“The Point-to-Point Protocol for the Transmission of Multi-Protocol Data-
grams Over Point-to-Point Links”, 07/01/1991, W A Simpson <draft-ietf-
pppext-lep-01.txt>

“The PPP Internet Protocol Control Protocol (IPCP)”, 07/01/1991, G Mc-
Gregor <draft-ietf-pppext-ipcp-01.txt>

“Proposed Point-to-Point Procotol for AppleTalk”, 07/08/1991, S. Senum, J.
Muchow, F. Slaughter, B. Parker <draft-ietf-pppext-appletalk-00.txt>

“The PPP OSI Network Layer Control Protocol (OSINLCP)”, 07/25/1991, D.
Katz <draft-ietf-pppext-osinlcp-00.txt>

“The PPP Authentication Protocols”, 07/25/1991, B. Lloyd, W.A. Simpson
<draft-ietf-pppext-authentication-00.txt>

Request For Comments:
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RFC 1220 “Point-to-Point Protocol Extensions for Bridging”
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CURRENT MEETING REPORT

Reported Brian Lloyd/Telebit
PPPEXT Minutes

Noel Chiappa opened the Point-to-Point Protocol Extensions meeting and then handed it
over to Brian Lloyd, the new Working Group Chair.

There was an early observation that no router vendors (other than Telebit) appeared to be
present. This curtailed discussion of synchronous PPP. Most of the discussion that followed
tended to address the needs/desires of the asynchronous PPP community.

The current list of documents was discussed. Here is the list of current documents:

RFC 1171 RFC 1172

LCP draft Simpson

IPCP draft McGregor

Appletalk Parken - hold waiting for Appletalk wg
ISO/CLNP Katz/Simpson - no interest yet?

DECnet 4 Senum - not much said

SNAP B? - no interest

LLC Harvey - no interest

Bridging Baker - already an RFC

32 bit FCS Harvey - general approval - no known implementations
Authentication Lloyd/Simpson - most discussion here
MIB Kastenholz - no implementations

Consensus indicated that the lcp and ipcp draft documents (these will supercede RFC
1171 and 1172 respectively) should proceed to the next level since there are numerous
interoperable implementations. Bill Simpson will make very minor changes to his document
and republish it.

None of the other documents were deemed ready to progress to the next level because of
either a) lack of further interest, or b) no implementations.

Consensus also indicated a need for a catalog document to keep track of all the PPP related
documents. Brian Lloyd is working on that.

Discussion was heavy on the new Lloyd/Simpson authentication protocol document that
describes the Password Authentication Protocol (PAP) and the Challenge Handshake Au-
thentication Protocol (CHAP). There was a discussion of where authentication should go.
It was decided that link-level authentication in the Link Control Protocol (LCP) is accept-
able so long as additional authentication may be used within the Upper Layer Protocols
(ULPs — NCP or higher).
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Strong discussion indicated a need for a mechanism to allow a called PPP system to indicate
to its peer that it wishes to close the link and dial-back for purposes of authentication. This
information was referred back to Simpson and Lloyd to research and add to the authenti-
cation document.

It was decided that the proper digest algorithm for CHAP should be MD5. As a result it
was decided that references to MD2 and MD4 should be removed from the document.

James Galvin representing the Security Area Advisory Group (SAAG) Working Group
strongly recommended adding a section on distribution of the “secret” used in CHAP.

More information is needed in the authentication document about bit and octet ordering
and character sets used (in the case of legible passwords and secrets).

More detail is needed about the PAP message reply.

CHAP needs a mechanism (besides dropping the link) to indicate that the authentication
has succeeded or failed. This is because some system will require the user to enter the secret
value in real time so there may be errors and hence retries.

The size of the secret value was increased from 64 to 128 bits.

The challenge needs to be non-repeating. The document needs to discuss methods of gen-
- vating good challenges.

The document should also remove all references to encryption.

The last item of the day was to generate a list of recommended PPP options to go into the
router requirements document. The final list of suggested options for sync implementations:

Support for the Link Quality Monitoring (LQM) option.
Support for the magic number (loopback detection) option.
No address/control field compression.

No protocol field compression.

For Async Implementations:

e Do address/control field compression.
e Do protocol field compression.
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3.2.7 Router Discovery (rdisc)

Charter

Chair(s):

Steve Deering, deering@xerox.com

Mailing Lists:
General Discussion: gw-discovery@gregorio.stanford.edu
To Subscribe: gw-discovery-request@gregorio.stanford.edu
Archive:

Description of Working Group:

The Router Discovery Working Group is chartered to adopt or develop a pro-
tocol that Internet hosts may use to dynamically discover the addresses of
operational neighboring gateways. The group is expected to propose its chosen
protocol as a standard for gateway discovery in the Internet.

The work of this group is distinguished from that of the Host Configuration
Working Group in that this group is concerned with the dynamic tracking of
router availability by hosts rather than the initialization of various pieces of

host state (which might include router addresses) at host-startup time.

Goals and Milestones:

Done

Done

Done

Done

Done

Done

Created Working Group; established and advertised mailing list. Initiated email
discussion to identify existing and proposed protocols, for router discovery.

Held first meeting in Palo Alto. Reviewed 9 candidate protocols, and agreed
on a hybrid of cisco’s GDP and an ICMP extension proposed by Deering.

Held second meeting in Tallahassee. Reviewed the proposed protocol and dis-
cussed a number of open issues.

Held third meeting in Pittsburgh. Discussed and resolved several issues that
had been raised by email since the last meeting. Draft specification of router
discovery protocol to be ready by next meeting. Experimental implementations
to be started.

Meet in Vancouver. Review draft specification, and determine any needed re-
visions. Evaluate results of experimental implementations and assign respon-
sibility for additional experiments, as required. Submit the specification for
publication as a Proposed Standard shortly after the meeting.

Revise specification as necessary, based on field experience. Ask the IESG to
elevate the protocol to Draft Standard status. Disband.
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Ongoing  Gather implementation and operational experience, revise the specification to
reflect lessons learned, and submit the protocol for Draft Standard.

Request For Comments:

RFC 1256 “ICMP Router Discovery Messages”,



3.2. INTERNET AREA

3.2.8 Router Requirements (rreq)

Charter

Chair(s):

Philip Almquist, almquist@jessica.stanford.edu

Mailing Lists:

General Discussion: ietf-rreq@Jessica.Stanford.edu

To Subscribe: ietf-rreq-request@Jessica.Stanford.edu
Archive:

Description of Working Group:

The Router Requirements Working Group has the goal of rewriting the existing
Router Requirements RFC, RFC-1009, and a) bringing it up to the organiza-
tional and requirement explicitness levels of the Host Requirements RFC’s, as
well as b) including references to more recent work, such as OSPF and BGP.

The Working Group will also instigate, review, or (if appropriate) produce ad-
ditional RFCs on related topics. To date, group members have produced draft
documents discussing the operation of routerswhich are in multiple routing
domains (3 papers), TOS, and a routing table MIB.

The purposes of this project include:

o Defining what an IP router does in sufficient detail that routers from
different vendors are truly interoperable.

¢ Providing guidance to vendors, implementors, and purchasers of IP routers.

The Working Group has decided that, unlike RFC-1009, the Router Require-
ments document should not discuss Link Layer protocols or address resolution.
Instead, those topics should be covered in a separate Link Layer Requirements
document, applicable to hosts as well as routers. Whether this group will create
the Link Layer Requirements is still to be determined.

Goals and Milestones:

Done
Done
Done
Sep 1991
Oct 1991
Nov 1991

First Internet Draft version.
Second Internet Draft version.
Third Internet Draft version.
Fourth Internet Draft version

Final Internet Draft version.

Submission for Proposed Standard.
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Internet Drafts:

“Requirements for Internet IP Routers”, 09/17/1990, Philip Almquist <draft-
ietf-rreq-iprouters-02.txt>

“Ruminations on Route Leaking”, 07/25/1991, Philip Almquist <draft-almquist-
leak-00.ps>

“Ruminations on the Next Hop”, 07/25/1991, Philip Almquist <draft-almquist-
nexthop-00.ps>

“Type of Service in the Internet Protocol”, 07/25/1991, Philip Almquist <draft-
almquist-tos-00.txt>

“Some Thoughts on Multi-Domain Routing”, 07/25/1991, Ross Callon <draft-
callon-routing-00.txt>

“IP Forwarding Table MIB”, 08/14/1991, Fred Baker <draft-ietf-rreq-forwarding-
00.txt>
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CURRENT MEETING REPORT

Reported by Philip Almquist /Consultant

RREQ Minutes

The Router Requirements Working Group held extensive meetings in Atlanta in an attempt
to resolve the remaining outstanding issues. We were mostly very successful: although a
considerable number of loose ends remain, we expect that they can be handled on the
mailing list (and, if necessary, in a videoconference). Our goal is to have a final version of
the document available in October to be formally submitted to the standards process at
the November IETF meeting.

The meetings focused on three activities:
1. Review of the Router Requirements draft (Monday, Wednesday, and Thursday).

2. Discussion of the theoretical basis of routing in border routers (Tuesday and Wednes-
day).

3. Review of a draft document describing IP type of service (Tuesday).

Some visitors from the IPLPDN Working Group asked us to consider the changes to the
IP routing architecture that they are considering, but we did not have time to hold the
extensive discussion which would have been necessary to reach consensus on that issue.

Each is described in more detail below. The Chair would like to thank Frank Solensky for
recording the decisions reached during the meeting.

Review of Router Requirements Draft
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Reported by Philip Almquist/Consultant

RREQ Minutes

The Router Requirements Working Group held extensive meetings in Atlanta in an attempt
to resolve the remaining outstanding issues. We were mostly very successful: although a
considerable number of loose ends remain, we expect that they can be handled on the
mailing list (and, if necessary, in a videoconference). Our goal is to have a final version of
the document available in October to be formally submitted to the standards process at
the November IETF meeting.

The meetings focused on three activities:
1. Review of the Router Requirements draft (Monday, Wednesday, and Thursday).

2. Discussion of the theoretical basis of routing in border routers (Tuesday and Wednes-
day).

3. Review of a draft document describing IP type of service (Tuesday).

Some visitors from the IPLPDN Working Group asked us to consider the changes to the
IP routing architecture that they are considering, but we did not have time to hold the
extensive discussion which would have been necessary to reach consensus on that issue.

Each is described in more detail below. The Chair would like to thank Frank Solensky for
recording the decisions reached during the meeting.

Review of Router Requirements Draft

The entire document was reviewed in detail. This process was considerably less contentious
than at many previous meetings, since the most divisive issues had previously been resolved.
Some of the issues included:

o The relationship between our document and the Host Requirements, and the extent
to which our document ought to replicate material found in the Host Requirements.
When (if ever) a router should believe ICMP Redirects.

Metrics for static routes.

Whether SNMP may be implemented via a proxy agent.

The security of in-band configuration mechanisms.

The allowability of IP multicast addresses in source routes.

What still needs to be done to complete the document.

e & ¢ o o o

In regard to the first issue, we concluded that overlap is generally not desirable, and that
we should work to eliminate it. The resolution of the other issues should be obvious from
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the next version of the draft.
Theory of Border Routers

The Working Group continued its discussion from previous meetings of how a router which
is in multiple routing domains can choose from among routes to the same destination
learned from different routing protocols (“route believability”) and how can it pass routing
information between multiple routing domains (“route leaking”). Our discussion of these
difficult topics was guided by several papers by Working Group members (all available as
Internet Drafts): “Ruminations on the Next Hop” and “Ruminations on Route Leaking”,
both by Philip Almquist, and “Some Thoughts on Multi-Domain Routing” by Ross Callon.

The Working Group concluded that the discussion in the papers was generally correct.
However, two issues were raised concerning the first paper:

1. The meta-lookup algorithm always picks the most specific route to any destination;
administrative policy controls are used only to choose among routes that are equally
specific. Some felt that some network managers may wish to have policy influence
route choice among routes that are not equally specific (in particular, some may wish
to emulate the result of the “Rank Ordering of Routing Protocols” approach).

2. The preference of a route is not influenced by route leaking. Some felt that this is
incorrect: the preference of a route ought to improve if the route is leaked into a
routing protocol whose default preference value is better than the original preference
value of the route.

Neither of these issues were completely resolved at the meeting, so the author was tasked
to consider them in the next version of the paper.

IP Type of Service

Philip Almquist is attempting to write an RFC on the use of the TOS bits in the IP header.
The group briefly reviewed the then-current draft (“Type of Service in the Internet Proto-
col”, available as an Internet Draft). Although the group raised some editorial concerns,
consensus on the technical content was reached with almost no debate.
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3.2.9 Special Host Requirements (shr)

Charter

Chair(s):

Bob Stewart, rlstewart@eng.xyplex.com

Mailing Lists:

General Discussion: ietf-hosts@nnsc.nsf.net

To Subscribe: ietf-hosts-request@nnsc.nsf.net
Archive:

Description of Working Group:

The Special-purpose Host Requirements Working Group is chartered to clarify
application of the Host Requirements RFCs (1122 and 1123) to systems that are
technically hosts but are not intended to support general network applications.
These special-purpose hosts include, for example, terminal servers (a “Telnet
host”), or file servers (an “FTP host” or an “NFS host”).

The Host Requirements RFCs address the typical, general-purpose system with
a varlety of applications and an open development environment, and give only
passing consideration to special-purpose hosts. As a result, suppliers of special-
purpose hosts must bend the truth or make excuses when users evaluate their
products against the Requirements RFCs. Users must then decide whether
such a product is in fact deficient or the requirements truly do not apply. This
process creates work and confusion, and undermines the value of the RFCs.
The commercial success of the Internet protocols and their use in increasingly
unsophisticated environments exacerbates the problem.

The Working Group must define principles and examples for proper functional
subsets of the general-purpose host and specifically state how such subsets affect
the requirements. The Working Group must determine the balance between an
exhaustive list of specific special-purpose hosts and philosphy that remains
subject to debate. For the most part, it should be possible to base decisions
on existing experience and implementations. The special-purpose requirements
will be stated as differences from the existing RFCs, not replacements, and will
refer rather than stand alone.

Since they define strict subsets of the Host Requirements RFCs, the Special-
purpose Host Requirements appear to be an easier Jjob and can be developed and
stabilized within 8-12 months. Most of the group’s business can be conducted
over the Internet through email.

Goals and Milestones:

Done

Mailing list discussion of Charter and collection of concerns.
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Done

Oct 1990

Nov 1990

Jan 1990
Feb 1990

Apr 1991
May 1991

CHAPTER 3. AREA AND WORKING GROUP REPORTS

First IETF Meeting: discussion and final approval of Charter; discussion and
agreement on approach, including models, format, level and type of detail.
Make writing assignments.

First draft document.

Second IETF Meeting: review first draft document, determine necessary revi-
sions. Follow up discussion on mailing list.

Revised document.

Third IETF Meeting: make document an Internet Draft. Continue revisions
based on comments received at meeting and over e-mail.

Final draft document.

Fourth IETF meeting: review final draft and if OK, give to IESG for publica-
tion as RFC.
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3.3 Network Management Area

Director(s):
e James Davin: jrd@ptt.lcs.mit.edu

Area Summary reported by James Davin/MIT

At the Atlanta meeting of the IETF, seven Working Groups of the Network Management
Area held one or more sessions throughout the week.

The SNMP Network Management Directorate reviewed four weighty MIB specifications
that had been recently reported out of Working Groups: the DECNet Phase IV MIB, the
FDDI MIB, the Bridge MIB, and the RMON MIB. The IESG announced its intention to
consider these MIBs as candidates for Proposed Standard status after final text is available.
In addition, the IESG announced its intention to consider the elevation of the Concise MIB
specification (RFC 1212) to Draft Standard status and the elevation of MIB II (RFC 1213)
to Standard status.

In addition, the Directorate conducted a special session for which the goal was identification
of functional problems with the SNMP network management framework as represented
in its core specifications. The meeting focused on identification of problems and did not
attempt to formulate solutions. Many opinions were offered, and an account of the concerns
expressed will be published.

- Remote LAN Monitoring Working Group

This Working Group reached closure on its MIB for devices that provide for remotely
monitoring ethernet LANs. Among other changes, the group decided to rename its effort to
reflect its character more accurately. Thus, what was formerly called the “RLAN MIB” will
be hereinafter called the “RMON MIB.” A new draft of the RMON MIB, incorporating the
final consensus of the Working Group and correcting deficiencies identified in Directorate
review, will be issued soon. The IESG announced its intention to consider the RMON MIB
document for Proposed Standard status.

With the production of this MIB, the work of the Working Group will be concluded. At the
Atlanta meeting, members of the Working Group expressed interest in future pProjects to
develop analogous MIB support for remote monitoring of media other than Ethernet. The
Area Director and Mike Erlinger are discussing the possibility of chartering a new Working
Group to focus on remote monitoring of 802.5 networks.

IEEE 802.3 Hub MIB Working Group

This Working Group met for the first time in Atlanta to consider the initial draft of an
802.3 Hub MIB for use with SNMP. This effort is based on work originally produced in
the IEEE. A number of issues were resolved, but some contentious ones remain, and the
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Working Group will meet again at the next IETF.
Internet Accounting Working Group

This Working Group met throughout the week at the Atlanta meeting, Of the three docu-
ments being considered in this group, the background document is completed. Discussion
on the architecture document produced a list of additions and changes that will be made
by the document editor. Work began on a document that defines a SNMP MIB to support
accounting for IP packets.

X.25 MIB Working Group

This Working Group met for the first time in Atlanta to consider the initial draft of three
MIB documents. One instruments LAPB functions; another instruments X.25 packet layer
functions; the third instruments functions related to the encapsulation of IP over X.25. A
number of issues were resolved, but a number remain. This Working Group will meet again
at the next IETF.

FDDI MIB Working Group

This Working Group reached closure on its MIB for managing FDDI networks. The final
draft of the FDDI MIB, representing the consensus of the Working Group and correcting
deficiencies identified in Directorate review, will be issued soon. The Working Group also
concluded that none of the previously contemplated trap definitions warranted standard-
ization and agreed not to consider these further. The IESG announced its intention to
consider the FDDI MIB document for Proposed Standard status.

SNMP Working Group

This Working Group discussed the most recent draft of the SMDS Interface Protocol (SIP)
MIB and recommended that, with certain changes, it be considered for Proposed Standard
status. An appropriately revised draft will be submitted for Directorate review.

This Working Group also discussed concerns recently raised by the IAB with respect to cer-
tain objects in the Ethernet MIB. The Working Group decided that the proposed course of
simply deleting the identified objects was not acceptable, but did not, in the time available,
come to any conclusion about how to treat those objects so that the Ethernet MIB could
be progressed.

A special session of the Working Group was hastily convened later in the week in hopes
of tesolving the Ethernet MIB question. Although that session did formulate a tentative
disposition for the relevant MIB objects, it is not clear that its conclusions enjoy broad
community consensus. Accordingly, an additional, final meeting on the Ethernet MIB issue
is planned for the next IETF. With this meeting, the business of the SNMP Working Group
will be concluded.
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Management Services Interface Working Group

This Working Group met at Atlanta to discuss its future. The Working Group elected to
disband, because the daunting technical problems facing the Working Group were unlikely
to be solved anytime soon, and because any broad community support for this project was
unclear.
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3.3.1 Bridge MIB (bridge)
Charter

Chair(s):
Fred Baker, fbaker@emerald.acc.com

Mailing Lists:
General Discussion: bridge-mib@nsl.dec.com

To Subscribe: bridge-mib-request@nsl.dec.com
Archive:

Description of Working Group:

The Bridge MIB Working Group is a subgroup of the SNMP Working Group,
and is responsible for providing a set of SNMP /CMOT managed objects which
IEEE 802.1 Bridge Vendors can and will implement to allow a workstation to
manage a single bridged domain. This set of objects should be largely compliant
with (and even drawn from) IEEE 802.1(b), although there is no requirement
that any specific object be present or absent.

Goals and Milestones:

Done Publish initial proposal
Done Submit an Internet Draft
Done Submit draft for RFC publication

Internet Drafts:

“Definitions of Managed Objects for Bridges”, 05/24/1991, E. Decker, P. Langille,,
A. Rijsinghani, K. McCloghrie < draft-ietf-bridge-definitions-02.txt>
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3.3.2 Character MIB (charmib)

Charter

Chair(s):

Bob Stewart, rlstewart@eng.xyplex.com

Mailing Lists:

General Discussion: char-mib@decwrl.dec.com
To Subscribe: char-mib-request@decwrl.dec.com
Archive:

Description of Working Group:

The Character MIB Working Group is chartered to define an MIB for character
stream ports that attach to such devices as terminals and printers.

The Working Group must first decide what it covers and what terminology to
use. The initial thought was to handle terminals for terminal servers. This
directly generalizes to terminals on any host. From there, it is a relatively close
step to include printers, both serial and parallel. It also seems reasonable to go
beyond ASCII terminals and include others, such as 3270. All of this results in
the suggestion that the topic is character stream ports.

An important model to define is how character ports relate to network inter-
faces. Some (a minority) terminal ports can easily become network interfaces
by running SLIP, and may slip between those states.

Given the basic models, the group must select a set of common objects of
interest and use to a network manager responsible for character devices

Since the goal is an experimental MIB, it may be possible to agree on a doc-
ument in 3 to 9 months. Most of the group’s business can be conducted over
the Internet through email.

Goals and Milestones:

Done

Done

Done

Done

Mailing list discussion of Charter and collection of concerns.

147

Discuss and final approval of charter; discussion on models and terminology.

Make writing assignments.
First draft document, discussion, additional drafts, special meeting?

Review latest draft and if OK, give to IESG for publication as RFC.

Internet Drafts:
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“Definitions of Managed Objects for RS-232-like Hardware Devices”, 11/26/1990,
Bob Stewart <draft-ietf-charmib-rs232like-02.txt>

“Definitions of Managed Objects for Parallel-printer-like Hardware Devices”,
11/26/1990, Bob Stewart <draft-ietf-charmib-parallelprinter-01.txt>

“Definitions of Managed Objects for Character Stream Devices”, 11/26/1990,
Bob Stewart <draft-ietf-charmib-charmib-01.txt>
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3.3.3 DECnet Phase IV MIB (decnetiv)

Charter

Chair(s):

Jonathan Saperia, saperia@tcpjon.enet.dec.com

Mailing Lists:
General Discussion: phiv-mib@jove.pa.dec.com
To Subscribe: phiv-mib-request@jove.pa.dec.com
Archive:

Description of Working Group:

The DECNet Phase IV MIB Working Group will define MIB elements in the
experimental portion of the MIB which correspond to standard DECNet Phase
IV objects. The group will also define the access mechanisms for collecting the
data and transforming it into the proper ASN.1 structures to be stored in the

MIB.

In accomplishing our goals, several areas will be addressed. These include:
Identification of the DECNet objects to place in the MIB, identification of the
tree stucture and corresponding Object ID’s for the MIB elements, Generation
of the ASN.1 for these new elements, development of a proxy for non-decnet
based management platforms, and a test implementation.

Goals and Milestones:

Done

Done

Done

Done

Done

Jul 1991

Review and approve the Charter and description of the Working Group, making
any necessary changes. At that meeting, the scope of the work will be defined
and individual working assignments will be made.

Mailing list discussion of Charter and collection of concerns.

Review first draft document, determine necessary revisions. Follow up discus-
sion will occur on mailing list. If possible, prototype implementation to begin
after revisions have been made.

Make document an Internet Draft. Continue revisions based on comments
received at meeting and over e-mail. Begin ‘real’ implementations.

Review final draft and if OK, give to IESG for publication as RFC.

Revise document based on implementations. Ask IESG to make the revision a
Draft Standard.

Internet Drafts:
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“DECnet Phase IV MIB Extensions”, 06/06/1991, Jon Saperia <draft-ietf-
decnetiv-mibextensions-01.txt, .ps>
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3.3.4 FDDI MIB (fddimib)
Charter

Chair(s):
Jeffrey Case, case@cs.utk.edu

Mailing Lists:
General Discussion: £ddi-mib@CS.UTK.EDU
To Subscribe: fddi-mib-request@CS.UTK.EDU

Description of Working Group:

The primary goal of the FDDI MIB Working Group is to define a MIB for
FDDI devices with objects which are based on those defined in the ANSI FDDI

specifications and are compliant with the Internet standard SMI, MIB, and
SNMP.

Goals and Milestones:

Sep 1990  “Final” initial draft of required get/set variables.
Oct 1990  Initial implementations of required get/set variables.
Feb 1991  Revised “final” draft of required get/set variables.
Mar 1991  Adoption of draft of required get/set variables.

Mar 1991  Initial draft of traps (events) and actions.
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CURRENT MEETING REPORT

Reported by Jeff Case/UTenn
FDDIMIB Minutes

The FDDI MIB Working Group met on Tuesday afternoon, July 30, 1991 in Atlanta,
Georgia. The meeting was held in conjunction with the Twenty First meeting of the Internet
Engineering Task Force.

The Chair reported on the status of the MIB document. The document has been submitted
for review by the SNMP Directorate. The next step is consideration by the IESG, followed
by the IAB.

There was a brief discussion of the experiences to date implementing the current docu-
ment. Several vendors have implemented or are implementing the current draft and will be
demonstrating interoperability at a trade show the first full week in October.

Most of the meeting was spent in detailed discussion of Version 0.1 of the Trap document.
After considerable discussion, the net result was that there is no need for a trap document.
It should be noted that this resolution would not have been possible in such a timely way
without the statesman-like efforts of Ron Jacoby and others who yielded to the majority
view in the interest of consensus.

The work of the committee is finished until the documents are ready for promotion, the IAB
has questions or comments, or work in ANSI renders our document obsolete. The Chair’s
understanding of the Area Director’s wishes is that the Working Group will continue to exist
to monitor these activities and related implementation experience. However, the Working
Group may not meet as actively as it has in the recent past.

The MIB document may be obtained via anonymous ftp from any of the Internet Drafts
directories.

Attendees

Steve Bostock
Jeffrey Case
Cho Chang
Jeff Fried
Phillip Hasse
Mark Hoerth
Ron Jacoby
Mike Janson
Kenneth Key
Tim Lee-Thorp
Ron Mackey

steveb@novell.com
case@cs.utk.edu
chang_c@apollo.hp.com
jmf@relay.proteon.com
phasse@honchuca-emh8.army.mil
mark_hoerth@hp0400.desk.hp.com
rj@sgi.com

mjanson@mot.com

key@cs .utk.edu
ngc!tim@uunet.uu.net
rem@dsiinc.com
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Keith McCloghrie

Evan McGinnis
Norman Patty
David Perkins
John Pickens
James Reeves
Anil Rijsinghani
Marshall Rose
Mark Schaefer
Anil Singhal
William Versteeg
David Waitzman
David Ward
Mark Wood
Joseph Zur

kzm@hls.com
bem@3com.com

dperkins@synoptics.com
jrp@3com.com
jreeves@synoptics.com
anil@levers.enet.dec.com
mrose@dbc.mtview.ca.us
schaefer@davidsys.com

bvs@nrc.com

djwe@bbn.com
dward@chipcom.com
markl@dsiinc.com
fibrontics!zur@uunet.uu.net
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3.3.5 IEEE 802.3 Hub MIB (hubmib)
Charter

Chair(s):

Keith McCloghrie, kzm@hls.com
Donna McMaster, mcmaster@synoptics.com

Mailing Lists:

General Discussion: hubmib@synoptics.com
To Subscribe: hubmib-request@synoptics.com
Archive: sweetwater.synoptics.com

Description of Working Group:

This Working Group will produce a document describing MIB objects for use
in managing Ethernet-like hubs. A hub is defined as a multiport repeater that
conforms to Section 9, “Repeater Unit for 10 Mb/s Baseband Networks” in
the IEEE 802.3/ISO 8802-3 CSMA/CD standard (2nd edition, Sept. 1990).
These Hub MIB objects may be used to manage non-standard repeater-like
devices, but defining objects to describe vendor-specific properties of non-
standard repeater-like devices are outside the scope of this Working Group.
The MIB object definitions produced will be for use by SNMP and will be
consistent with other SNMP objects, conventions, and definitions.

In order to minimize the instrumentation burden on managed agents, the MIB
definitions produced by the Working Group will, wherever feasible, be seman-
tically consistent with the managed objects defined in the IEEE draft standard
P802.3K, “Layer Management for Hub Devices.” The Working Group will
base its work on the draft that is the output of the July 1991 IEEE 802 plenary
meeting. The Working Group will take special cognizance of Appendix B of
that specification that sketches a possible realization of the relevant managed
objects in the SNMP idiom.

Consistent with the IETF policy regarding the treatment of MIB definitions
produced by other standards bodies, the Working Group may choose to con-
sider only a subset of those objects in the IEEE specification and is under
no obligation to consider (even for “Optional” status) all objects defined in
the IEEE specification. Moreover, when justified by special operational needs
of the community, the Working Group may choose to define additional MIB
objects that are not present in the IEEE specification.

Although the definitions produced by the Working Group should be architec-
turally consistent with MIB-II and related MIBs wherever possible, the Charter
of the Working Group does not extend to perturbing the conceptual models
implicit in MIB-II or related MIBs in order to accommodate $02.3 Hubs. In
particular, to the extent that the notion of a “port” in an 802.3 Hub is not
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consistent with the notion of a network “interface” as articulated in MIB-II, it
shall modelled independently by objects defined in the Working Group.

Because the structure of 802.3 Hub implementations varies widely, the Working
Group shall take special care that its definitions reflect a generic and consistent
architectural model of Hub management rather than the structure of particular
Hub implementations.

The IEEE Hub Mgmt draft allows an implementor to separate the ports in

a hub into groups, if desired. (For example, a vendor might choose to represent
field-replaceable units as groups of ports so that the port numbering would
match a modular hardware implementation.) Because the Working Group
Charter does not extend to consideration of fault- tolerant, highly-available
systems in general, its treatment of these groups of ports in an 802.3 Hub
(if any) shall be specific to Hub management and without impact upon other
portions of the MIB.

Goals and Milestones:

Done

Done

Distribute first draft of documents and discuss via E-mail.

Working group meeting as part of IETTF to review documents.

Sep 1991 Distribute updated documents for more E-mail discussion.

Nov 1991

with specified editing changes.

Jan 1992 Documents available with specified changes incorporated.

Internet Drafts:

“Definitions of Managed Ob jects for IEEE 802.3 Repeater Devices”, 07 /23/1991,
Donna McMaster, Keith McCloghrie <draft-ietf-hubmib-mib-00.txt>

Review all documents at IETF meeting. Hopefully recommend advancement
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CURRENT MEETING REPORT

Reported by Keith McCloghrie/Hughes LAN Systems
IEEE 802.3 Hub MIB Minutes

Since this was the first meeting of the Hub MIB Working Group, the first item of business
was discussion of the Working Group’s charter. The discussion emphasised that the focus
would be on development of a Repeater MIB. The possibility of writing a MIB to represent
a modular chassis containing multiple repeaters/ bridges/terminal-servers/etc. was seen as
a potential future work item, depending on the wishes of the NM Area Director and the
Working-Group members, but any such effort would take second place to the development
of the Repeater MIB.

Donna McMaster then gave an overview of how an initial draft of a Repeater MIB had been
produced as a literal translation from the work of the IEEE Hub Management Task Force’s
MIB. This draft and a set of proposed changes had been distributed on the mailing-list.
Some of these had been accepted, and some had been the sub ject of questions and/or differ-
ing views. Thus, a new draft had been produced having one section (section 7) documenting
its differences from the IEEE MIB, and another (section 8) documenting the outstanding
issues. This draft had also been distributed to the mailing-list, and submitted as an Internet
Draft.

After a review of the changes made so far, the Working-Group approved the consensus
reached on the mailing-list in agreeing to these changes. A suggestion was also made to
change the names of SelfTestl and SelfTest2 to be more descriptive of their function, i.e.,
non-disruptive and disruptive, respectively.

The next item on the agenda was discussion of the outstanding issues. The discussion
began with the most fundamental issue: whether or not the MIB should explicitly allow
for an agent managing multiple repeaters. Various arguments were made for each side of
the argument. Much of the discussion was intertwined with discussion of how to manage a
chassis containing multiple cards (repeaters, bridges, etc.) and having multiple (separate)
LAN segments on its backplane. '

Arguments for defining a MIB to manage just one repeater:

e The simple agent is simpler,

¢ Multiple repeaters can be managed through multiple MIB views, through proxy, or
through multiple agents.

* A single repeater doesn’t necessarily (usually?) correspond to an individual card.

e For consistency with the Bridge-MIB, which manages only one Bridge.
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Arguments for defining a MIB with the explicit ability to manage multiple repeaters:

e An agent which manages multiple repeaters is simpler.
e A single repeater doesn’t necessarily correspond to an individual card.
¢ Consistent with MIB-II’s interfaces group.

After much discussion, a straw poll has called and resulted in a 15-15 tie. Regretfully,
the meeting decided that the Working-Group would have to try to resolve the issue on
the mailing-list, and if that failed then to schedule a meeting in the September/October
timeframe, possibly at Interop.

The issue of optional tables was also discussed, and the consensus was that the distinction
between the basic and monitoring groups should be maintained.

At this point, the meeting ran out of time, and it was agreed to take up the discussion of
the remaining issues on the mailing-list.

Attendees

Steve Bostock
Howard Brown
Jeffrey Case
John Cook

Dave Cullerot
James Davin
Gary Ellis

Mike Erlinger
Bill Fardy

Jeff Fried

Shawn Gallagher
Phillip Hasse
Mark Hoerth
Ron Jacoby

Mike Janson

Ken Jones

Frank Kastenholz
Manu Kaycee
Mark Kerestes
Kenneth Key
Cheryl Krupczak
Chao-Yu Liang
Keith McCloghrie
Evan McGinnis
Donna McMaster
Lynn Monsanto
David Perkins

steveb@novell.com
brown@ctron.com
case@cs.utk.edu
cook@chipcom.com
cullerot@ctron.com
jrd@ptt.lcs.mit.edu
garye@hpspd.spd.hp.com
mike@mti.com

fardyQctron.com
jmf@relay.proteon.com
gallagher@quiver.enet.dec.com
phasse@honchuca-emh8.army.mil
mark_hoerth@hp0400.desk.hp.com
rj@sgi.com

mjanson@mot .com
konkord!ksj@uunet.uu.net
kastenQeuropa.clearpoint.com
kayceeQtrlian.enet.dec.com
att!alux2!'hawk@uunet.uu.net
key@cs.utk.edu
cheryl@cc.gatech.edu
cliang@synoptics.com
kzm@hls.com

bem@3com. com
mcmaster@synoptics.com
monsanto@eng.sun.com
dperkins@synoptics.com
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Jason Perreault perreaul@interlan.interlan.com
John Pickens jrp@3com.com

Anil Rijsinghani anil@levers.enet.dec.com
Jonathan Saperia saperia@tcpjon.enet.dec.com
Mark Schaefer schaefer@davidsys.com

Anil Singhal nsinghal@hawk.ulowell.edu

Bob Stewart rlstewart@Qeng.xyplex.com

Emil Sturniolo emil@dss.com

Bruce Taber taber@interlan.com

Geoffrey Thompson thompson@synoptics.com

Dean Throop throop@dg-rtp.dg.com

Steven Waldbusser waldbusser@andrew.cmu.edu
Philip C. Wang watadn!philQuunet.uu.net

Drew Wansley dwansley@secola.columbia.ncr.com
David Ward dward@chipcom. com

Joseph Zur fibrontics!zurQuunet.uu.net
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3.3.6 Internet Accounting (acct)
Charter

Chair(s):
Cyndi Mills, cmills@bbn.com
Gregory Ruth, gruth@bbn.com

Mailing Lists:
General Discussion: accounting-wg@wugate.wustl.edu

To Subscribe: accounting-wg-request@wugate.wustl.edu
Archive:

Description of Working Group:

The Internet Accounting Working Group has the goal of producing standards
for the generation of accounting data within the Internet that can be used to
support a wide range of management and cost allocation policies. The intro-
duction of a common set of tools and interpretations should ease the implemen-
tation of organizational policies for Internet components and make them more
equitable in a multi-vendor environment.

In the following accounting model, this Working Group is primarily concerned
with defining standards for the Meter function and recommending protocols for
the Collector function. Individual accounting applications (billing applications)
and organizational policies will not be addressed, although examples should be
provided.

Meter <> Collector <-> Application <—> Policy

First, examine a wide range of existing and hypothetical policies to understand
what set of information is required to satisfy usage reporting requirements.
Next, evaluate existing mechanisms to generate this information and define
the specifications of each accounting parameter to be generated. Determine
the requirements for local storage and how parameters may be aggregated.
Recommend a data collection protocol and internal formats for processing by
accounting applications.

This will result in an Internet Draft suitable for experimental verification and
implementation.

In parallel with the definition of the draft standard, develop a suite of test
scenarios to verify the model. Identify candidates for prototyping and imple-
mentation.
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Goals and Milestones:

Done Policy Models Examined.

Done Internet Accounting Background Working Draft Written.

Done Collection Protocols Working Papers Written.

Done Internet Accounting Background final draft submitted as an informational doc-
ument

Done Collection protocol working papers reviewed.

Done Collection protocol recommendation.

Mar 1992  Architecture submission as Internet Draft.
Jul 1992  Architecture submission as RFC

Done Architecture working papers written.

Internet Drafts:

“Internet Accounting: Background”, 05/13/1991, C. Mills, D. Hirsh, G. Ruth
<draft-ietf-acct-background-00.txt>
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CURRENT MEETING REPORT

Reported by Cyndi Mills/BBN

ACCT Minutes

o Status Review

— Internet Accounting Background Document
— Internet Accounting Architecture Document
* Reporting Format
* Rule Table
* Meter Control
~ Liason with other Activities
* SMDS
* RLANMON MIB/OPSTATS
* Interop BOF
* SNMP /Security

e Working Agenda

— Consensus on Internet Accounting Background Document
— Consensus on Internet Accounting Architecture (Reporting Format)
* Work on Rule Table
— SNMP Concerns
* Discuss Sample MIB
* Find a home for the MIB
* Security Concerns

Internet Accounting Background Document

The Working Group agreed to recommend the advance of the document to informational
RFC when the following corrections are made:

The language about security requirements needs to be made more precise. The security area
will provide a review of the amended text. Mention that the collection protocol is responsible
for providing the necessary security, and therefore details of the security mechanisms are
outside the scope of the document.

An explanation of the trade-offs between accounting on entry and exit (or both) in a router
should be included. This discussion should include examples of performance impact, billing
for offered load vs. billing for delivered load, reconciliation of counts with neighbors, and
fragmentation. Note that SMDS has chosen to count on exit only.
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Internet Accounting Architecture

The Accounting Architecture Document will be edited and then placed in the Internet-Draft
area for access before the next meeting. The Architecture Document currently covers much
of the material which was originally intended for the Meter Services Document. Mark Seger
contributed many of the ideas and deserves special mention.

In the reporting format, the current link-level address is an insufficient description. It is
amended to be the “adjacent address”, as in the address of the next lower protocol layer
carrying the internet packet. This concept should be explained in the architecture. OSPF
describes a similar adjacency and may provide a useful explanation.

The motivation for the polling vs. interval reporting discussion in the architecture document
should be made clearer.

The rule table was reviewed and will be re-issued in another format. It was agreed that
some form of rule pre-processor will probably be needed for network manager sanity.

The manner in which the rule table for internet accounting forms a tree structure should
be related to routing trees.

The notation for the rule table should be amended. The binary pattern matching scheme
should be made up of the character set “0 1 *”, where “0” requires that the corresponding
bit in the value to be searched be 0 for a match to occur, “1” that the bit be 1, and “*” where
then corresponding bit may be either 1 or 0. The overall notation should be restructured
to make the formation of a MIB easier.

Because of the limitations of SNMP, it is difficult to access accounting information in table
format. The appropriate set of protocol contortions needs to be investigated to return
accounting information accurately and efficiently.

The maximum lifetime of a flow should be determined by the managing entity rather than
by the meter. The manager must be able to maintain a clean state - e.g., insure that a
record is fetched and a new record is started for the same flow as an atomic operation. Also,
the fetched record should be stored at least temporarily (for a “short” time, “short” to be
determined by the manager) in order to allow for a retransmission (i.e., repeated request).

The mechanisms for controlling data loss should be simplified to one or two parameters. If
a meter is in danger of buffer overflow, probably the buffers will overflow and data will be
dropped before the manager can take action anyway. This need further consideration.

The flags grouping data need further definition. The notion that some group of flows may
be categorized as “expendable” (discard these flows first) or “essential” (avoid discarding
these flows if at all possible) should be further explained.

SNMP Concerns
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Jesse Walker wrote a sample MIB illustrating techniques that will be needed for expressing
the accounting reporting format in terms that are compatible with SNMP.

The possibility of including of the MIB as a subtree of the RLANMON MIB was discussed
and rejected by the Working Group. The two chief reasons for this were:

1. The RLANMON MIB is currently progressing towards draft standard and the late
addition of accounting might hinder their progress.

2. Devices other that remote LAN monitoring equipment also perform accounting func-
tions, so it is inappropriate to demand that these other devices implement the remote
LAN monitoring MIB. It was pointed out that the RLANMON MIB could be struc-
tured so that only the accounting option is present in the MIB, but this was not
considered a sufficient reason for homing the accounting MIB to RLANMON.

Internet Accounting requires that SNMP be able to dump tables in a more efficient and
atomic fashion. FTP might be a preferred method of reporting data, but not all meters can
be expected to support FTP due to memory limitations and abbreviated protocol stacks.

There are concerns that SNMP security may not be sufficient for accounting purposes.
Note change in location of list.

To join the accounting Working Group list, please send mail to accounting-wg-request@wugate.wustl.ed
with “SUBSCRIBE” in the subject line. To leave the accounting Working Group mailing
list, send mail to the same address with the subject line “UNSUBSCRIBE?.
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3.3.7 Management Services Interface (msi)

Charter

Chair(s):

Oscar Newkerk, newkerk@decwet . enet.dec.com
Sudhanshu Verma, verma@hpindbu.cup.hp.com

Mailing Lists:
General Discussion: msiwg@decwrl.dec.com
To Subscribe: msivg-request@decwrl.dec.com

Description of Working Group:

The objective of the Management Services Interface Working Group is to define
a management services interface by which management applications may ob-
tain access to a heterogeneous, multi-vendor, multi-protocol set of manageable
objects.

The service interface is intended to support management protocols and models
defined by industry and international standards bodies. As this is an Internet
Engineering Task Force Working Group, the natural focus is on current and fu-
ture network management protocols and models used in the Internet. However,
the interface being defined is expected to be sufficiently flexible and extensible
to allow support for other protocols and other classes of manageable objects.
The anticipated list of protocols includes Simple Network Management Proto-
col (SNMP), OSI Common Management Information Protocol (CMIP), CMIP
Over TCP (CMOT), Manufacturing Automation Protocol and Technical Office
Protocol CMIP (MAP/TOP CMIP) and Remote Procedure Call (RPC).

Goals and Milestones:

Done

Done

Aug 1990

Done

Initial version of the Internet Draft placed in the Internet-Drafts directory

Revised version of the draft from editing meetings placed in the Internet-Drafts
directory

Initial implementation of the prototype available for test.

Revised draft based on the implementation experience submitted to the RFC
editor.
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CURRENT MEETING REPORT

Reported by Oscar Newkerk/DEC
MSI Minutes

Minutes of the Management Services API Working Group at the Atlanta meeting of the
IETF.

The first item discussed at the meeting was the motion to dissolve the Working Group.
The reason given for this motion was that the solution that we had been developing would
require changes in areas outside of the Group’s original Charter. These areas would include
a general database/method of mapping any IETF defined MIB to both the SNMP SMI and
the ISO SMI, and a general object naming scheme that would allow for the mapping of ISO
Distinguished Names to and from SNMP variables.

The group voted unanimously to disband the Working Group and to allow the MSI API
draft document to be purged from the internet-drafts directories when they expire.

The next item discussed was a proposal from the mailing list that the Working Group reform
or reconstitute itself to produce a standard API for SNMP applications. It was suggested
by the Chair that this should be addressed by the normal process of forming a Working
Group. If there is interest in this activity, then the Area Director, James Davin, should be
approached with a proposed Charter.

Attendees

Steve Bostock steveb@novell.com

Jeffrey Case case@cs.utk.edu

Gary Ellis garye@hpspd.spd.hp.com

Shari Galitzer shari@gateway.mitre.org
Mark Kepke mak@hpcndk.cnd.hp.com

Oscar Newkerk newkerk@decwet.enet.dec.com
Marshall Rose mrose@dbc.mtview.ca.us

Mark Sleeper mws@sparta.com

David Waitzman djw@bbn.com
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3.3.8 OSI Internet Management (oim)

Charter

Chair(s):

Lee LaBarre, cel@mbunix.mitre.org
Brian Handspicker, bd@vines.enet.dec.com

Mailing Lists:

General Discussion: oim@mbunix.mitre.org
To Subscribe: oim-request@mbunix.mitre.org
Archive:

Description of Working Group:

This Working Group will specify management information and protocols nec-
essary to manage IP-based and OSI-based LANs and WANSs in the Internet
based on OSI Management standards and drafts, NIST Implementors Agree-
ments and NMF Recommendations. It will also provide input to ANSI, ISO,
NIST and NMF based on experience in the Internet, and thereby influence the
final form of OSI International Standards on management.

Goals and Milestones:

TBD

TBD

TBD

TBD

TBD
TBD

TBD
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Develop implementors agreements for implementation of CMIP over TCP and

CMIP over OSI.

Develop extensions to common IETF SMI to satisfy requirements for manage-

ment of the Internet using OSI management models and protocols.

Develop extensions to common IETF MIB-II to satisfy requirements for man-

agement of the Internet using OSI management models and protocols.

Develop prototype implementations based on protocol implementors agree-

ments, IETF OIM Extended SMI and Extended MIB.

Promote development of products based on OIM agreements.

Provide input to the ANSI, ISO, NIST and NMF to influence development of

OSI standards and implementors agreements.

Completion of the following drafts: Implementors Agreements, Event Manage-
ment, SMI Extensions, MIB Extensions, OSI Management Overview, Guide-

lines for the Definition of Internet Managed Objects.

Request For Comments:
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RFC 1095 “Common Management Information Services and Protocol over TCP/IP CMOT”

RFC 1189 “The Common Management Information Services and Protocols for the Inter-
net”

RFC 1214 “OSI Internet Management: Management Information Base”
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3.3.9 Remote LAN Monitoring (rmonmib)
Charter

Chair(s):
Mike Erlinger, mike@mti.com

Mailing Lists:
General Discussion: rmonmib@mti.com
To Subscribe: rmonmib-request@mti.com
Archive:

Description of Working Group:

The LAN Monitoring MIB Working Group is chartered to define an experimen-
tal MIB for monitoring LANs.

The Working Group must first decide what it covers and what terminology to
use. The initial thought was to investigate the characteristics of some of the
currently available products (Novell’s LANtern, HP’s LanProbe, and Network
General’s Watch Dog). From this investigation MIB variables will be defined.
In accomplishing our goals several areas will be addressed. These include: iden-
tification of the objects to place in the MIB, identification of the tree structure
and corresponding Object ID’s for the MIB elements, generation of the ASN.1
for these new elements, and a test implementation.

Goals and Milestones:

Done Mailing list discussion of Charter and collection of concerns.

Done Discussion and final approval of Charter; discussion and agreement on models
and terminology. Make writing assignments.

Done Discussion of the first draft document. Begin work on additional drafts if
needed.

Mar 1991  Review latest draft of the first document and if OK give to IESG for publication
as an RFC.
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CURRENT MEETING REPORT

Reported by Michael Erlinger/Micro Technology
Remote LAN Monitoring Minutes

The RLANMIB Working Group met on Monday, July 29th at the Atlanta IETF.
Actions: |

By consensus the group decided that the Working Group should change its name to RMON-
MIB. This better reflects the structure of the MIB being developed by the Working Group.
The Chair will change the mail list and inform the IETF administration. This change in
no way is meant to change the Charter. Such activities may take place, but that is another
issue.

By consensus the Working Group decided that the RMON MIB should begin the standards
process. This action would take place after several changes are incorporated into a new
draft.

What to Do Next

It is recognized that the RMON MIB will become a standard only through implementation.
Users and vendors were encouraged to review the MIB by implementation. Recommenda-
tions for change and modification will be driven by implementation.

The Working Group discussed possible Token Ring and FDDI activities. There was definite
interest (14 for Token Ring and 12 for FDDI), but the overlap of the two groups was high
(8). It was decided that if given a choice between the two MIBs, Token Ring was of more
immediate concern. The Chair took on the task of coordinating the development of a
Charter for a Token Ring Extensions Working Group for the RMON MIB.
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3.3.10 Simple Network Management Protocol (snmp)
Charter

Chair(s):
Marshall Rose, mrose@dbc.mtview.ca.us

Mailing Lists:
General Discussion: snmp-wg@nisc.nyser.net
To Subscribe: snmp-wg-request@nisc.nyser.net
Archive:

Description of Working Group:

Oversee development of SNMP-related activity, especially the Internet-standard
SMI and MIB. This Working Group is ultimately responsible for providing
workable solutions to the problems of network management for the Internet
community.

Goals and Milestones:

Aug 1990 Finish SNMP Authorization draft.

Ongoing  Coordinate the development of various experimental MIBs.

Internet Drafts:

“SNMP Over IPX”, 08/27/1990, Raymond Wormley <draft-ietf-snmp-snmpoveripx-
00.txt>

“Definitions of Managed Objects for the Ethernet-like Interface Types”, 09/26/1990,
John Cook <draft-ietf-snmp-ethernetmib-05.txt>

“Use of the Community String for SNMP Proxys”, 10/05/1990, Richard Fox
<draft-ietf-snmp-proxys-01.txt >

“Definitions of Managed Objects for the SIP Interface Type”, 11 /07/1990, Kaj
Tesink <draft-ietf-snmp-smdssipmib-03.txt>

“SNMP Communications Services”, 04/23/1991, Frank Kastenholz <draft-ietf-
snmp-commservices-00.txt>

“Comments on SNMP Proxy via Use of the @ sign in an SNMP Community”,
04/29/1991, Jeff Case, et. al. <draft-ietf-snmp-proxycomments-00.txt >

Request For Comments:
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RFC 1155

RFC 1156

RFC 1157
RFC 1158

RFC 1161
RFC 1162

RFC 1212
RFC 1213

RFC 1215
RFC 1229
RFC 1230
RFC 1231
RFC 1232
RFC 1233
RFC 1238
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«Structure and Identification of Management Information for TCP /IP-based
Internets”

“Management Information Base for Network Management of TCP /IP-based
internets”

“A Simple Network Management Protocol (SNMP)”

“Management Information Base for Network Management of TCP /IP-based
internets: MIB-II”

“SNMP over OSI”

“Comnnectionless Network Protocol (ISO 8473) and End System to Intermediate
System (ISO 9542) Management Information Base”

“Concise MIB Definitions”

“Management Information Base for Network Management of TCP/IP-based
internets: MIB-II”

“A Convention for Defining Traps for use with the SNMP”
“Extensions to the Generic-Interface MIB”

“IEEE 802.4 Token Bus MIB”

“IJEEE 802.5 Token Ring MIB”

“Definitions of Managed Ob jects for the DS1 Interface Type”
“Definitions of Managed Ob jects for the DS3 Interface Type”

“CLNS MIB - for use with Connectionless Network Protocol (ISO 8473) and
End System to Intermediate System (ISO 9542)”
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CURRENT MEETING REPORT

Reported by James Davin/MIT
SNMP Minutes
SIP MIB

Tracy Cox of Bellcore presented the current MIB for the SMDS Interface Protocol. It
was noted that the document largely exports those ob jects found in an SMDS switch that
conforms to the Bellcore TA for SMDS. Numerous minor editorial comments were made
and accepted.

Once this editing is complete, the Working Group recommends this document to the IESG
for consideration as a Proposed Standard.

Ether-Like MIB

Chuck Davin, the Area Director, reported that the IAB had concerns regarding the ether-
like MIB which had been produced by the Working Group and recommended by the IESG
for entry onto the standards track. These concerns were in the area of 14 mandatory objects
which might not be available on a chipset that is minimally 802.3-compliant.

The Working Group met in an ad hoc fashion the next day to edit the document to include
the objects as optional. A liaison statement for the IAB, expressing the concern of the
Working Group was unanimously adopted. (The minutes of this ad hoc group are below).

At the open plenary, the liaison statement was read. Although the ensuing discussion lasted
nearly 1-1/2 hours, some points were crystalized: the IAB Chair, Vint Cerf, noted that the
“IAB had consulted it’s 802.3 expert to consider the matter”. Vint continued by saying
that the IAB’s expert, IAB member Tony Lauck of DEC, had been on vacation, and this
delayed the disposition of the MIB. Jeffrey Case, a member of the SNMP Working Group,
disagreed with Cerf, noting that the IAB’s 802.3 expert was not on vacation—as “the IAB’s
expert in this matter was not a member of the IAB nor any of his employees, but rather the
IESG and the Working Group which produced the MIB.” Another SNMP Working Group
member, Karl Auerbach, observed that to a mean-spirited observer it might appear that
one vendor, i.e., DEC, had purposely interfered with the MIB out of self-interest. Auerbach
prefaced his remarks by indicating that he wasn’t advocating that perspective. Nonetheless
this raised several issues concerning the propriety of the IAB’s actions and their reporting
structure, which was subsequently discussed ad nauseum.

List of MIBs

Dave Perkins of SynOptics presented a comprehensive list of all known MIBs. This docu-
ment will be revised on a regular basis and likely made available via, ftp/mail.
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Implementation Reports

The Chair queried the group of their implementation of various management technologies
on the standards track:

Manager Agent

Concise Definitions high high
MIB-II high high

Token Bus ~15 1/2

Token Ring “15 4

Interface Extensions “10 5
DS1 5 1-1/2

DS3 "5 0

Because of the near-universal implementation of Concise/MIB-II, these documents are being
recommended by the Working Group to the IESG for advancement. On the remaining
documents, Manager vendors complained of a lack of agents to test with. This issue will be
raised again after the Interop SNMP Solutions Showcase. Hopefully this will provide better
implementation experience.

Minutes of the Ad Hoc Meeting
Chair: Frank Kastenholz
Date: Thursday, August 1, 1991

An ad hoc meeting of the SNMP Working Group convened the morning of August 1, 1991
to revise the Ethernet MIB according to feedback from the IAB.

The IAB, after reviewing the Ethernet MIB, expressed concern about several of the variables
of the MIB and their mandatory status. Specifically, the IAB felt that implementation of
the following variables not be required in order for an implementation to claim compliance
with the MIB:

dot3MacSublayerStatus
dot3MulticastReceiveStatus
dot3TxEnabled
dot3StatsSQETestErrors
dot3StatsDeferredTransmissions
dot3StatsLateCollisions
dot3StatsExcessiveCollisions
dot3StatsInternalMacTransmitErrors
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dot3StatsCarrierSenseErrors
dot3StatsExcessiveDeferrals
dot3StatsFrameTooLongs
dot3StatsInRangelengthErrors
dot3StatsOutOfRangelLengthFields
dot3StatsInternalMacReceiveErrors

The Working Group discussed several different strategies for revising the MIB per the IAB’s
comments. These included:

e Splitting the dot3Table and dot3StatsTable each into two tables, giving a total of four
tables. Each of the original tables would be split into a table containing the variables
acceptable to the IAB and a table containing the variables with which the IAB had
concerns.

This option was rejected when it was realized that the dot3Table would be split into
two tables, one containing two variables and the other containing three. Such small
tables were considered to be very inefficient by the Working Group.

¢ Assigning optional STATUS to the variables that the IAB had an issue with.

This option was rejected when it was explained that the unit of conformance for MIBs
is the mib group.

The Working Group settled on the following strategy:

e The Ethernet MIB will be divided into two tables. Each table will comprise a separate
MIB Group. One table will contain the objects which the IAB found acceptable and
implementation of that group will be mandatory. The second table will contain all
variables with which the JAB had an issue and implementation of that table will be
optional.

The text on the MIB document that allows returning 0 for variables for which there
is no underlying hardware support will be removed.

The Working Group believes that this MIB structure is less useful than the structure as
submitted to the IAB because the requirements for conformance have been reduced. Vendors
can implement only the mandatory group and be able to claim compliance with the MIB.
However, the Working Group believes that this group does not contain all variables that
are necessary for effective management of Ethernet-like interfaces.

The Working Group also believes that several extremely useful variables, as determined by
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implementation experience, will not be widely implemented because those variables have
been moved to the optional portion of the MIB. Specifically, implementation and operational
experience have shown the following five variables to be extremely valuable in detecting and
diagnosing network problems:

dot3StatsDeferred Transmissions
dot3StatsLateCollisions
dot3StatsExcessiveCollisions
dot3StatsExcessiveDeferrals
dot3StatsFrameTooLongs

Gu W o

The Working Group then developed the following statement for including in the the Minutes
of the meeting. The Working Group also directed the Chair to read this statement in the
open IESG meeting on August 1, 1991.

LIAISON STATEMENT

The IETF meetings, unlike others, are open. All parties, even IAB members, are encouraged
to attend and make their positions known and have them argued in the open. It is important
to appreciate that development of technology does not occur in a vacuum for a community
as large as the internet. It is also important to appreciate that the needs of the community
must be met in a timely fashion.

IETF has worked over two years on the Ethernet MIB. The MIB was approved by the
Working Group, the IETF plenary, and the IESG. Only at that late date, the IAB unilat-
erally raised issues that had been previously resolved. Because of the pressing needs of the
community we feel coerced into revising the ethernet MIB as we have done today. Unfortu-
nately the technical merit of this document has suffered owing to the lack of 802.3 expertise
available to us on such short notice. As a result of this decline in technical quality, this
document is less useful for management, and the manageability of the internet will suffer.

It must be emphasized that during the two years of preparation, numerous 802.3 experts
contributed to the process and all the issues later raised by the IAB were thoroughly dis-
cussed, repeatedly argued, and resolved to the satisfaction of the experts. We feel that
the editing session, hastily convened owing to the misplaced paternalism of the IAB, has
undone some of the work of those experts.
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3.3.11 X.25 Management Information Base (x25mib)
Charter

Chair(s):
Dean Throop, throop@dg-rtp.dg.com

Mailing Lists:
General Discussion: x25mibQ@dg-rtp.dg.com
To Subscribe: x25mib-request@dg-rtp.dg.com
Archive: dg-rtp.dg.com:x25mib/Current.Mail

Description of Working Group:

This Working Group will produce a set of three documents that describe the
Management Information Base for X.25. The first document will specify the
objects for the X.25 Link Layer. The second document will specify the objects
for the X.25 Packet Layer. The third document will specify the objects for
managing [P over X.25. The Working Group need not consider the Physical
Layer because the “Definition of Managed Objects for RS-232-like Hardware
Devices” already defines sufficient objects for the Physical Layer of a traditional
X.25 stack. Any changes needed at the Physical Layer will be addressed as part
of that activity.

The X.25 object definitions will be based on ISO documents 7776 and 8208
however nothing should preclude their use on other similar or interoperable
protocols (i.e., implementations based on CCITT specifications).

The objects in the Link and Packet Layer documents, along with the RS-232-
like document, should work together to define the objects necessary to manage
a traditional X.25 stack. These objects will be independent of any client using
the X.25 service. Both of these documents assume the interface table as defined
in MIB-II contains entries for the Link and Packet Layer interfaces. Thus these
documents will define tables of media specific objects which will have a one
to one mapping with interfaces of ifType ddn-x25, rfc877-x25, or lapb. The
objects for the IP to X.25 convergence functions will be defined analogously
with the ipNetToMedia objects in MIB II.

The Working Group will endeavor to make each layer independent from other
layers. The Link Layer will be independent of any Packet Layer protocol above
it and should be capable of managing an ISO 7776 (or similar) Link Layer
provider serving any client. Likewise the X.25 Packet Layer ob Jjects should be
independent of the Link Layer below it and should be capable of managing an
ISO 8208 (or similar) Packet Layer serving any client.

The Working Group will also produce a third document specifying the objects
for managing IP traffic over X.25. These objects will reside in their own table
but will be associated with the X.25 interfaces used by IP. These ob jects will not
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address policy decisions or other implementation specific operations associated
with X.25 connection management decisions except as explicitly described in
existing standards. These objects will manage the packet flow between

IP and the X.25 Packet Layer specifically including observation of packet rout-
ing and diagnosis of error conditions. Progress on the Link and Packet Layer
documents will not depend on progress of the IP over X.25 document. The IP
over X.25 document will proceed on a time available basis after work on the
Link and Packet Layer documents and as such the Link and Packet Layers may
be completed before the IP over X.25 work.

All documents produced will be for use by SNMP and will be consistent with
other SNMP objects, conventions, and definitions (such as Concise MIB for-
mat). To the extent feasible, the object definitions will be consistent with
other network management definitions. In particular ISO/IEC CD 10733 will
be considered when defining the objects for the X.25 Packet Layer.

Goals and Milestones:

Done

Done

Distribute first draft of documents and discuss via E-mail.

Working Group meeting as part of IETF to review documents.

Sep 1991  Distribute updated documents for more E-mail discussion.

Nov 1991

with specified editing changes.

Jan 1992 Documents available with specified changes incorporated.

Review all documents at IETF meeting. Hopefully recommend advancement
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CURRENT MEETING REP ORT

Reported by Dean Throop/Data General
X 25MIB Minutes

The X25mib Working group met on Tuesday, July 30, 1991 at the Atlanta IETF meeting.
The Working Group considered several aspects of the documents.

The Working Group first discussed adding an object identifier to identify the network to
which a LAPB interface was connected. While it was agreed such an identifier could be
provided, there wasn’t enough justification presented by any participant to warrant adding
the object. The Working Group was satisfied with the text stating that the ifdesc field for
the interface should name the network. While this isn’t very useful for network management
software, it does make the information available in some form. An explicit object identifier
can be added in the future if needed.

The Working Group then discussed the name of the x25PktStatInProviderInitiatedClears
object. This is the only counter of received clear packets and as such the name could be
simplified to x25PktStatInClears. Alternatively other clear counters could be defined. The
attendees felt that remotely initiated clears were enough a part of normal operation that
they need not be counted. Provider initiated clears however indicated a problem with the
service from the provider and did justify being counted. The consensus of the attendees was
not to add other objects. As for simplifying the name, the counter name does reflect what
the object counts. The current name also sets precedence for naming other clear counters
should future experience justify their existence. The Working Group decided to leave the
name of the object as current defined.

The Working Group also discussed the differences indicated by the different types defined
for the ifType field of an X.25 packet layer interface. A type of ddn-x25(4) indicates a
simple interface using an algorithm for translating between X 95 address and IP addresses.
An interface type of fc877-x25(5) indicates a table is used for the address translation.

The Working Group then discussed expanding the IP over X925 MIB to include objects
for X.25 call parameters. This would allow a manager to examine and change the X.25
parameters the IP over X.25 software would use to initiate an X.25 call. Tt was observed by
the group that all users of X.25 would need a similar table. As an example, the IPX over
X.25 interface will have X .25 call parameters that may be part of a future MIB. Rather
than have each user of X .25 define their own objects, a table will be added to the X.25 MIB
for X.25 call parameters. This table will include call user data, packet size, window size,
charging information, and other parameters. The table will not include the destination X.25
address. This will allow one set of parameters to apply to several different destinations.

Other discussions in Atlanta concerned broadening the use of the LAPB MIB. Since LAPB
and other Data Link protocols are very similar, the name of the LAPB MIB will be changed
to HDLC and it will be presented to other Working Groups. It maybe possible to use the
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HDLC MIB for more than just LAPB.

The HDLC, X.25 Packet Layer, and IP over X.25 draft MIBs wil] be updated and distributed
to the x25mjb@dg-rtp.dg.com mailing list for further discussion.

Attendees

Steve Alexander Steveai88.isc.com
Steve Bostock Steveb@novell.com
James Davin jrd@ptt.lcs.mit.edy
Mark Kepke make@.hpcndk. cnd.hp.com
Evan McGinnis bem@3com. com

John Pickens Jjrp@3com.com

Dean Throop throopedg-rtp.dg. com
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3.4 OSI Integration Area

Director(s):
* Ross Callon: callon@bigfut.enet.dec.com

Area Summary reported by Ross Callon/DEC
Change in Area Director

Rob Hagens has resigned as OSI Area Co-Director, effective at the end of the IETF meeting.
I have greatly enjoyed working with Rob over the last three years, and am very sorry to
see him resign as Co-Director (although Rob will fortunately continue to participate in
IETF meetings, and Co-Chair the OSI General and X.400 Working Groups). The great
growth in activity in the OSI Integration area, along with the progress that we are making
in deployment of OSI in the Internet, could not have happened without Rob’s help.

Working Groups Complete Their Mission

With the publication of the NSAP Guidelines (RFC 1237), the NSAP Working Group has
now completed its task, and has been disbanded. I would like to thank Richard Collela of
NIST for a job well done and completed. The further task of deploying NSAP addressing will
proceed along with the related task of deploying CLNP, and will therefore be coordinated
by the Network OSI Operations (NOOP) Working Group.

Also, the X.400 and X.400 Operations Working Groups have been merged. The new merged
X.400 Working Group will be Co-Chaired by Rob Hagens and Alf Hansen.

Working Group Summaries

¢ Network OSI Operations (NOOP)

The NOOP Working Group meeting was split into two parts: (1) A presentation by
Walt Lazear of Mitre about Mitre’s efforts on deploying OSI in their in-house network;

and (2) A general discussion of routing and addressing plans that have been prepared
for CLNP and NSAP addressing.

Walt Lazear’s presentation was very interesting. The bottom line appears to be that
substantial progress is being made, but that we still have a way to go before OSI will
offer a complete multi-vendor networking solution.

“Routing plans” (plans that outline the relationship between NSAP addressing and
routing for a particular environment) were distributed for Mitre, for CICNet, for DCA
(now called DISA), and for the DoD Internet. There was also a general discussion of
routing and addressing issues.
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e OSI-General

The OSI-General Working Group reviewed two sets of specifications: A specification
for an FTAM/FTP gateway, and two documents specifying operation of Connection-
Oriented/ConnectionLess interworking (CO/CL).

Robert Slaski (author of the FTAM/FTP gateway specification) was present and led
an in-depth review of the specification. The primary focus of the review was to take
into account a comprehensive list of issues that were submitted by Larry Friedman
of Digital Equipment Corporation. Robert had already incorporated a large number
of the comments received into an updated draft brought to this review. A number of
additional updates were identified, and Robert agreed to produce an updated version
of the specification.

The CO/CL specifications comprise two documents which talk about how to interwork
between OSI applications operating over three different lower layer protocol stacks:

1. TP4 over CLNP;
2. TPO over X.25;
3. TPO over RFC 1006 over TCP over IP.

Again, a set of changes were identified, and will result in updated documents.
Office Document Architecture (ODA)

The ODA Working Group is developing guidelines for the use of the Office Document
Architecture for the exchange of Compound documents (for example, including for-
matable text, bit-map graphics and geometric graphics, possibly Spreadsheets). The
Working Group is defining how to use both SMTP and X.400 for interchange of ODA
documents, and maintains close liaison with the SMTPEXT and o0six400 Working
Groups. A major part of the task of this Working Group is coordination of an ODA
pilot project, which is currently underway.

As a background for the discussions on Pilots, the current status of implementa-
tions was reviewed. Five different implementations from six different vendors were
identified, and discussed in some detail (see Working Group report for specifics). Re-
quirements for use of each implementation in the pilot project were also discussed in
detail.

X.400 Operations

Alf Hansen and Rob Hagens are now Co-Chairs of the Working Group. The most
significant work item completed by the old X.400 Working Group was an RFC de-
scribing how to use DNS to store RFC1148 mapping information. The status of this
RFC is that it is awaiting proof of concept through implementation.
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Because the two X.400 Working Groups have merged, the Working Group Charter
will be updated to add a new goal: The Working Group will attempt to drive X.400
deployment in the Internet.

A roundtable discussion of the status of current X.400 services was provided by those
Working Group members who are currently operating X.400 services.

Work continued on the X.400 Operational Requirements RFC, on “An X.400 Inter-
net Strategy” and on “Requirements for X.400 PRMD’s Operating in the Internet”.
Steve Hardcastle-Kille presented his draft RFC on ’88->’84 downgrading. He ac-
cepted comments from the Working Group and will make some minor changes to the
document. The working group recommended that this document, after minor edits,
be progressed as an RFC on the standards track. There was a detajled discussion of
the use of X.500 directory services for managing X.400 routing/mapping information.

e RFC1148bis Editing Meeting

Steve Hardcastle-Kille led an ad-hoc editing meeting to discuss the Internet Draft on
mapping between X.400 (1988)/ISO 10021 and RFC 822 (aka RFC-1148bis).

The attendees unanimously agreed that the recommendation from this meeting was
to proceed the Internet Draft on Mapping between X.400(1988)/ISO 10021 and RFC
822 to the RFC status.

This document has also been reviewed by RARE WG1 in Europe, and the Chair of
WG1 was present at this meeting.

¢ OSI Directory Services

The OSI Directory Services Working Group is now jointly in the OSI and Applications
areas.

The OSI Directory Services Working Group is active in monitoring extensive X.500-
based directory services pilot projects, and in producing a series of documents out-
lining operation of X.500 in the Internet.

Liaison reports were provided from a number of organizations, including RARE WGS3,
ISO/CCITT, OSI Implementors Workshop, North American Directory Forum, the
FOX project, the PSI White Pages project, the PARADISE project, the Australian
Academic Research Network, N ORDUNET, and the Coalition for Networked Infor-
mation.

Vint Cerf and Ross Callon reported on the status of progression of seven documents
(currently internet drafts) which are basically complete and being progressed though
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the IESG/IAB review process. Vint remarked that he expected the documents to be
published as RFCs quickly (“within a few weeks”).

Also, the general overview and strategy documents were discussed. These should be
merged. Steve agreed to combine and re-write these documents, in association with
appropriate IESG and IAB members. There was also detailed discussion of a number
of new documents. One document (Naming Guidelines) is nearing completion, and
will be submitted as an RFC following an electronic mail discussion of the final editing.
See the Working Group report for additional details.

DISI

The DISI Working Group is jointly in the OSI and User Services areas. It is covered
in the User Services area report.
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CURRENT MEETING REPORT

Reported by Erik Huizer/SURFnet
RFC1148 Editing BOF Minutes
Opening Remarks

Introduction:

Steve Hardcastle-Kille presented the most significant changes with respect to the one-before-
last version of the Internet Draft on mapping between X.400 (1988)/ISO 10021 and RFC
822 (aka RFC-1148bis). These are summarized in Appendix J.

Discussion:

There was a short discussion on the effects of X.400 addresses encoded (on purpose or
by accident) in DDA.RFC-822. The conclusion was that gateways should be able to cope
with this by unpacking the address from the DDA, and then resubmitting the address to
their tables. In a really good gateway, the body of the message will in such a case not be
converted from X.400 to RFC 822 and back again. Steve explained the proper use of the
gateway table.

Recommendation:

The attendees unanimously agreed that the recommendation from this meeting was to
proceed the Internet Draft on Mapping between X.400(1988)/ISO 10021 and RFC 822 to
the RFC status.

This document has also been reviewed by RARE Working Group 1 in Europe, and the
Chair of Working Group 1 was present at this meeting. This editing meeting was also given
authority by the X.400 Operations Working Group, which met earlier on the same day.

Attendees

Claudio Allocchio claudio.allocchio@cosine-gw.infn.it
David Brent brent@CDNnet.ca

Urs Eppenberger eppen@v

Ned Freed ned@innosoft.com

Steve Hardcastle-Kille S.Kille@cs.ucl.ac.uk

Erik Huizer huizer@surfnet.nl

Jim Knowles jknowles@trident.arc.nasa.gov

Jack Liu liu@koala.enet.dec.com

Peter Yee yee@ames.arc.nasa.gov
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3.4.1 Assignment of OSI NSAP Addresses (osinsap)

Charter

Chair(s):
Richard Colella, colella@osi3.ncsl.nist.gov

Mailing Lists:
General Discussion: ietf-osi-nsap@osi3.ncsl.nist. gov
To Subscribe: ietf-osi-nsap-request@osi3.ncsl.nist .gov

Description of Working Group:

The OSI NSAP Guidelines Working Group will develop guidelines for NSAP
assignment and administration (AKA, the care and feeding of your NSAPs).

Assuming use of existing NSAP address standards, there are two questions
facing an administration:

* Do I want to be an administrative authority for allocating NSAPs?
— how do I become an administrative authority?
* what organizations should expect to be an “administrative au-
thority” in the GOSIP version 2.0 address structure?
* where do I go to become an administrative authority?
— what are the administrative responsibilities involved?
* defining and implementing assignment procedures?
* maintaining the register of NSAP assignments.
* what are the advantages/disadvantages of being an administra-
tive authority?

e Whether NSAPS are allocated from my own or some other administrative
authority, what are the technical implications of allocating the substruc-
ture of NSAPs?

— what should be routing domains?
* implications of being a separate routing domain (how it will affect
routes, optimality of routes, firewalls and information hiding).
* organizing routing domains by geography versus by
organization versus by network topology....
— within any routing domain, how should areas be configured?
* (same implications as above).

Goals and Milestones:

Done Produce a paper describing guidelines for the acquisition and administration of
NSAP addresses in the Internet.

Dec 1990 Have the paper published as an RFC.
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Dec 1990 Have the paper incorporated, in whole or in part, into the “GOSIP User Guide”
and the FNC OSI Planning Group document.
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CURRENT MEETING REPORT

Chair: Richard Colella/NIST
Assignment of OSI NSAP Addresses

Upon publication of RFC 1237:”Guidelines for OSI NSAP Allocation in the Internet” (July
23, 1991), the Assignment of OSI NSAP Addresses Working Group concluded it’s business.
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3.4.2 Network OSI Operations (noop)

Charter

Chair(s):

Susan Hares, skh@merit.edu

Mailing Lists:
General Discussion: noop@merit.edu
To Subscribe: noop-request@merit.edu

Archive:

Description of Working Group:

The working group is chartered to work on issues related to the deployment of
CLNP in the Internet. Initial activities include both deployment planning and
education of regional and other conencted networks.

Initial planning efforts include the development of routing and management

plans.

Goals and Milestones:

Aug 1991

Aug 1991

Ongoing

Nov 1991

Nov 1991
Nov 1991

Create tutorials for CLNP QOSI routing protocols, including ES-IS, CLNP, IS-
IS, and IDRP.

Collect OSI Routing and Addressing plans into a Repository. Make the plans
available at Merit.edu:/pub/iso/noop/plan

Provide a forum to discuss these OSI Routing plans by email or in group dis-
cussions

Collect a list of OSI Network Utilities available in the public domain and from

vendors. This list will be passed over to the NOC tools group effort for joint
publication.

Collect list of OSI Network Layer NOC tools and publish a list.

Collect Methods of OSI Network Layer Debugging and write a document de-
scribing these methods.
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CURRENT MEETING REPORT

Chair(s): Sue Hares/Merit

NOOP Minutes

Report not submitted. See Area Report for summary.

Attendees

William Barns
Randy Butler
Ross Callon
Richard Colella
Curtis Cox

Tom Easterday
Arlan Finestead
Peter Ford
Vince Fuller
Robert Hagens
Tony Hain
Susan Hares
Eugene Hastings
Paulina Knibbe
Bobby Krupczak
Walter Lazear
Daniel Long

Karen O’Donoghue

Joe Ragland
Yakov Rekhter
Ron Roberts
John Scudder
Mark Sleeper

Michael St. Johns

Ross Veach
Linda Winkler
Cathy Wittbrodt

barns@gateway.mitre.org
rbutler@ncsa.uiuc.edu
callon@bigfut.enet.dec.com
colella@osi3.ncsl.nist.gov
ccox@wnyose.nctsw.navy.mil
tom@cic.net
arlanf@ncsa.uiuc.edu
peter@lanl.gov
vaf@stanford.edu
hagens@cs.wisc.edu
alh@es.net

skh@merit.edu
hastings@psc.edu
knibbe@cisco.com
rdk@cc.gatech.edu
lazear@gateway.mitre.org
long@nic.near.net
kodonog@relay.nswc.navy.mil
jrr@concert.net
yakov@watson.ibm.com
roberts@jessica.stanford.edu
jgs@merit.edu
mws@sparta.com
stjohns@umd5.umd . edu
rrv@uiuc.edu
lwinkler@anl.gov
cjwlnersc.gov
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3.4.3 OSI Directory Services (osids)

Charter

Chair(s):

Steve Kille, S.Kille@cs.ucl.ac.uk

Mailing Lists:
General Discussion: ietf-osi-ds@cs.ucl.ac.uk

To Subscribe: ietf-osi-ds-request@cs.ucl.ac.uk
Archive:

Description of Working Group:

The OSI-DS group works on issues relating to building an OSI Directory Service
using X.500 and its deployment on the Internet. Whilst this group is not di-
rectly concerned with piloting, the focus is practical, and technical work needed
as a pre-requisite to deployment of an open Directory will be considered.

Goals and Milestones:

Done

Done

Definition of a Technical Framework for Provision of a Directory Infrastructure
on the Internet, using X.500. This task may later be broken into subtasks. A

series of RFCs will be produced.

Study .iie relationship of the OSI Directory to the Domain Name Service.

Ongoing  Maintain a Schema for the OSI Directory on the Internet

Ongoing

NIST, CCITT/ISO IEC, North American Directory Forum.

Internet Drafts:

“X.500 and Domains”, 01/31/1990, S.E. Kille <draft-ucl-kille-x500domains-
03.txt, or .ps>

“A String Encoding of Presentation Address”, 01 /31/1990, S.E. Kille <draft-
ucl-kille-presentationaddress-03.txt, or .ps>

“An Interim Approach to use of Network Addresses”, 01/31/1990, S. Kille
<draft—ucl-kille-networkaddresses-04.txt, or .ps>

“The COSINE and Internet X.500 Schema”, 11/26/1990, P. Barker, S. Kille
<draft-ietf-osids-cosinex500-05.txt >

“Replication and Distributed Operations Extensions to Provide an Internet

Directory using X.500”, 11/26/1990, S. Kille <draft-ietf-osids-replsoln-03.txt,
or .ps>

Liaisons should be established as appropriate. In particular: RARE WGS3,
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«Using the OSI Directory to Achieve User Friendly Naming”, 11 /26/1990, S.
Kille <draft-ietf-osids-friendlynaming-02.txt, or .ps>

“Replication Requirement to Provide an Internet Directory Using X.5007, 11/26/1990,
S. Kille <draft-ietf-osids-replication-03.txt, or .ps>

“Handling QOS (Quality of service) in the Directory”, 03 /20/1991, S.E. Kille
<draft-ietf-osids-qos-01.txt, or .ps>

“Naming Guidelines for Directory Pilots”, 03/21/1991, P. Barker, S.E. Kille
<draft-ietf-osids-dirpilots-01.txt, .ps>

«“DSA Naming”, 03/21/1991, S.E. Kille <draft-ietf-osids-dsanaming-00.txt, or

.ps>

“Schema for Information Resource Description in X.500”, 06/14/1991, Chris
Weider <draft-ietf-osids-resdescripx500-00.txt>

“Schema for NIC Profile Information in X.500”, 06/14/1991, Chris Weider,
Mark Knopper <draft-ietf-osids-nicprofilex500-00.txt>

“Interim Directory Tree Structure for Network Infrastructure Information”,
06/14/1991, Chris Weider, Mark Knopper, Ruth Lang < draft-ietf-osids-treestructure-
00.txt>

«Directory Requirements for COSINE and Internet Pilots (OSI-DS 18)”, 07/09/1991,
S.E. Hardcastle-Kille <draft-ietf-osids-requirements-00.txt, .ps>

“Generic Security Service Application Program Interface Overview and C bind-
ings”, 07/10/1991, John Wray <draft-ietf-cat-secservice-00.txt>
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INTERIM MEETING REPORT

Reported by Steve Kille/UCL
OSIDS Minutes

Minutes of the Third IETF Directory Services (OSI-DS) Working Group Videoconference
(April 11, 1991).

Agenda

This meeting was held as a videoconference at four sites: BBN; SRI (RIACS facility); ISI;
UCL. Minutes were taken at each site, and this note is a compilation of those Minutes. In
addition, there was a phone-in from Merit. The meeting was an interesting “first” in use of
the videoconference technology in that:

e It was not a videoconference about videoconferencing
¢ Four sites were involved, one not in the US
e There were more than one or two participants at each site

This is a joint meeting with members of RARE WGS3.

Pilot Activity

¢ PARAD’SE (David Goodman)

PARADISE is a sub-project of the broader COSINE project sponsored under the um-
brella of EUREKA by eighteen participating countries and aimed at promoting OSI
to the academic, industrial and governmental research and development organizations
in Europe. The countries involved are those of the EC, EFTA plus Yugoslavia.

The partners funded by PARADISE besides UCL are:

— The Networks Group at the University of London Computer Centre (ULCC),
which is a service-oriented organization providing a range of facilities to the
academic community in London and the entry point into the UK for IXI, the
COSINE international X.25 backbone;

— X-Tel Services Ltd, a software company based in Nottingham which currently
provides service support to the UK Academic X.500 pilot; and

— PTT Telematic Systems from the Netherlands, which in turn has subcontracted
the Swiss and Finnish PTTs, and whose involvement is to create a forum for
discussion on X.500 among the European carrier administrations.
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The project also aims to have representation from all the participating countries,
which in the majority of cases are the existing X.500 national pilots. Of the 18
countries involved, 12 are registered in the tree, including Ireland and Italy whose
nodes were taken up this month. Most countries are using the QUIPU implementation
developed at UCL. However, a French group have developed PIZARRO, which will
form the basis of the emerging French pilot and, in Italy, a Torino-based company
Systems Wizards are using DirWiz, which is currently the sole representative from
Italy in the tree.

PARADISE recently announced an operational service providing a central configu-
ration DSA with connectivity via IPSS, IXI, JANET (UK Joint Academic Network)
and the Internet. This DSA contains the “root of the world node” and provides the
glue at the top of the international DIT. By this summer a central DUA will be
installed with public access via ULCC. Multilingual versions of this interface will be
made available later in the project. Both these central services will be provided by
ULCC, which will be offering a help desk with telephone and e-mail support.

FOX (Bob Braden, Steve Hotz)

Bob Braden remarked that the Internet funding agencies, as well as the IAB, were
anxious to see an X.500 directory service infrastructure in the Internet, and that the
FOX project was working toward this goal. He further noted that the FOX project
wants to make every effort to make certain that it’s effort are aligned with X.500
activities in other communities.

Steve Hotz commented on the recently released directory activities report (for Internet
and other North American efforts) that appeared in the March Internet Monthly
Report. He asked for comments regarding contents of the report, additional efforts
that should be contacted, and ideas on where else it should be distributed, in addition
to the IMR.

Steve announced that the FOX project has scheduled a phone conference for Wed.
April 17th.

The FOX project is a DARPA and NSF funded effort to provide a basis for operational
X.500 deployment in the NREN /Internet. This work is being carried out at Merit,
NSYERNet/PSI, SRI and ISI. ISI is the main contractor and responsible for project
oversight.

There are two primary thrusts of the FOX project:

1. X.500 Infrastructure

It is important that multiple interoperable platforms be available for deploy-
ment. FOX plans to examine and test the interoperability of the Quipu and
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NIST-X.500 (Custos) implementations, and DNANS-X.500 if possible. In addi-
tion, FOX will explore X.500 interfaces to conventional database systems (one
target is Sybase), an alternate OS platform (VM) for X.500 servers, and X-
window based user interfaces.

2. X.500 Applications

A long-range goal is to facilitate the use of X.500 for real Internet applications.
FOX will first focus on making network infrastructure information available
through X.500. This includes network and AS site contacts, topology informa-
tion, and the NIC WHOIS service.

A centrally managed X.500 version will be the first phase of a WHOIS service.
Providing an X.500 version of a well-known widely-used service should promote
the use of X.500 by Internet users. In addition, this effort will provide experience
in designing X.500 applications. However, the manageability of this scheme will
be short-lived, so the next step will be a design for a distributed version of

WHOIS.

¢ RARE WG3 (Erik Huizer)

Erik pointed out that WG3 was not a pilot activity, but rather an engineering group
whose activities parallel those of IETF OSI-DS. WG3 is the directory services sub-
group of the COSINE project, whose purpose was to handle technical aspects of di-
rectory service deployment. In the future, issues such as privacy, data management,
and data update will receive more focus.

He mentioned the efforts of the P2.2 project in user information services to build a
meta-information server, which would contain data about network services worldwide.
A commercial company (Level-7) has been contracted to provide this service.

e NADF (Einar Stefferud)

Einar announced the release of NADF-123, a document on the organization of the
North American DIT, and that they are currently soliciting comments.

NADF-123 specifies that the current civilian infrastructure be used to organize the
DIT, and pointed out some of the difficulties with other structures. In particular, U.S.
organizations are registered at a state level, so difficulties arise if one were to nor-
mally place entities under the country level. NADF-123 proposes multiple-attribute
RDNs to allow organizations that, in addition, want to be listed at the country level.
This scheme deals with possible name conflicts that may result from multiple entities
registered in different states.
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S.K. Asked about timetable to build conforming directory services? E.S. Replied that
different service providers vary widely in the stage of development of their services.
What matters is the time when someone mounts the first shared DS.

NADF has also gotten directory providers to agree that they will share information
about the DIT. Einar commented that this was a significant milestone.

Monthly Reporting

Hotz is working to coordinate the US submission; he offered that he had not had a chance
to coordinate the International report with Goodman.

Goodman suggested model that complete status be given every six months and that incre-
mental reports be given bimonthly.

Discussion followed regarding whether reports should be given by country. The Internet
is international, whereas the DIT is structured by country. Goodman suggested that each
country’s efforts be summarized and an Internet summary be included as well. Hotz is
working with OIW-DS to include their report as well.

Management of experimental object identifiers

Problem identified — experimental ids admitted to schema are changed; this forces a fast
update cycle of document

Points:

1. No fundamental need to change oid when put into schema, but is a management
problem.

2. Changing oid gives it an identity with schema.
3. Mixing concept of registry vs library of oids. Suggestion that library id numbers be

created and given out with each.

Kille moved that Barker reflect the idea of 1 plus 3 in the schema document.

Discussion continued regarding:

1. The transition of oids from informal to formal. No conclusions.

2. TANA model. JANA process is mechanical, Kille feels that a purely administrative
approach to the schema is not advisable — technical and aesthetic concerns must be
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incorporated as well. No conclusions.

Activities Documents

Hotz discussed further status of the North American and Internet activities activities report.
He indicated that he was talking with Einar about including entries for ANSI USA RAC
and SG-D MHS-MD, and Youbong Weon-Yoon about OIW DSSIG reports.

David Goodman discussed the tentative plans for an international report, which is to be
produced either every two or three months. Goodman asked Hotz if he would provide a
summary for the Internet and other US activities. Hotz agreed, and asked for guidance in
what was needed. Hotz and Goodman will continue off-line.

Management of Experimental Object IDs

There is some question whether (and how) provisions should be made for very fast allocation
of OIDs for experimental efforts, in light of the consequent revocation problems. This is not
facilitated by the current mechanisms for including new OIDs into the standard schema.

Stefferud commented that a plan which included reassignment of OIDs is a bad idea, as has
been seen before with other assigned numbers.

Braden suggested that IANA be assigned an OID space and that mechanisms, already in
place to assign Internet numbers, be used to allocate OIDs.

A comment from UCL was that this approach would lead to many name spaces, and this
could make to various problems in managing the globally standard OIDs. How would one
know where to find all of those currently supported?

Paul Barker noted that different OID requests and their intended applications had differ-
ent characteristics, and that it might be possible to decide on a case-by-case basis which
mechanism should be used. ACTION ITEM: Paul Barker will write this idea up.

Kille pointed out that the OID aliasing mechanism in Quipu could be used to facilitate
transition when OIDs are reassigned. He added that maybe this mechanism should be
required in directory pilots.

Einar has a document concerning number assignment. He will distribute it via email, where
this topic can be further pursued.

Braden commented that a directory services requirements document, in a similar vein as
the host and gateway requirements documents, would be useful. Among other things, this
could document the OIDs required to interoperate, and solve the question of where to look
for the officially required OIDs.

Kille expressed concern that this would only document Internet requirements and not be



210 CHAPTER 3. AREA AND WORKING GROUP REPORTS

sufficient for international needs.

Braden pointed out that one needed to start somewhere and that this was an IETF working
group meeting. He went on to note that the Internet is an international activity, and is
growing more so. Einar Stefferud commented that the Internet will only remain an American
effort so long as the European community insists that it is.

Kille asked about who should be responsible for producing a requirements document.
Braden replied that this decision should be taken up with the IESG coordinator.

Document Status

Steve Kille organized this topic into three areas: strategy document, IETF OSI-DS docu-
ments, and others.

e Strategy Document

Steve Kille noted that this has been submitted as an RFC. Bob Braden, who is serving
as interim RFC editor will help see this along. Braden and Kille will follow this up
off-line.

o IETF OSIDS Documents

Steve Kille enumerated these seven documents. Braden inquired about the plans for
progressing these documents.

— scheme document - standards track

— interim network names - standards track

— representing presentation addresses - info only, maybe standards??

— replication requirements - statement, info only

— replication solutions - standards

— user friendly naming - standards

— X.500 and domain names - experimental, maybe standards track later??

Braden indicated that he believed some of these should be offered as experimental
RFCs now. Kille ask for a clarification of experimental versus standards track RFCs.
Braden pointed out that there was not a strong relationship between experimental
and standards track RFCs. It is not the case that standards track RFCs always (or
never) start out as experimental.

Other documents

e Naming Guidelines

Paul Barker discussed the addition of support for multilingual names, adding that it
requires considerable effort. As an example, one can consider names of organizational
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units and departments. One would want people worldwide to be able to understand
these attributes. This suggests multi-lingual tagging of commonly used names. The
various structuring of human names is another issue to be resolved.

Einar Stefferud remarked that it would be an unacceptable burden to have every
directory understandable in every other language.

It was suggested that a language attribute could be included to indicate what lan-
guages are supported. This raises the need for OIDs for each language; national
OIDs would not be appropriate since there are many more languages and dialects
than countries.

The question was raised about how one would name multi-national organizations.
Einar commented that NADF-123 document dealt with multi-state organizations in

the U.S., and that an analogous scheme could be used for international organizations.

Kille commented that any structure could work, but was concerned with how well
they would work, and the technical impact that they might have.

¢ Representing Network Information

Mark Knopper asked if there were any questions or comments on the Network Infras-
tructure Schema document that was distributed some time ago.

Kille commented that the flat space was not scalable, and that it should match
hierarchical network number structure.

Braden pointed out that there was no hierarchical structure in Internet network num-
bers; it is a flat space.

Ruth Lang commented that it is recognized as an interim scheme to serve current
needs.

The question of how to name networks was raised.

Einar suggested that network names were user friendly, and the NICs names would
be bad choices. Mark pointed out that most networks do not have official names, and
using an ad hoc name for the RDN was not suitable.

Kille questioned whether numbers were more friendly than network names. He
pointed out that network numbers were not technologically independent, and ex-

pressed concern that this could lead to inconsistent naming of networks.

Hotz commented that the lack of network names was perhaps a more general problem
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that the Internet needed to address. A mechanism for mapping network numbers to
names exists within the DNS, but is not frequently used.

Einar suggested that the network number be used as the RDN, and the name be
included for searching. Kille suggested that the opposite would work just as well, and
would make for more user-friendly names.

This is to be discussed further off-line.
e NADF-123
This was discussed somewhat during the NADF report.

Kille remarked that using the old structure (civilian infrastructure) could put entities
in very unnatural places, making it difficult for those outside the structure to find
things.

Einar emphasized that everything in the U.S. has a registered name already in the
current infrastructure, and that renaming/registration expressly for purposes of di-
rectory services would be unlikely.

Einar pointed out that the underlying notion is that the right to register and obtain
a name is different the the right to be listed in parts of the DIT. Organizations will
naturally want to be listed in the places where others will look for them.

Kille commented that he would like to see experience with this architecture before
incorporating it into the naming guidelines.

DISI and OSI-DS

Knopper raised question regarding the roles of both groups. Kille responded that he sees
DISI tackling operational issues, technical administration and issuing related technical spec-
ifications. OSI-DS deals with technical issues related to DS.

Meeting Administrivia
Steve Kille asked for comments about the usefulness of the videoconference meeting.

Bob Braden said that this videoconference was unusually bad. Usually a videoconference
rates a 7 or 8 on a scale from 1 (email) to 10 (in person), this one only rated a 4.

Most other comments ranked the videoconference somewhere between email and in person.
Opinions varied on its usefulness compared to a phone conference.

One of the UCL folks commented that traveling to a teleconference site was unsatisfying,
particularly with the quality of this one. If one had to make the effort to travel, one might
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as well meet in person.

This raised the subject of U.S./European collaboration. Someone noted that IETF meetings
are rather well attended by Europeans, but conferences and working group meetings in
Europe do not receive a similar level of U.S. participation.

Braden pointed out that many U.S. participants traveled on government funds, and that
the cost of European trips is, unfortunately, not viewed in a particularly favourable light.

Steve Kille will take comments about the videoconference into consideration when deciding
if and when it would be appropriate again.

To wind up there was a discussion to see if people thought the meeting useful.
BBN: Not as good as a face to face meeting, but better than email.
RIACS: Might be more effective to choose a few items and discuss to focus on the issues.

ISI (Bob): Technical quality apalling - too much delay. Echo annoying. Sound poor. Scale:
email ~ 1, in person — 10, then generally video — 7, but this time — 4 due to the delay and
quality. on line terminal may help.

UCL (SEK): “interesting”, some useful discussion. Presentations did not work. If material
becomes too technical, the interchange did not work.

AOB

DUA on VMS - one will be publically available soon. It was developed in Spain.
Next Meeting

This will be at the IETF Meeting in Atlanta, in the week of 29th July.

[ believe that the meeting was useful, although it did not fulfill all expectations. The long
delays were a serious problem.

I found the meeting very stressful to chair, despite a very high level of cooperation from
each site.

Getting Minutes taken at each site was a disaster. The major reason for the delay in
producing these Minutes was the problem of merging four similar but different pieces of
text. There should only be one minute-taker, perhaps supplemented by notes from each
site. Comments on the videoconference were provided by a number of people, and this was
useful.

Attendees

Paul Barker
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CURRENT MEETING REPORT

Reported by Steve Hardcastle-Kille/UCL and Tim Howes/UMICH
OSIDS Minutes

Agenda

Introduction and Welcome

Chair Steve Hardcastle-Kille called the meeting to order after some furniture moving at
9:42am.

Previous Minutes

The Minutes from the February meeting at SRI and the May video conference were accepted
without change.

Liaison Reports
* RARE WGS3 (Erik Huizer - RARE)

RARE WGS3 has had one meeting since the last OSL.DS meeting. Erik reported the
following:

— PARADISE has now taken over operation of the COSINE X.500 pilot project.

— The next RARE WG3 meeting will be in Zurich from 9 /30 to 10/2. The meeting
will include demos of lots of X.500 DUAs (for Macs, Unix, VMS, etc). Others
are encouraged to attend and to contact Erik about bringing a DUA to demo.
Erik also mentioned that there is the possibility of making funds available to
someone from the US for the trip.

¢ ISO/CCITT (Steve Hardcastle-Kille in lieu of a representative)

There will be one more meeting before the 1992 white book comes out. This meeting
will be in Berlin.

¢ OIW (Russ Wright - LBL)

Russ reported that at the OSI Implementors Workshop the following agreements had
been reached:

— Change the maximum APDU size to 256K (up from 32K),
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— Up the 6 line by 30 character postaladdress limit to 6 lines by 60 characters (see
mtr’s report below).

o NADF (Marshall Rose - unaffiliated)

Marshall passed out a revised copy of the US Naming Scheme document now known
as NADF 175 and reported the following:

NADF 175 will be submitted as an RFC soon.

|

— NADF naming documents can be obtained from tymer@mcimail.com
— NADF naming documents can be obtained from tymer@mcimail.com

— NADF naming documents can be obtained from tymer@mcimail.com

The NADF expects to sponsor a pilot to test its agreements sometime in first
quarter 1992.

_ The NADF was not pleased to hear about the OIW agreement about a posta-
laddress. Apparently, postaladdress limits are determined by a separate inter-
national agreement and cannot simply be changed to suit X.500. After some

discussion, it was decided that OSI-DS should support the standard (i.e., 6 by
30) definition.

e FOX (Steve Hotz - ISI)

Steve reported the following FOX activities:

— Approximately 85K NIC WHOIS entries are now online in SRI’s DSA.

— SRI is also working on a lightweight application to access this information in
X.500.

SRI and Merit will work together to provide replication of the WHOIS informa-
tion.

There are now RFC and FYI document subtrees under o=Internet.

— Merit has put a Site Contacts database online under o=Internet, which the
NSFNet network operations center is using.

— Merit has also begun to put NIC profile information online.
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o PSI White Pages (Wengyik Yeong - PSI)
Weng reported that the PSI WPP would be focusing on four areas in the near future:
— Increasing reliability (through probing, e.g.)
— Transition to NADF naming scheme
— Transition to the OSI-DS DSA naming scheme

— Upgrading all pilot members to ISODE/QUIPU 7.0

e PARADISE (Steve Hardcastle-Kille - UCL)

Steve reported that the PARADISE project was doing the following:

— Running the world-wide root DSA at ULCC (Giant Tortoise)
— Running a DUA service at ULCC for European organizations
— Producing a glossy report jhow can people get a copy of this???;

— Helping other implementations, in particular Pizarro, join the pilot

* AARN (Steve Hardcastle-Kille in lieu of a representative)
Steve reported that there is a funded directory service pilot started in the Australian
Academic Research Network and that they will be sending a representative to future

OSI-DS meetings. Graham Rees at the University of Queensland is the AARN contact
person.

e NORDUNET (Geir Pedersen - NORDUNET)

Geir reported that a directory services group is operating within NORDUNET. The
group focuses on promotion of the directory within the Nordic countries.

¢ CNI (George Brett - CNI)

Coalition for Networked Information:

— Members include Association for Research Libraries, CAUSE (administrative
computing) and EDUCOM (academic computing).
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7 Working Groups: commercial publishing, non-commercial publishing, stan-
dards and architecture, management and professional education, K-20 educa-
tion, directories and networked research centers (user services people).

— George Brett and Peggy Seiden are involved in the directory Working Group.
They are interested in a top node or directory of directories, and bibliography of
bibliographies. They currently have a flat file, and are now working on an X.500
implementation with Merit. Also looking at a WAIS database. The Merit work
involves a schema to represent the library of congress enhanced MARC record.

— Documentation on CNI’s activities includes an article in Cause & Effect, v14no2,
summer 1991. The Minutes of their last meeting can be made available to the
list by George. There is also a listserv list called cnidir-1.

— Art St. George of CNI is interested in K-12 use of networking.

Internet Resource Descriptions in X.500 Document (OSI-DS 17)

After much discussion, the general consensus on this document was that it needs to be
rewritten with a more object-oriented approach. The feeling was that the object class for
an Internet Resource should be broken up more in line with the standard’s description of
auxiliary and structural ob ject classes.

Document Progression

Vint Cerf reported that all the technical RFCs were close to publication and would be
out in “a matter of weeks”. Because of the general importance to the Internet community
of deploying a Directory Service, the overview and strategy documents should be merged
and their scope widened. It was agreed that Steve H-K should revise the document, in
association with appropriate IESG and IAB members. Review should be done via email,
and that a separate subgroup not be formed.

The scope of the Working Group was also considered, and the group was favourable to
moving the activity out of the OSI area and into the Applications area.

OID Assignment (OSI-DS 10, RFC 1239)

It was decided that the existing OIDs will stay. A small debate followed about whether
the current naming authority (under UCL) was ok, or whether it should be changed to
the IANA. It was agreed that OIDs are just numbers, so the assignment authority is less
important than stability. Currently assigned OIDs should not be adjusted. This had already
been agreed between Steve H-K and Jon Postel. New OIDs would probably be assigned
under an IANA subtree, subject to consensus with non-Internet users of this schema. It
was agreed that this document could and should progress rapidly to RFC.
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Requirements Specification Document (OSI-DS 18)

This document had been drafted after an agreement at the videoconference. After some
discussion, it was agreed that a document of this nature would be important in the future,
but was premature. It should be put on ice for now.

More Resources Description Document Discussion

Mark Knopper of Merit said he was interested in putting NSAPs in the DIT and doing
reverse lookups. Along with Chris Weider, he volunteered to write something up by mid-
September on how to do this.

NIC Profile Information Document (OSI-DS 16)

After some discussion, it was agreed that Chris Weider should rewrite this document along
the same object-oriented lines as discussed previously. There was also some discussion
about how this information should be organized in the DIT, since some NICs are real
organizations, others aren’t, some are listed in other parts of the tree, others aren’t. Steve
H-K drew a diagram describing a structure that could accommodate both situations, and
it was generally approved.

K-12 Schema Document

It was agreed that this document suffered from the same ob ject-oriented concerns as the
others and should be rewritten. Also, it was decided that a companion document addressing
DIT structure for these objects should be produced. Chris Weider and Mark Knopper were
elected for both tasks.

Network Infrastructure Information in X.500
This document is already being rewritten and was not discussed.
Pictures in the Directory

Russ Wright presented a brief overview of the problem (summary: the g3fax format is
bad), and a potential new format that is better (JPEG). It was agreed that JPEG is a step
forward, but more study is needed on the transition path, potential size limits, etc. Russ
Wright, Peter Yee, Tim Howes, and Mark Smith (in absentia) volunteered to look into these
issues.

Quality of Service (OSI-DS 15)

The QOS definitions were generally accepted, and the next step is to start making use of
these attributes now that the syntax handlers are available in QUIPU 7.0. Russ Wright,
Erik Huizer, and Tim Howes volunteered to try incorporating QOS into some DUAs to gain
some experience with its use. All of the represented pilots agreed to install the appropriate
attributes into their DITs. Both efforts were needed to make an effective test of the Internet
Draft. The Internet Draft should not be submitted as an RFC until results of this piloting,
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and probable modifications to the Internet Draft, had been done.
NADF Naming Document

NADF 175 is now considered Stable and a Good Thing by NADF, and will be released as
an RFC Real Soon Now.

Naming Guidelines Document (OSI-DS 12)

After some discussion about multi-national organization naming, it was agreed that this
document should be progressed to RFC status pending ironing out of some minor issues
which will be done via email.

AOB

Erik Huizer made a request for someone from the US to look into issues involving secu-
rity /privacy laws in the US that might relate to X.500. This is something that has come
up several times in Europe.

Next Meeting
Steve would like to have the next OSI-DS meeting around Interop.

Summary of Action Items

George Brett: Find out how to get CNI documents and send this information to the
osi-ds list.

e Mark Knopper, Chris Weider: Write a paper describing how to store NSAP informa-
tion in the DIT (mid-September).

e Chris Weider: Rewrite Resource Description paper.
e Chris Weider: Rewrite NIC Profile paper.
o Mark Knopper, Chris Weider: Rewrite K-12 Schema paper.

e Mark Knopper, Chris Weider: Write a companion paper to the K-12 Schema paper
describing the suggested DIT structure.

e Russ Wright, Peter Yee, Tim Howes: Experiment with JPEG photos in the Directory.

e Russ Wright, Erik Huizer, Tim Howes, others: Incorporate QOS into DUAs and pilot
exercises.

e Steve Hardcastle-Kille/Paul Barker: Initiate an email discussion on the Naming
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Guidelines document and progress it to an RFC when all concerns have been ad-

dressed.

¢ Steve Hardcastle-Kille: Schedule the next OSLDS meeting at or around Interop.

e Steve Hardcastle-Kille: Produce new strategy/overview document.
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3.4.4 OSI General (osigen)
Charter

Chair(s):
Robert Hagens, hagens@cs.wisc.edu
Ross Callon, callon@bigfut.enet.dec. com

Mailing Lists:
General Discussion: ietf-osi@cs.wisc. edu
To Subscribe: ietf-osi-request@cs.wisc.edu
Archive: janeb.cs.wisc.edu: /pub/archives/ietf_—osi

Description of Working Group:

Help facilitate the incorporation of the OSI protocol suite into the Internet, to
operate in parallel with the TCP /TP protocol suite. Facilitate the co-existence
and interoperability of the TCP /TP and OSI protocol suites.

Goals and Milestones:

Done Specify an addressing format (from those available from the OSI NSAP ad-
dressing structure) for use in the Internet. Coordinate addressing format with
GOSIP version 2 and possibly other groups.

TBD Review the OSI protocol mechanisms proposed for the upcoming Berkeley re-
lease 4.4. Coordinate efforts with Berkeley.

TBD Review GOSIP. Open liaison with Government OSI Users Group (GOSIUG)
for feedback of issues and concerns that we may discover.

TBD Determine what should be used short-term for (i) intra-domain routing; and
(i) inter-domain routing.

TBD For interoperability between OSI end systems and TCP/IP end systems, there
will need to be application layer gateways. Determine if there are any outstand-
ing issues here.

TBD Review short-term issues involved in adding OSI gateways to the Internet.
Preferably, this should allow OSI and/or dual gateways to be present by the
time that Berkeley release 4.4 comes out.

Request For Comments:

RFC 1139  “Echo function for ISO 8473”
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CURRENT MEETING REPORT

Chair(s): Rob Hagens/UWisc and Ross Callon/DEC
OSIGEN CO/CL Interworking Review Minutes

Report not submitted. See Area Report for summary.

Attendees

William Biagi bbiagi@cos.com

Randy Butler rbutler@ncsa.uiuc.edu

Ross Callon callon@bigfut.enet.dec.com
Chi Chu chi@sparta.com

Henry Clark henryc@oar.net

Tom Easterday tom@cic.net

Shari Galitzer shari@gateway.mitre.org
Tony Genovese genovese@es.net

Robert Hagens hagens@cs.wisc.edu
Christian Huitema Christian.Huitema@MIRSA.INRIA.FR
Kenneth Key key@cs.utk.edu

Dale Land land@lanl.gov

Mike Okulski ssds.com

Mark Sleeper mws@sparta.com

Osamu Takada takada@sdl.hitachi.co.jp
Preston Wilson preston@i88.isc.com

Cathy Wittbrodt cjwlnersc.gov

OSIGEN FTP-FTAM Gateway Specification Minutes

Report not submitted. See Area Report for summary.

Attendees
Robert Griffioen rgriff@bnr.ca
Robert Hagens hagens@cs.wisc.edu

Susan Hares skh@merit.edu
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3.4.5 OSI X.400 (Osix400)
Charter

Chair(s):
Rob Hagens, hagens@cs.wisc.edu

Mailing Lists:
General Discussion: ietf-osi-x400@cs.wisc.edu
To Subscribe: ietf-o0si-x400-request@cs.wisc.edu

Description of Working Group:

The IETF OSI X.400 Working Group is chartered to identify and provide solu-
tions for problems encountered when operating X.406 in a dual protocol inter-
net. This Charter includes pure X.400 operational issues as well as X.400 <->
RFC 822 gateway (ala RFC 987) issues.

Goals and Milestones:

Jul 1990  Develop a scheme to alleviate the need for static RFC 987 mapping tables.
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CURRENT MEETING REPORT

Chair(s): Rob Hagens
OSI X.400

The OSI X.400 Working Group has been merged with the X.400 Operations Working Group.
For additional information, refer to the Minutes of the X.400 Operations Working Group.
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3.4.6 Office Document Architecture (oda)
Charter

Chair(s):
Peter Kirstein, kirstein@cs.ucl.ac .uk

Mailing Lists:
General Discussion: ietf-osi-oda@cs.ucl. ac.uk
To Subscribe: ietf-os i-oda-request@cs.ucl.ac.uk
Archive:

Description of Working Group:

The ODA Working Group will develop guidelines for the use of the Office
Document Architecture for the exchange of Compound documents including
formattable text, bit-map graphics and geometric graphics according to the
ODA Standard. It will consider also Intercept Standards for other document
content types it considers vital - e.g., Spreadsheets. The Working Group will
define how to use both SMTP and X.400 for interchange of ODA documents.
It will maintain close liason with the SMTP and X.400 Working Groups.

This Working Group will review the availability of ODA implementations, in or-
der to mount a Pilot Testbed for processable compound document interchange.
Finally, it will set up and evaluate such a testbed.

Goals and Milestones:

Done Inaugural meeting,

Done Produce a paper stating what ODA standards or profiles still need completing.

Jul 1991  Produce paper on how both SMTP and X.400 message systems should be sup-
ported.

Done Produce paper on what pilot implementations can be provided.

Jul 1991  Produce paper on what scale and type of Pilot Testbed should be organised.
Dec 1991  Provide first feedback on the ODA Pilot.
Ongoing  Coordinate ODA Pilot.

Ongoing  Review and propose additional enhancements of QDA.
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CURRENT MEETING REPORT

Reported by Peter Kirstein/UCL
ODA Minutes
Current Status of Implementations

As a background for the discussions on Pilots, the current status of implementations was re-
viewed. The following were known to be available, potentially, to the IETF Office Document
Architecture Working Group:

PROVIDER PACKAGE

BBN/UCL SLATE/ODA

Bull WORD for WINDOWS/ODA
DEC DECWRITE/ODA

UPC/ICL WORDPERFECT/ODA
XEROX VIEWPOINT/ODA

The status of each is discussed below:
BBN/UCL-SLATE/ODA

There has been a Release of v1.1 of the BBN SLATE/UCL ODA software; it converts be-
tween SLATE v1.2 and ODA/ODIF Q112. This is freely available to anyone who has a
license for BBN SLATE 1.2. The software is made available currently on SPARCstations,
but is believed to be easily portable to IBM RISC 6000 machines and DEC Ultrix work-
stations. There is documentation for the system on the normal ietf-osi-oda infoserver. At
present the system operates with the UCL PP message (v5.0 or later versions), and thus can
operate over SMTP (with UUencode) or X.400; later versions will work with the extensions
to SMTP proposed in the SMTP IETF working party. It is possible to interoperate with
any other SMTP mail systems which does UUencoding.

It has been agreed with BBN, that they will provide for the IETF Pilot 250 copies of
SLATE v1.2, and will maintain it with later releases. It is restricted to “academic and
research institutes only”; others must purchase the SLATE from BBN. The software will
be updated as later releases of SLATE become available. The whole documentation will be
provided by UCL - who will include the BBN SLATE documentation. The BBN portion of
the software will be provided to US participants by a “Shrink-wrapped Licence”; non-US
sites will have to sign a BBN license supplied by UCL. In both cases, UCL will keep a
register of copies supplied, and must furnish that to BBN. UCL will make a small handling
charge for the distribution.
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Bull-Word for Windows/ODA

There will be a version of this software made available to the Working Group; it will run
on a DOS PC, and must be integrated by the using site with a mail system. The Bull
software is designed for conversion between RTF and ODA Q112, but they use it only with
WORD for WINDOWS. To date there are still some slight problems with the software, but
an improved version is expected by the end of August 1. If this is up to expectations, UCL
expect that it should be available to the Working Group during the 4th quarter of 1991.

The software requires a PC/AT with PC-DOS or MS-DOS v 3.10 or above - with at least
1 MB of EMS, hard disc and floppy. It requires also the editor, i.e., WORD for Windows
vl or other editor supporting RTF. The programs include Q112 <--> RTF convertors, a
formatter, filter, and a browser. It also includes filters and test documents. There will be
appropriate documentation from Bull.

The license agreement is for use on a single DOS system for R and D. One should report
on the usage. It for Universities and Public Research laboratories for evaluation, research
and demonstration. It is initially until June 1992. UCL will distribute the software and
documentation, but users will have to sign a license agreement with Bull.

DEC This package is regarded as a Gateway product between their CDA. products and OSI.
The VMS release was made in April, the ULTRIX release is on Extended Field Trial (EFT).
They run on all current DEC machines. Mitre has tested the VMS release, and found some
problems with one of the directions of conversion. UCL received the EFT of the ULTRIX
version on the day of the IETF meeting. While there have been no discussions with DEC
on how it will be made available to the IETF, this is not usually a problem for educational
or research organisations.

UPC/ICL The University Polytechnic of Catalonia (UPC) has offered a version of their
convertor between WORDPERFECT 5.0 and ODA Q112 for evaluation by UCL. It will
run under DOS and UNIX. The DOS version will leave it to the users to have the ODA files
included under the users’ favourite mailsystem; the UNIX version will be available both for
SUN-3 and SUN-4 systems. UCL has tested one version, and expect a further version early
in August. The version tested by UCL would not be suitable for release; it is expected that
a suitable one will become available during the fourth quarter of 1991.

The RTF-ODIF convertor comes from ICL, so that availability conditions must be agreed
both with ICL and UPC. The exact terms and conditions for availability are not yet clear,
but are expected to be similar to those of Bull. It is expected that UCL will distribute the
software for UPC.

XEROX They have confirmed the availability of their VIEWPOINT /ODA software; it runs
under UNIX on SPARCstations. UCL has not been given a copy yet, and so must still
evaluate it. While XEROX does have an X.400 which is integrated with their system, this
requires the availability of XEROX hardware; none of the Working Group plans to test this
integrated system. UCL will give further information on this package when it has evaluated
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it.

The XEROX software is a standard product. There has been no discussion yet on the
terms under it will be made available to the Working Group. UCL plans to initiate such a
discussion after the evaluation.

UCL has made available an Autonomous Active Mailbox for testing purposes. This will
allow people to send test documents by X.400 or SMTP, and to Store, Retrieve or Modify
them. A brief description is given in documentation available on the infoserver at UCL.

Interest was keen also in MAC software, and the Chair agreed to contact Apple - since it
was believed they also had software in some relevant state. It was agreed that in view of
the imminence of so much of the software, it was important to update this list regularly.
The Chair would provide an updated status both at the end of September, and for the next
meeting at the next IETF.

Discussion on Interests of Working Group Members in the Available Software

From the discussion, it became clear that for any serious use by participants, it would be
necessary to have several copies of any software in each user group. This was consistent with
the current BBN policy in the way they licensed three copies of SLATE, but was possibly
at variance with the individual licenses assumed by Bull. Moreover, some of the Working
Group participants said that even three was quite inadequate for their purposes. After
some discussion, it was agreed that we should go back to those licensing the software, and
get them to agree to provide three licenses to a group as part of the IETF Working Group
activity. If individual groups felt they needed more copies, then they should approach the
software provider, and discuss the terms under which additional copies were provided.

There was a discussion for what large-scale Pilots the facilities would be particularly useful.
Various proposals were made such as specific Working Groups of the IETF, access to certain
large databases, and alternate representation for RFCs. It was agreed that prior to any
serious Pilots, it was necessary for Working Group members to get wider experience of the
current software available - or soon to become available. This phase of activity should be
called “Experiments” rather than «Pilots”. It was hoped that this stage could be completed
by the end of the year. The initial experimentation would be inside the Working Group,
and the following volunteered their participation:
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First Surname Organisation to be Investigated

Ned Freed Innosoft  DEC VMS/PMDF/DECWRITE

Peter Kirstein UCL SLATE/ODA, WORD, WORDPERFECT

Peter Kirstein UCL DEC-Ultrix/DECWRITE, XEROX

Jim Knowles NASA-AMES DEC-Ultrix/DECWRITE, Sun 3,4, DOS, MAC
David Lippke U of Texas SLATE and WORDPERFECT

Carl Malamud CONS DOS-based systems

Brien Wheeler MITRE DEC-Ultrix/DECWRITE, VMS, Sun 3,4, DOS, MAC
Greg Vaudreuil CNRI SLATE and WORDPERFECT (later)

The Chair will try to organise the availability of the Bull and UPC/ICL software for
Knowles, Malamud and Wheeler; Kirstein will, of course, be getting it in any case. Kirstein
will also discuss with DEC how US participation in the IETF should be handled as regards
the DEC software. These original users would try to get experience prior to the next meet-
ing. Freed would plan to organise some integration of the DEC software with his PMDF

Mail product. Wheeler agreed to provide some documentation on their experience with the
DEC product.

Compatability with Mail Systems

The ODIF is not immediately compatible with SMTP, because of the need of handling bi-
Dary contents. The v1.1 of the SLATE/UCL software has provision for UUencoding the data
for use with SMTP - and even with X.400 if the implementations required it. It was agreed
that the first experiments would be made with this form of encoding. It was noted that the
Internet Mail Extensions Working Group was adopting a different encoding of binary. It
was agreed that in the next version of the software to be used by this Working Group, the
coding agreed in the Internet Mail Extensions Working Group would be used. Vaudreuil
agreed to put some appropriate parameters for ODA into the Internet Mail Extensions next
version of the document, including Profile (currently only Q112, but eventually others also),
Originating Site, Version N umber, and possibly receiving site. Details would be discussed
by e-mail. It was agreed that the Chair should discuss with the X.400 Working Groups
both compatibility with their formats, and possible interest in usage of ODA in their Pilots.

Documents Available on the Infoserver

A number of documents are currently available on the Infoserver at infoserver@cs.ucl.ac.uk.
The documents are accessed by standard message systems, giving a message body of the
form:request: ietf-osi-oda, topic: xxxx where xxxx is the name of the document required.
The list of documents currently in the collection is listed in a document called INDEX.
The documents are currently all in text form. Some will be made available in ODA/ODIF
format shortly.
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Next Meeting

It was proposed to hold the next meeting prior at the Santa Fe IETF meeting, during the
week of November 18-22.

Attendees

Jill Foster jill.foster@newcastle.ac.uk
Ned Freed ned@innosoft.com

Steve Hardcastle-Kille S.Kille@cs.ucl.ac.uk

P. Allen Jensen allen@audfax.audiofax.com
Peter Kirstein kirstein@cs.ucl.ac .uk

Jim Knowles jknowles@trident.arc.nasa.gov
Mark Leon leon@nsipo.arc.nasa.gov
David Lippke lippkeQutdallas.edu

Carl Malamud carl@malamud.com

John McGuthry mcguthry@gatevay .mitre.org
Geir Pedersen geir.pedersen@use.uio.no
John Scudder jgsOmerit.edu

Gregory Vaudreuil gvaudre@nri.reston.va.us

Brian Wheeler wheeler@mbunix.mitre.org
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3.4.7 X.400 Operations (x4000ps)
Charter

Chair(s):
Alf Hansen, Alf.Hansen@delab.sintef.no

Mailing Lists:
General Discussion: ietf-0si-x4000ps@pilot.cs.wisc.edu

To Subscribe: ietf-o0si-x400ops-request@pilot.cs.wisc.edu
Archive:

Description of Working Group:

X.400 management domains are being deployed today on the Internet. There
Is a need for coordination of the various efforts to insure that they can interop-
erate and collectively provide an Internet-wide X.400 message transfer service
connected to the existing Internet mail service. The overall goal of this group
is to insure interoperability between Internet X.400 management domains and
to the existing Internet mail service. The specific task of this group is to pro-
duce a document that specifies the requirements and conventions of operational
Internet PRMDs.

Goals and Milestones:

Done Initial meeting, produce internal outline.
Done Working draft, circulate to interested people.
Jul 1991  Internet Draft available.

Dec 1991 Document ready for publication.
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CURRENT MEETING REPORT

Reported by Kevin Jordan/CDC

X4000PS Minutes

Welcome.

There were no additional comments against the St. Louis meeting Minutes.
The IETF X.400 Operations Working Group.

Alf Hansen and Rob Hagens are now Co-Chairs of the Working Group. Alf is returning
home to Norway. The old X.400 Working Group has been merged with the X.400 Operations
Working Group. The most significant work item completed by the old X.400 Working Group
was an RFC describing how to use DNS to store RFC1148 mapping information. The status
of this RFC is that it is awaiting proof of concept through implementatica.

Because the two X.400 Working Groups have merged, the Working Group Charter will be
updated to add a new goal: the Working Group will attempt to drive X.400 deployment in
the Internet.

The X.400 Operational Requirements RFC was originally scheduled to be available for
comment in July. This schedule needs to be revised because a lot of work is left to be done
(especially considering the comments and resolutions discussed in Atlanta).

The following questions were asked: “Is XNREN a U.S. or an international PRMD? How
would an organization outside of the U.S. join?”

Alf attempted to provide an answer by indicating that the IETF should find a way to register
XNREN as a PRMD in each country. It is not clear exactly how this would be accomplished,
but extensive cooperation from the international Internet community is required.

Status of the document, “An X.400 Internet Strategy”.
Work on the document continues. It is slightly behind schedule.
Roundtable presentation of current X .400 service status.

At this point, the Working Group members who are currently operating X.400 services
described the status of those services:

SURFNet (Netherlands) The SURFNet operations team is currently working
to improve the robustness of the service by providing live backups for
key service elements, i.e., redundant WEP’s and RFC987 gateways.

An international agreement is needed on how to defige backup WEP’s
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COSINE

COSINE-MHS

with associated priorities (like the MX concept in SMTP and DNS)
so that MTA’s can try alternate backup connections. Note: RARE
WG1 has begun work on this concept.

SURFnet currently serves about 800 active X.400 users, and the
number of users is growing rapidly.

X.400 implementations for Mac’s and PC’s are being evaluated, as
are X.400 gateway products for Mac/PC LANS (e.g. cc:Mail, Banyan).

SURFNet Observation: Most currently available X.400 user inter-
faces are still quite primitive.

Cooperation for OSI Networking in Europe. COSINE is a program
funded by a number of European Governments (basically the Euro-
pean Community plus European Free Trade Association countries)
plus the Commission of European Communities. Broadly, the mis-
sion is to provide OSI based services for the European research com-
munity. The prime contractor entrusted to fulfill this mission is
RARE.

COSINE includes:
RARE Reseaux Associe pour la Recherche Europeenne

EEMA European Electronic Mail Association EEMA is an asso-
ciation whose membership is comprised of a number of European
organizations, some very large (almost exclusively non R&D based).
They come together to discuss issues related to electronic messag-
ing in Europe. RARE/COSINE decided to become 2 member of
EEMA, with a view to feed back the experiences learned by the
RARE/COSINE MHS services into industry, (i.e., act as an experi-
ence pool), To make the views of the COSINE user community felt
in this forum.

Y-Net OSI Services for ESPRIT researchers Y-NET is a project with
its primary aim being to provide OSI based services to European
Community SMEs (Small and Medium sized Enterprises) involved
in the ESPRIT program. COSINE MHS is mandated to coordinate
with Y-NET. An aim of COSINE MHS is to provide a seamless
service between the Y-NET and COSINE MHS user communities.

EurOpen

is a project which was chartered to drive deployment of X.400 in
the European research community. Transport service stacks include:
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TP0/CONS/X.25/LAPB, TP0/CONS/X.25/LLC2, TPO/RFC1006/TCP,
TP4/CLNS.

X .400 84 is used universally within the COSINE-MHS community.
Some organizations are experimenting with X.400 ’88, but there is
no wide spread use of ’88 yet. The European public service providers
(the PTT’s) offer "84 service only.

The COSINE-MHS project is currently comprised of between 20 and
95 WEP’s. Connectivity between WEP’s is not universal. Even
with this relatively small number of WEP’s, the amount of static
configuration information which must be maintained and coordinated
is approaching an unmanageable level. There is a very urgent need
for dynamic configuration management via X.500 directory services
and/or DNS.

Some countries consider COSINE-MHS to be an operational service,
and some countries consider it to be a pilot service. Consequently,
varying degrees of support and administration are provided.

A universal gateway service, COSINE-GW, is being implemented
in Trieste, Italy. This gateway will provide connectivity between
practically all commonly used electronic mail networks including:
X.400, RFC822, BITNet/EARN, HEPNET (Mail-11), and SPAN
(Mail-11). Connectivity with XNREN is also being implemented.

SWITCH (Switzerland) SWITCH has one main WEP which provides access
to the Swiss research community. This main WEP has ADMD con-
nectivity. SWITCH serves about 8000 Tteal end users. About 50
academic and research organizations are connected. Five commer-
cial organizations are connected. Commercial organizations must
connect as independent PRMD’s.

UK Two main X.400 services operate within the UK academic/research
community: EAN and MHS-Relay (PP-based). Connectivity with 3
ADMD?’s is provided. Most UK sites are operating X.400 ’84 services,
but 3 sites are experimenting with '88 internally.

GARR (Italy) GARR is registered as an official Italian ADMD, but it pri-
marily services the academic /research community and is not a public
service provider. GARR is connected with 2 public service ADMD’s
in Italy. GARR’s potential user community numbers between 10,000
and 100,000 people.

GARR provides one principal access point (WEP) to COSINE. Backup
WEP’s are planned, pending international agreements on how to de-
fine and configure prioritized alternative MTA’s for X.400 destina-
tions.

X.400 ’88 deployment is being considered, but GARR currently has
no time table in place for deployment.
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ARC

CDC

(NASA-Ames Research Center) The primary WEP for ARC was re-
cently transferred from a microVAX to a SUN. While the transfer
Was in progress, connectivity to ARC was lost. ARC is working on
connectivity to SPRINT. A fax gateway is planned. ARC is consid-
ered an experimental rather than an operational X.400 mail service.

Control Data operates its on PRMD named CDC. Control Data has a
connection to XNREN via Internet and is also a subscriber to ADMD
ATTMail. CDC is connected to ATTMail via AT&T’s public X.25
network named Accunet.

Internally, CDC operates an X.400 network which currently inter-
connects 3 principal corporate locations: Arden Hills, Minnesota;
Bloomington, Minnesota; and Santa Clara, California. It is esti-
mated that well over 1000 X.400 messages per day are exchanged
between and within these three locations. The number of users served
is in the hundreds.

CDC has produced two main X.400 implementations. These are
marketed as Control Data products, and they are also used very
heavily within the company. One of the implementations, named
MHS /4000, runs on the Control Data 4000 series of computer systems
(based on the MIPS RISC chipset and running CDC’s variant of
UNIX named EP/ IX). The other implementation, named Mail /VE,
runs on the Control Data CYBER 180 series of mainframe computer
systems under the NOS/VE operating system.

Several of CDC’s customers in Europe (particularly Germany) are
taking advantage of CDC’s connection with XNREN. They are able
to exchange true X.400 mail between their sites and Customer Sup-
port analysts at CDC in Minnesota. One of the customers even
sends periodic X.400 “pings” from his X.400 mailbox in Germany to
an autoforwarding mailbox at CDC in Minnesota. The auto